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1. Introduction
This contribution provides input to the UDC technical realization specification.
2. Reason for Change
According the lately decided architecture of UDC, the configuration of the UDC network could be like the following. 
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In that configuration, all application FEs, wherever they are located in and whatever they are implemented to, are seen as the same by UDR, considering that they are just using the same Ud interface. Obviously, each of them should have its own ID to be distinguished from each other. 
Although it is quite up to vendors’ implementation, the uniformity of application FE ID should be applied within UDC configuration, for the reasons as following scenarios (not to be exhaustive).

1. UDR-initiating message routing. When notification message is pushed from UDR to core network, provisioning system or application server, the UDR should be aware which application FE would be used for the next hop. 
2. Network Management. When the Ud is standard interface, the FEs in the same operators might be from multiple vendors. In that sense, the management, especially that on UDR, should use uniform ID for all the FEs for consistency and convenience.
3. Authentication and authorization. For the security reasons, especially when FE is in third-part application servers, application FE other than the users, would be required of authentication and authorization by UDR. 
4. ….
Therefore, some requirements are proposed on the application FE ID, like, 
1. A common ID naming method should be used for all the application FE. The naming method can be left to stage 3.
2. The UDR should store the information related to application FE, as follows.
a. All served application FEs’ IDs, for management, authentication, authorization, and so on.
b. An individual user’s last accessed application FE’s ID, for notification routing and so on. That information is in case, especially when UDC is configured with core network, the application FE was randomly picked up by UDR and then had a long wandering way to the MAP application (MSC, MSCS, SGSN, CSCF, etc.), ending up with a lot of extra signaling resource is token up. On the contrary, if the UDR knows the FE as a user’s latest access, it would most likely find the shortest path, no matter whether TDM or IP is used for signaling transport.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v0.1.0.
* * * First Change * * * *

5.2
Requirements

The following points are considered as requirements for the purpose of these procedures.

1.
It shall be possible for an authorized Front end to read relevant user data stored in the UDR.

2.
It shall be possible for an authorized Front end to modify (i.e. create, update, and delete) relevant user data stored in the UDR.

3.
The UDR shall support notifications to the related front ends about changes of user data which they have subscribed to. Specifically, the UDR shall allow applications to subscribe to specific events on specific data of specific users.
4.
The UDR shall support controlled access. Accordingly, UDR shall authenticate and authorize application front ends. The authentication and authorization shall be based on the following criteria:

· application type

· Front End cluster identifier
· the user data which are requested

· the request type (e.g. query, modify)

5.
Access to the UDR shall be independent of the structure of the data models, i.e. the changes in the data models shall not affect these procedures.
6.
It shall be possible to present different views on the user data to the different applications which require access.
7.
A group of Front ends (or a single Front end) for a specific application type shall be distinguished by a unique Front End cluster identifier.
Editor’s note: it is FFS if the Front End cluster identifier must be globally unique.
8.
The UDR may store the curren Front End cluster identifier as part of the user data and may use this information to determine which Front ends should be used for notifications.
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