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1. Introduction
Sub-clause 5.13 which outlines the security aspects of the profile is currently incomplete as indicated by the Editor’s note in this section. 
2. Reason for Change
Completion of the specification. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 v0.4.0
* * * First  Change * * * *
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* * * Second Change * * * *

5.13
Security


Table 5.13.1: Security

	Supported Security:
	None

	NOTE:      IPsec shall not be used by the IBCF or TrGW for the Ix interface. Normally the Ix interface lies within a single operator's secure domain. If this is not the case then a Za interface (Security Gateway deploying IPSec) may be required, however this is a separate logical function/entity and thus is not applicable to the Ix profile, the IBCF or the TrGW; for further details see 3GPP TS 33.210 [XX].




* * * End of Change * * * *

