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	Reason for change:
(

	For the SLF (Diameter Redirect Agent) functionality, currently we only talk about the HSS address being returned to the BSF to allow the BSF to talk to a designated HSS. 

RFC 3588 allows more than one HSS Address to be returned via Redirect Host AVPs and currently this has not been specified clearly in TS 29.328.

Multiple HSS addresses should be allowed to be supported, e.g. one is the primary HSS and others are for alternate HSS addresses and this is justified because of reliability through redundancy, e.g. mated pairs; and to allow each of the HSSs to have multiple IP addresses and this is justified to allow for multiple addressing of an HSS, e.g. alternative routing.

Also the SLF is providing "identities" and not "addresses", i.e. the Diameter URI in the Redirect-Host AVP. The correct term should be used by replacing "HSS address" by "HSS Identity" to remove any possible ambiguity.

The SLF is providing a Diameter Identity of the HSS in the form of a DiameterURI such as: "aaa://hss1.ims.orange.com:1234;transport=tcp;protocol=diameter", and the SLF is only used for Diameter interfaces.

	
	

	Summary of change:
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	· Allow SLF to return multiple Redirect-Host AVPs that contain primary and alternate HSS host identities, as specified in RFC 3588.
· "HSS address" is replaced by "HSS Identity"
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not approved:
	Possible interoperability issues between the RFC 3588 and the TS 29.109 due to the ambiguity on the support of multiple Redirect-Host AVPs in responses from Diameter Redirect agent.

The ambiguity on the "HSS address" terminology woul remain.
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BEGINNING OF THE MODIFIED SECTION
6.4
User identity to HSS resolution

The User identity to HSS resolution mechanism enables the BSF to find the identity of the HSS that holds the subscriber data for a given subscriber when multiple and separately addressable HSSs have been deployed by the network operator. The resolution mechanism is not required in networks that utilise a single HSS or when a BSF is configured to use pre-defined HSS. 

The resolution mechanism is based on the Subscription Locator Function (SLF) and is equivalent to that described for the Cx/Dx interface described in 3GPP TS 23.228 [12]. The BSF accesses the SLF via the Dz interface. The Dz interface is always used in conjunction with the Zh interface. The Dz interface is based on Diameter. Its functionality is implemented by means of the routing mechanism provided by an enhanced Diameter redirect agent, which is able to extract the Subscriber identity from the received requests.

To get the HSS identity the BSF shall send to the SLF the Zh requests aimed for the HSS. On receipt of the HSS identity from the SLF, the BSF shall send the Zh requests to the HSS. Multiple HSS identities may be included in the response, as specified in IETF RFC 3588 [1]. In such a case, the BSF shall send the Zh Request to the first HSS identity in the ordered list received in the Zh Response from the SLF. If the BSF does not receive a successful response to the Zh Request, the BSF shall send a Zh Request to the next HSS identity in the ordered list. This procedure shall be repeated until a successful response from an HSS is received.
After the user identity to HSS resolution, the BSF may store the HSS identity and, if stored, shall use it in further requests associated to the same Subscriber.

In networks where the use of the user identity to HSS resolution mechanism is required and the BSF is not configured to use predefined HSS, each BSF shall be configured with the address/name of the SLF implementing this resolution mechanism.

END OF THE MODIFIED SECTION
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