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1. Introduction
Hello
2. Reason for Change
The IP sections from 29.060 did not filter across to 29.274 and they are needed.
3. Conclusions

Add new section on IP.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274.
* * * First Change * * * *
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* * * Next Change * * * *

4.3.2
IP header and IP addresses


4.3.2.1
Request Messages

The IP Source Address shall be an IP address of the source GTPv2 entity from which the message is originating.

The IP Destination Address in a GTP request message shall be an IP address of the destination GTPv2 entity.

4.3.2.2
Response Messages

The IP Source Address shall be copied from the IP destination address of the GTP request message to which this GTPv2 entity is replying. 

The IP Destination Address shall be copied from the IP Source Address of the GTP request message to which this GTPv2 entity is replying.

4.3.2.3
Version Not Supported Indication

The IP Source Address for the Version Not Supported Indication shall be set to the IP destination address of the GTP message that triggered the GTPv2 entity to send this message. 

The IP Destination Address for the Version Not Supported Indication shall be set to the IP source address of the GTP message that triggered the GTPv2 entity to send this message.

* * * Next Change * * * *

9
Security

To be edited

10
IP - The Networking Technology used by GTP

10.1
IP Version

GTPv2 entities shall support both versions of the Internet Protocol, version 4 as defined by IETF RFC 791 [6], and version 6 as defined by IETF RFC 2460 [16].

10.2
IP Fragmentation

It is specified here how the fragmentation mechanism shall work with GTP-C.

Fragmentation should be avoided if possible. Examples of fragmentation drawbacks are:

-
Fragmentation is inefficient, since the complete IP header is duplicated in each fragment.

-
If one fragment is lost, the complete packet has to be discarded. The reason is that no selective retransmission of fragments is possible.

By using Path MTU discovery the application may find out the MTU, and thereby utilise more efficient segmentation mechanisms.
