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1. Introduction
<Introduction part (optional)>

2. Reason for Change
The LTE system is based upon a IP based S1-flex concept, which allows the eNB to choose a MME from a pool of MMEs.. It also allows for the pooling of SGW functionality, which enables such benefits such as increase system availability, scalability, and geographical allocation.

Because of these capabilities, some of the LTE interfaces can use different transport paths for control and bearer. For example, with the X2 interface, it is expected that both control and bearer use the same transport paths. However, for the S1 interface, there may be a portion of the S1-MME based control and S1-U based bearer paths that will use different transport paths.

Each of these paths need the ability to detect that communication is no longer possible over the interface. In the case where the control and bearer paths share a transport path, the control path can be used for this detection scheme. However, in cases where the control and bearer have different transport paths in a portion of the network, they need to each detect failures.

This end to end detection can either be based upon the idea that:

- the underlying network won’t fail (the network is fully redundant)

- the underlying transport protocol will detect failure (SCTP)

- the control interface will detect failure for the bearer (X2-C vs. X2-U)

- each interface should detect failure and take action.

On interfaces where the underlying transport protocols provide this detection scheme, such as the SCTP based S1-MME and X2 interface, it is not required that the application protocol provides its own detection scheme. However, in the cases where the underlying protocol does not provide the detection scheme, such as the GTP/UDP based S10, S11, S5, and S1-u interface, the application protocol needs to provide the detection scheme.

In the event of an interface failure, the system should take the following actions and use the following correlation rules. 

1) If a control link fails, bearer paths that are controlled by that link should be torn down.

2) If a bearer link fails, need to inform the Session control device of the failure so that control functions can determine the next step. This next step would likely be the tearing down of the session or placing it into an idle mode. It also should know that the bearer resources should not be used for subsequent session request. In addition, session control could also decide to find alternate resources that can be used for maintaining the user’s service, such as attempting choosing a different SGW (similar to SGW handoff).

The current 60 second timers that exists on the GTP-U and GTP-C interfaces are too long for meaningful detection of faults. Many highly reliable networks are able to detect and recover from faults in the sub second timeframe, while IP based routing detection and recovery times are often in the 5-10 second range.

While absence of bearer traffic could be used to detect these failures, the use of echo request and response messages is also a simple and effective way of detecting failures. 

Even if absence of traffic is used to figure out the GTP peer's or link failures,

•
The sending peer cannot assume that there will be traffic in both directions (especially if there are only DL TFTs mapped to a bearer)

•
The restriction of 60secs does not allow for fast retransmissions of echo requests when the first request fails for a faster proactive measure.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

Because of the wide variety in transport detection times, combined with the need to detect failures on most GTP-U and GTP-C interface, the changes proposed in C4-083522 and C4-083523 should be approved.

