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1. Introduction

TS 23.216 v 8.1.0 has clarified that MME derives the CS security key (CK, IK); thus, the following EN can be removed.

Editor’s note: It is FFS whether MME includes the CS Security key.
Furthermore, SA3 (S3-081160) approved a CR that defines the security requirements from MME to SRVCC MSC as follow:

The MME shall transfer the CKSRVCC, IKSRVCC, the value of eKSI and the UE security capability to the enhanced MSC server. The UE and the enhanced MSC Server shall assign the value of eKSI to KSI. 
This P-CR also defines the MM Context for carrying the related CS security parameters for SRVCC operation by the MSC server.

2. Proposal

It is proposed to agree the following changes.
* * * First Change * * * *
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* * * Next Change * * * *

5.2.2
SRVCC PS to CS Request

A SRVCC PS to CS Request message  shall be sent across Sv interface from the MME to the target MSC server as part of the MME SRVCC procedure in 3GPP TS 23.216 [2].

Table 5.2.2 specifies the presence requirements and conditions of the IEs in the message.
Table 5.2.2: Information Elements in a SRVCC PS to CS Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	IMSI
	M
	None
	1
	IMSI

	MME Sv Address for Control Plane
	M
	This IE specifies the address for control plane message which is chosen by the source MME
	1
	IP-Address

	MME Sv TEID for Control Plane
	M
	This IE specifies the tunnel for control plane message which is chosen by the source MME. The target MM shall include this TEID in the GTP header of all related control plane messages which are related to the requested bearer.
	1
	TEID-C

	MSISDN
	M
	The MME shall include MSISDN IE
	1
	MSISDN

	STN-SR
	M
	The MME shall include STN-SR IE
	1
	STN-SR

	MM Context
	M
	The MME shall include CS Security key in MM Context
	1
	MM Context

	Source to Target Transparent Container
	C
	FFS
	1
	FFS

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

* * * Next Change * * * *

6.1
General

IE type value used in Sv Message is defined in TS 29.274 [3]. The IE format is coded as per GTP in TS 29.274 [3]. 

Table 6.1 shows the IEs used for SRVCC.

Table 6.1: Information Elements for SRVCC

	IE Type value (Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	3GPP TS 29.274 [3]

	1
	International Mobile Subscriber Identity (IMSI)
	3GPP TS 29.274 [3]

	2
	Cause
	3GPP TS 29.274 [3]

	3
	Recovery (Restart Counter)
	3GPP TS 29.274 [3]

	4-50
	Reserved for S101 interface
	3GPP TS 29.274 [3]

	51
	STN-SR
	6.2

	
	
	

	52
	Source to Target Transparent Container
	6.3

	53
	Target to Source Transparent Container
	6.4

	54
	MM Context
	6.x

	55-70
	For future Sv interface use
	-

	71-73
	Reserved for GTPv2
	3GPP TS 29.274 [3]

	74
	IP Address
	3GPP TS 29.274 [3]

	75
	Mobile Equipment Identity (MEI)
	3GPP TS 29.274 [3]

	76
	MSISDN
	3GPP TS 29.274 [3]

	77-83
	Reserved for GTPv2
	3GPP TS 29.274 [3]

	84
	TEID-C
	3GPP TS 29.274 [3]

	85-89
	Reserved for GTPv2
	3GPP TS 29.274 [3]

	90
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	3GPP TS 29.274 [3]

	91-2544
	Reserved for GTPv2
	3GPP TS 29.274 [3]

	255
	Private Extension
	3GPP TS 29.274 [3]


Editor’s note: The "Source to Target Transparent Container" and "Target to Source Transparent Container" will need to be aligned with 3GPP TS 25.413.
* * * Next Change * * * *

6.x
MM Context
The MM Context information element contains the security parameters that are necessary for the MSC server to setup the ciphering connection (and integrity protection for 3G) with the target access for SRVCC. CS ciphering keys parameters: CKSRVCC, IKSRVCC, and KSIASME are defined in TS 33.401 [y]. 

Mobile Station Classmark 2 and Mobile Station Classmark 3 information Elements indicates the supported encryption algorithm for GERAN access. Mobile Station Classmark is defined in TS 24.008 [z].
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 52 (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Spare 11111
	KSIASME
	

	
	5-20
	CKSRVCC
	

	
	21-36
	IKSRVCC
	

	
	37-41
	Mobile Station Classmark 2
	

	
	42-m
	Mobile Station Classmark 3
	


Figure 6.x: MM Context
