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1. Reason for Change
GTPv2-C tunnel definition is incomplete. CT4 addressed the matter in the previous meetings and also via a mail discussion.
During the initial GTP-C tunnel setup, the sending entity includes into the request message the own control plane IP address IE and TEID IE. The source port number is locally allocated and is not included in the message (it is within UPD header). Therefore, the sender's tunnel endpoint is identified by IP address, TEID and UDP port number. 

The receiver responds with a response message that contains own control plane IP address IE and TEID IE. The source port number in the UPD header is set to the well-known value of 2123. 'Tunnel 1' in the figure below illustrates the result of the GTP-C tunnel setup.

[image: image1]
At this point in time we could say that the tunnel has two specified endpoints with two triplets (IP address, TEID and Port number).

After a while, entity A may decide to change the parameters at the own end of the tunnel as illustrated in the figure by 'Tunnel 2'. 
It looks like that for any given instance of time we could identify a GTP-C tunnel with two triplets. It is a matter of academic interest if we could say that such a tunnel is used for bidirectional communication or if we'd better say that the tunnel is unidirectional.

2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274v1.3.1.
* * * Change * * * *

4.2
GTP-C Tunnel

GTP-C tunnels are used between two nodes communicating over a GTP based control plane interface, to separate traffic into different communication flows. 

A GTP-C tunnel is identified in each node with a TEID-C, a control plane IP address and a UDP port number. A GTP-C entity that sends a request message locally assigns an IP address and TEID-C value the receiving side shall use in the response. The receiving end side of a GTP tunnel locally assigns an IP address and TEID-C value and sends them with a response message. The original sending side shall use these in subsequent communications. 
Thereforeat any given instance of time a GTP-C tunnel is identified by the the following information elements:
· IP address, TEID and UDP port number of a GTP-C entity;
· IP address, TEID and UDP port number of a peer GTP-C entity.
For each end-point of a GTP-C tunnel:

· The TEID-C is unique per PDN-Connection on GTP based S5 and S8. The same tunnel is shared for the control messages related to all bearers associated to the PDN-Connection. A TEID-C on S5/S8 interface is released after all its associated EPS bearers are deleted.
· There is only one pair of TEID-Cs per UE on each of the S3 and the S10 interfaces. The same tunnel is shared for the control messages related to the same UE operation. A TEID-C on S3/S10 interface is released after its associated UE context is removed or the UE is detached. There is only one pair of TEID-C per UE over the S11 interface. 

Editor's Note: It is FFS what TEID-C granularity to use on other interfaces.

Editor's Note: It is FFS if GTP-C tunnels per user are required for any interface.

For GTP-U, a TEID-U is used according to 3GPP TS 29.281 [13].

NOTE:
GTP-U is based on GTP version 1.
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