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1. Introduction

To minimize the used resources and keep the number of authentication precedures at a minimum, the SA2 defined that in case of using PMIP, the MAG shall receive the full subscriber profile / service authorization data for all APNs and subsequently, it can authorize any user request without further AAA procedures:
· In clause 6.8 (UE-initiated Connectivity to Additional PDN) there is no interaction between the Trusted Non-3GPP network and the AAA/HSS during the establsihment of additional PDN connections.

· According 4.5.1 (PDN GW selection function) of 23.402: “During the initial authorization, PDN Gateway selection information for each of the subscribed PDNs is returned to the non-3GPP access system.”
For the trusted access, this solution requires only one authentication and authorization process at the initial attach / handover.  For the untrusted acces, we have no other means to carry requested AVP info from the UE to ePDG than using SA setup with IKEv2 (e.g. using child SA creation for this is not possible), therefore, there needs to be an authentication procedure executed. Still, this does not prevent us using only one authorization procedure at the attach / HO. 
The stage 3 specification is not in line with the above: TS 29.273, clause 5.2.4 states: "A Diameter session shall identify a PDN Connection for a given user and an APN.", referring to the trusted 3GPP access and a similar statement is included in clause 7.2.4 for the untrusted non-3GPP access.
To harmonize stage3 with stage 2 concept, we need to introduce some changes in the stage 3 specifications.
2. Discussion
The current TS is not really consequent about how the Diameter sessions are connected to the PDN connections. .
On the one hand, it is possible to include the authorization information, PDN GW address etc. for more than one APNs to the authorization answer, which would allow to have one Diameter session for the user, even if there are multiple PDN connections activated. 

On the other hand, we have the above statement about 1 Diameter the session <=> 1 PDN connection and also, the termination of a PDN connection is executed by Diameter session abort, which shows that there is a separate Diameter session used for each PDN connections. 

Here we present on a stage3 level messaging flow, how a single AAA session can fit a user with multiple PDN connections. The below figure shows a stage 3 level message flow for the following:

1.- 11. Initial attach for a first requested APN or default APN. Here, the AAA Server selects PDN GW for all subscribed APNs of the user; this is stored in the trusted AGW.
12.-18. The user requests PDN connection setup to a further APN. Here, the trusted AGW authorizes the request based on the stored information and sets up the proxy binding without authentication/authorization

19.- 23. The user's profile is modified; the modified authorization data is updated to the trusted AGW. The AGW checks, whether there is a modification in the authorixation for the active PDN connections. In this case, authorization of one of the PDN connections was removed, therefore, the trusted AGW deletes the PDN connection.   
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For the untrusted non-3GPP access, the situation is different as there is a need to have new IKEv2 SA setup for each PDN connection requested by the user. Still, one authorization session - executed in connection with the first PDN connection creation - should be satisfactory. In case of modification in the subscription profile, the ePDG can hande the necessary PDN connection release similarly to the trusted access GW shown in the above figure. 
3. Conclusions

There are several changes needed to TS 29.273 to harmonize the stage 3 specification on AAA session handling with the cncept laid down in stage 2 . 
Note that changes to other TSs, like 24.302 may also be applicable (this is FFS).
4. Proposal

The P-CR 08-3468 about the necessary changes shall be agreed.
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