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2.3.2
Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and Authentication Token(AUTN), KASME
Random Challenge (RAND), Expected Response (XRES), Cipher Key (CK), Integrity Key(IK) and Authentication Token (AUTN) form a quintuplet vector used for user authentication, data confidentiality and data integrity as defined in 3GPP TS 33.102 [52]. 
Random Challenge (RAND), Expected Response (XRES), Key for Access Security Management Entity (KASME) and Authentication Token (AUTN) form an EPS vector used for user authentication, data confidentiality and data integrity as defined in 3GPP TS 33.401 [xx].
When both HLR and VLR or SGSN are 3G, a set of quintuplet vectors are calculated in the AuC, and up to 5 quintuplets are sent from the HLR to the VLR and to the SGSN on request (see 3GPP TS 29.002 [27]). These data are temporary subscriber data conditionally stored in the HLR, the VLR and the SGSN.
When the HLR is 2G and the VLR or SGSN are 3G, quintuplet vectors are derived by the 3G VLR or SGSN from the received triplet vectors from the HLR, if needed (see 3GPP TS 33.102 [52]).
***************next modification****************

2.3.4
The Key Set Identifier (KSI)

The Key Set Identifier (KSI) is used to ensure UMTS authentication information (CK and IK) consistency between the MS and the VLR and between the MS and the SGSN. 
For EPS the Key Set Identifier (KSI also noted KSIASME ) is used to ensure EPS authentication information (KASME) consistency between the MS and the MME.
KSI and its handling are defined in UMTS TS 24.008 [26] and UMTS TS 33.102 [52]. It is temporary subscriber data and is stored in the VLR and the SGSN.
KSIASME and its handling are defined in 3GPP TS 23.401[yy]. It is temporary subscriber data and is stored in the MME.
***************next modification****************

2.4.10
Subscription restriction

Subscription restriction is a parameter indicating whether or not certain restrictions apply to the subscription. The parameter takes either of the following values (see also GSM 02.13 [36]):

-
accessible area for service;

-
all GSM PLMNs;

-
one national and all foreign GSM PLMNs;

-
regionally restricted (part of a GSM PLMN in one country);

-
regionally restricted plus all other GSM PLMNs.

The HLR associates location updating information with subscription restriction. It deregisters the MS if the PLMN is not allowed and sets:

-
the MSC area restricted flag if the MSC area is not allowed, see subclause 2.4.12;

-
SGSN area restricted flag if the SGSN area is not allowed, see subclause 2.4.14. ;

-
MME are restricted flag if the MME area is not allowed, see subclause 2.4.14c
Handling of Regionally Restricted Subscription is defined in subclause 2.4.11. By operator agreement, regional restriction in parts of different GSM PLMNs is also possible.

The subscription restriction is permanent subscriber data and is stored in the HLR.

2.4.11
Regional Subscription Information

If a mobile subscriber has a regional subscription, the HLR/HSS shall store a list of up to ten Regional Subscription Zone Identities (RSZIs) per Network Destination Code (NDC) of the PLMN involved. The structure of RSZI is defined in 3GPP TS 23.003 [5]; since it is composed of the PLMN identification (CC NDC) and the Zone Code it is sufficient to store the Zone Code List per CC NDC.

On updating the MME, VLR or the SGSN, the HLR/HSS identifies the VPLMN and NDC given by the VLR or SGSN number or VPLMN-Id and transfers the pertaining Zone Code List to the VLR or SGSN or MME. The VLR or SGSN or MME derives from the Zone Code List the allowed and not allowed MSC or SGSN or MME areas and location areas; it sets the "LA not allowed flag" should the target LAI of the mobile station be excluded, and it informs the HLR/HSS should the MSC or SGSN or MME area be excluded. Signalling of cause value "location area not allowed" towards the mobile station is defined in TSs 3GPP TS 29.002 [27] and 3GPP TS 24.008 [26].

2.4.11.1
RSZI lists

The RSZI lists are permanent subscriber data stored conditionally in the HLR/HSS.

2.4.11.2
Zone Code List

The VLR and the SGSN and the MME shall store as permanent and conditional subscriber data at least those Zone Codes by which they are affected.

********************next modification******************

2.4.14a
RA not allowed flag

The RA not allowed flag is set in the SGSN depending on National Roaming, Regionally Restricted Subscription and Roaming Restricted in the SGSN Due To Unsupported Feature, see 3GPP TS 29.002. It is applied to restrict service on a routing area basis.

The RA not allowed flag is temporary subscriber data stored in the SGSN.

2.4.14b
TA not allowed flag

The TA not allowed flag is set in the MME depending on National Roaming, Regionally Restricted Subscription and Roaming Restricted in the MME Due To Unsupported Feature, see 3GPP TS 29.272[dd]. It is applied to restrict service on a tracking area basis.

The TA not allowed flag is temporary subscriber data stored in the MME.

2.4.14c
MME area restricted flag

MME area restricted flag is a parameter which can take either of the following values:

-
MME area restricted;

-
MME area not restricted.

The parameter is set in the HSS during updating of the MME. Handling of unsupported services and information received from the MME based on national roaming or regionally restricted subscription (subclause 2.4.11) determine its value. The parameter contributes to "for future use" in the HSS. The default value is "MME area not restricted".

The MME area restricted flag is temporary subscriber data and is contained in the HSS.

2.4.15
Service restriction data induced by roaming

If in the course of roaming or at updating of the VLR or SGSN or MMEthe HLR/HSS is informed that the VLR or SGSN or MME does not support certain sensitive services or features, or, the HLR/HSS is informed in data request that the VLR or the SGSN or the MME supports only specific services, features or phases which do not correspond to subscribed services, features or phases, the HLR/HSS takes appropriate measures to restrict service for the mobile station in that VLR or SGSN or MME by setting and sending network induced replacing services such as available services, features or phases, barring programs or the roaming restriction for the MSC or SGSN or MME area.

These network-induced data have to be kept separate in the HLR, and where possible as discussed below in the VLR, from the permanent subscriber data of the call barring supplementary services, from the barring related data that can be modified by the subscriber or from the permanent regional subscription data.

These network-induced data have to be kept separate in the HLR/HSS, and where possible as discussed below in the SGSN and MME, from the permanent regional subscription data.

The network induced data take precedence over the subscriber data of the user where they are in conflict. If, in the course of roaming, restrictions caused by a service are lifted, the original subscriber data have to be re-installed both in HLR, in SGSN, in MME and in VLR when applicable, regarding any remaining restrictions due to other service replacements.

All network-induced restriction data are temporary subscriber data.

For ODB, 3GPP TS 23.015 [9] recommends mainly barring programs to replace this feature. The replacing barring data are conditionally stored in the HLR and VLR. In the VLR they cannot be distinguished from the permanent supplementary services data with the available signalling means, and no additional storage is needed. Interrogation shall reflect in both HLR and VLR the valid setting of the replacing temporary data; to prevent interference with Subscriber Controlled Input and to inform the customer on the restriction, the "control of barring services" subscription option is also temporarily set to the value "by the service provider".

CUG is also replaced by Outgoing Call Barring as described in 3GPP TS 23.085 [18].

Roaming restriction in the MSC area due to unsupported features is used to replace AoCC, see 3GPP TS 23.086, and Zone Codes for regional subscription, see subclause 2.4.11 and 3GPP TS 29.002. A flag in the HLR and the VLR, see subclause 2.4.15.2, collects the sources of network-induced roaming restriction which are also kept separate by the HLR.

Roaming restriction in the SGSN area due to unsupported features is used to replace Zone Codes for regional subscription, see subclause 2.4.11 and 3GPP TS 29.002. A flag in the HLR and the SGSN, see subclause 2.4.15.3, collects the sources of network-induced roaming restriction which are also kept separate by the HLR. 
Roaming restriction in the MME area due to unsupported features is used to replace Zone Codes for regional subscription, see subclause 2.4.11 and 3GPP TS 29.272[dd]. A flag in the HSS and the MME, see subclause 2.4.15.3a, collects the sources of network-induced roaming restriction which are also kept separate by the HSS.

**************next modification*********************

2.4.15.3a
Roaming restricted in the MME due to unsupported feature

Roaming restricted in the MME due to unsupported feature is a parameter which indicates that one or several services or features are not supported by the MME, resulting in roaming restriction in the MME area. It can take either of the following values:

-
roaming restricted;

-
roaming not restricted.

The parameter governs the "TA not allowed flag" in the MME (see subclause 2.4.14b) and the "MME area restricted flag" in the HSS (see subclause 2.4.14a); see also 3GPP TS 29.272[dd].

The flag "roaming restricted in the MME due to unsupported feature" is temporary subscriber data stored in the MME and in the HSS.
******************next modification****************

2.4.16
Cell Global ID or Service Area ID

The Cell Global ID or Service Area ID indicates the cell global identity of the cell in GSM (see 3GPP TS 23.003 [5]) or the service area identification of the service area in UMTS (see 3GPP TS 23.003 [5]) in which the MS is currently in radio contact or in which the MS was last in radio contact. The VLR and SGSN shall update the stored Cell Global ID or Service Area ID at establishment of every radio connection.

The cell ID is temporary subscriber data stored in the VLR and SGSN. It is conditional data, the VLR and SGSN shall store it whenever the subscriber data is marked as confirmed by radio contact.
In EPS the cell global ID contains the last known E-UTRAN cell and is temporary subscriber data stored in MME.
******************next modification****************

2.4.18
AccessRestriction_Data

The use of this data is described in 3GPP TS 23.221 [57].

The Access_Restriction_Data is permanent subscriber data stored in the HLR/HSS, and temporary subscriber data stored in the VLR and SGSN and MME.

The parameter takes either of the following values (see also 3GPP TS 29.002 [27]):

-
GERAN not allowed, the subscriber shall not be allowed to access the network in GERAN radio access. Valid for Idle and Connected mode;

-
UTRAN not allowed, the subscriber shall not be allowed to access the network in LA/RAs using a UTRAN radio access. Valid for Idle and Connected mode; 
-
E-UTRAN not allowed, the subscriber shall not be allowed to access the network in TAs using a E-UTRAN radio access. Valid for Idle and Connected mode;
The use of this parameter for LA/RA/TA update procedures is described in 3GPP TS 23.012 [8] and 3GPP TS 23.060 [21], and 3GPP TS 23.401 [yy].

*****************next modification**********************

2.7.4.2
Subscriber Data Confirmed by HLR/HSS indicator

Subscriber Data Confirmed by HLR/HSS indicator is a restoration indicator defined in 3GPP TS 23.007 [6].

It is temporary subscriber data, stored in the VLR and in the SGSN.

2.7.4.3
Location Information Confirmed in HLR/HSS indicator

Location Information Confirmed in HLR/HSS indicator is a restoration indicator defined in 3GPP TS 23.007 [6].

It is temporary subscriber data, stored in the VLR and in the SGSN and in the MME.

*******************next modification*******************

2.7.6
MS purged for GPRS flag

MS purged for GPRS flag is set in the HLR per IMSI record in order to indicate that the subscriber data for the MS concerned have been purged in the SGSN. The parameter takes the following values:

-
MS purged for GPRS;

-
MS not purged for GPRS.

The default value is "MS not purged for GPRS". The parameter is temporary subscriber data, stored in the HLR for a PS subscription.

2.7.6a
MS purged for EPS flag

MS purged for EPS flag is set in the HSS per IMSI record in order to indicate that the subscriber data for the MS concerned have been purged in the MME. The parameter takes the following values:

-
MS purged for EPS;

-
MS not purged for EPS.

The default value is "MS not purged for EPS". The parameter is temporary subscriber data, stored in the HSS for a PS subscription.

******************next modification********************

2.8.1
Subscriber status

Subscriber status is a flag which indicates whether the subscriber is subject to operator determined barring.

It is permanent subscriber data, and is conditionally stored in the HLR, the SGSN, the MME and the VLR.

*******************next modification*****************

2.8.3
Operator Determined Barring PLMN-specific data

Operator determined barring PLMN-specific data indicates which of the following categories of operator specific barring, in any combination, applies to the subscriber:

-
Operator specific barring (type 1);

-
Operator specific barring (type 2);

-
Operator specific barring (type 3);

-
Operator specific barring (type 4).

It is permanent subscriber data. It is stored conditionally in the HLR, the SGSN, the MME and in the VLR when the subscriber is registered in the home PLMN.

*****************next modification*********************

2.13.6
Access Point Name (APN)

Access Point Name (APN) is defined in 3GPP TS 23.003 [5] and 3GPP TS 23.060 [21] and 3GPP TS 23.401[yy]. The APN field in the HLR/HSS contains either only an APN Network Identifier (i.e. an APN without APN Operator Identifier) or the wild card value (defined in 3GPP TS 23.003 [5]).APN is permanent subscriber data conditionally stored in HLR/HSS, in GGSN, SGSN, MME, S-GW and PDN.

2.13.x1x
APN-OI-Replacement
APN-OI-Replacement (see 3GPP TS 23.401) is permanent data conditionally stored in HSS and MME.

2.13.x2x
AMBR-UE
AMBR-UE (see 3GPP TS 23.401[yy]) is permanent data stored in HSS and MME.

2.13.x3x
APN-Configuration-Profile
The APN-Configuration-Profile contains a Context-Identifier, which identifies the default APN-Configuration, and a list of APN-Configurations, each identified by a Context-Identifier. For detailed content see 3GPP TS 29.272[dd]. The APN-Configuration-Profile is permanent data stored in HSS and MME and S4-SGSN.

2.13.x4x
RFSP-ID
The RAT-Frequency-Selection-Priority-ID (see 3GPP TS 23.401 [yy]) is permanent data conditionally stored in HSS and MME.

2.13.x1
GUTI
The GUTI  (see 3GPP TS 23.003 [5]) is temporary data conditionally stored in MME.

2.13.x2
ME Identity
For 3GPP access the ME Identity is temporary data and contains the IMEISV see 2.2.3.

2.13.x3
Selected NAS Algorithm


Selected NAS security algorithm send by MME to UE (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME
2.13.x4
Selected AS Algorithm


Selected AS security algorithms is defined in 3GPP TS 23.401 [yy] and is temporary subscriber data stored in the MME.

2.13.x6a
Context Identifier 
Index of the PDN subscription context (see 3GPP TS 23.401[yy]) is temporary data stored in HSS and MME.
2.13.x6b
PDN Address 
Indicates subscribed IPv4 address and/or IPv6 prefix is temporary data stored in S-GW, PDN-GW, and MME, and is permanent (static address allocation based on subscriber profile in HSS) or temporary (all other address allocation cases) data in HSS  (see 3GPP TS 23.401[yy]).
2.13.x6c
EPS subscribed QoS
EPS subscribed QoSis the bearer level QoS parameter values for that APN's default bearer (QCI and ARP) and APN-AMBR (see 3GPP TS 23.401[yy]) is temporary data stored in HSS and MME.
2.13.x6d
VPLMN Address Allowed
VPLMN Address Allowed specifies whether for this APN the UE is allowed to use the PDN GW in the domain of the HPLMN only, or additionally the PDN GW in the domain of the VPLMN (see 3GPP TS 23.401[yy]) is temporary data stored in HSS and MME.
2.13.x6e
PDN GW identity
PDN GW identity is the identity of the PDN GW used for this APN. The PDN GW identity may be an FQDN, an IP address, or both. The PDN GW identity refers to a specific PDN GW(see 3GPP TS 23.401[yy]) is temporary data stored in HSS and MME.

2.13.x6f
PDN GW Allocation Type
PDN GW Allocation Type indicates whether the PDN GW is statically allocated or dynamically selected by other nodes. A statically allocated PDN GW is not changed during PDN GW selection (see 3GPP TS 23.401[yy]) is temporary data stored in HSS and MME.
2.13.x7
Tracking Area List
Tracking area list contains the current list of tracking areas (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME.
2.13.yz
APN Restriction
APN Restriction is defined in 3GPP TS 23.060 [21] for GPRS and  in 3GPP TS 23.401 for EPS. It is temporary data stored in MME, SGSN, S4 SGSN and S-GW and contains the maximum restriction  for each PDP context/EPS Bearer Context. 
2.13.yw
APN in use
APN in use contains the APN (see 2.13.6) currently in use (see 3GPP TS 23.401 [yy]) and it is temporary data stored in S4-SGSN, MME, S-GW and PDN-GW. 
2.13.xa
TAI of last TAU
TAI of the TA in which the last Tracking Area Update was initiated and is temporary data stored in MME.
2.13.xc
Cell Identity Age
In E-UTRAN Cell Identity Age contains time elapsed since the last E-UTRAN Cell Global Identity was acquired (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME.
2.13.xe
MME F-TEID for S11
F-TEID for S11 is defined in 3GPP TS 29.274[aa]. MME F-TEID for S11 is temporary data conditionaly stored in MME and S-GW.
2.13.xf
MME UE S1AP ID
"MME UE S1AP ID" is the Unique identity of the UE within MME (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME.
2.13.xh
S-GW F-TEID for S11
F-TEID for S11 is defined in 3GPP TS 29.274[aa]. S-GW F-TEID for S11 is temporary data conditionaly stored in MME and S-GW.
2.13.xa
S4-SGSN F-TEID for S4 (User plane)
F-TEID for S4 is defined in 3GPP TS 29.274[aa]. S4 F-TEID for S4 is temporary data conditionaly stored in MME and S4-SGSN.
2.13.xj
S-GW F-TEID for S5/S8 (control plane)
F-TEID for S5/S8(control plane) is defined in 3GPP TS 29.274[aa]. S-GW F-TEID for S5/S8(control plane) is temporary data conditionaly stored in PDN-GWand S-GW.
2.13.xl
S-GW F-TEID for S1-u
F-TEID for S1-u is defined in 3GPP TS 29.274[aa]. S-GW F-TEID for S1-u is temporary data conditionaly stored in PDN-GWand S-GW.
2.13.xn
S-GW F-TEID for S5/S8 (user plane)
F-TEID for S5/S8 (user plane) is defined in 3GPP TS 29.274[aa]. S-GW F-TEID for S5/S8 (user plane) is temporary data conditionaly stored in PDN-GWand S-GW.
2.13.xo
eNodeB Address 
The eNodeB Address indetifies the IP address of the eNodeB currently used (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME.
2.13.xp
eNodeB UE S1AP ID
The "eNodeB UE S1AP ID " is the Unique identity of the UE within eNodeB (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME.
2.13.xr
eNodeB F-TEID for S1-U
F-TEID for S1-U is defined in 3GPP TS 29.274[aa]. S-GW F-TEID for S1-U is temporary data conditionaly stored in eNodeB and S-GW.
2.13.xs
E-UTRAN/UTRAN Key Set flag
The "E-UTRAN/UTRAN Key Set flag" indicates whether the UE is using security keys derived from UTRAN or E-UTRAN security association (see 3GPP TS 23.401 [yy]). E-UTRAN/UTRAN Key Set flag is temporary data conditionally stored in MME.
2.13.xt
Selected CN operator id 
Selected CN operator id contains the selected core network operator identity (to support network sharing as defined in TS 23.251 [24]). Selected CN operator id is temporary data conditionally stored in MME.
2.13.xv
UE Radio Access Capability
UE Radio Access Capability (see 3GPP TS 23.401 [yy]) is temporary data conditionally stored in MME. 
2.13.xva
UE Network Capability 
UE network capabilities (see 3GPP TS 23.401 [yy]) including security algorithms and key derivation functions supported by the UE. UE Network Capability are temporary data conditionally stored in MME.
2.13.xw
Location Change Report 
Location Change Report indicates the requirement to communicate Cell or TAI to the PDN GW with this EPS bearer Context (see 3GPP TS 23.401 [yy]) and is temporary data stored in MME and S4-SGSN.
2.13.xz
UE Specific DRX Parameters
UE specific DRX parameters for A/Gb mode, Iu mode and S1-mode (see 3GPP TS 23.401[yy]). UE specific DRX parameters are temporary data conditionaly stored in MME.
 2.13.yc
PDN-GW F-TEID for S5/S8 (user plane)
F-TEID for S5/S8 (user plane) is defined in 3GPP TS 29.274[aa]. PDN-GW F-TEID for S5/S8 (user plane) is temporary data conditionaly stored in PDN-GWand S-GW.
2.13.ye
PDN GW F-TEID for S5/S8 (control plane)
F-TEID for S5/S8 (control plane) is defined in 3GPP TS 29.274[aa]. PDN-GW F-TEID for S5/S8 (control plane) is temporary data conditionaly stored in PDN-GWand S-GW.
2.13.yf
EPS Bearer ID
An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. EPS Bearer is temporary data stored in MME, S-GW and PDN-GW for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy].
2.13.yd
EPS Bearer QoS

EPS Bearer QoS contains QCI and ARP and optionally: GBR and MBR in case of GBR bearer. EPS Bearer QoS is temporary data stored in MME, S-GW and PDN-GW for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy].
2.13.yg
UL TFT
Downlink Traffic Flow Template (For PMIP-based S5/S8 only) for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy] and is temporary data stored inS-GW and PDN-GW.
2.13.yh
DL TFT
Uplink Traffic Flow Template. (For PMIP-based S5/S8 only) for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy] and is temporary data stored inS-GW and PDN-GW.
2.13.yi
Charging Id
Charging Id is defined in 3GPP TS 32.298[bb] and temporary data conditionally stored in PDN-GW and S-GW for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy].
2.13.yj
EPS bearer Charging Characteristics

EPS bearer Charging Characteristics are defined in 3GPP TS 32.298[bb] and temporary data conditionally stored in MME, S-GW and PDN-GW for each EPS Bearer within the PDN connection see 3GPP TS 23.401[yy].
2.13.yl
Default bearer
Default bearer Identifies the EPS Bearer Id of the default bearer within the given PDN connection (see 3GPP TS 23.401[yy]) is temporary data stored in MME and S-GW.

2.13.yk
URRP-MME
UE Reachability Request Parameter (URRP) indicating that UE activity notification from MME has been requested by the HSS is temporary data stored in HSS and MME (see 3GPP TS 23.401[yy]).
2.13.zz
QoS profile per access
The quality of service profile subscribed for a particular access for a specific APN
2.13.zy
Serving node IP address

Serving node IP address  contains the IP address of the node serving the UE in the current Non 3GPP system (see 3GPP TS 23.402[zz] and is temporary data conditionally stored in HSS.
2.13.zx
RAT Type
RAT Type (access technology type) contains the current RAT type of the Last known access system. RAT Type is temporary data conditionally stored in HSS.
2.13.zw
S101 HRPD access node IP address
S101 HRPD access node IP address  contains the IP address of the HRPD AN used for the S101 tunnel for a UE (see 3GPP TS 23.402) and is temporary data stored conditionally in the MME.

2.13.zv
S103 Forwarding Address
S103 Forwarding Address  contains the HSGW IP address used for data forwarding to the HRPD access over S103 interface (see 3GPP TS 23.402) and is temporary data stored conditionally in the MME.
2.13.zu
S103 GRE key(s)
GRE Key(s) used for the data forwarding tunnel to the HSGW - one per UE-PDN connection and is Temporary data conditionally stored S-GW. 
2.13.zt
Subscriber priority
Subscriber priority is defined in 3GPP TS 29.273 [vv] and is permanent data conditionally stored in HSS and 3GPP-AAA-server.

2.13.vr

Permanent User Identity

Permanent user identity is defined in 3GPP TS 23.003[5] and is permanent data mandatory stored in HSS, 3GPP AAA-server, 3GPP AAA-server proxy, PDN-GW S-GW and ePDG.
2.13.vz
Mobility Capabilities
Mobility Capabilities is defined in 3GPP TS 29.273 [vv] and is temporary data conditionally stored in ePDG, PDN-GW and 3GPP-AAA-server.

2.13.vy
MAG IP address
MAG IP address is defined in 3GPP TS 29.273 [vv] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.vv
Visited Network Identifier
Visited Network Identifier is defined in 3GPP TS 29.273 [vv] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.vu
EAP payload
EAP payload is defined in 3GPP TS 29.273 [vv] and is temporary data conditionally stored in 3GPP-AAA-server.

2.13.vs
APN-Authorized

APN-authorized is defined in 3GPP TS 29.273 [vv] and is temporary data conditionally stored in HSS, ePDG and AAA-server.
Editorsnote: If APN Authorized  contains static address configuration, APN-Authorized is permanent data.
2.13.vo
MIP Subscriber profile

MIP Subscriber profile is defined in 3GPP TS 29.273 [vv] and is permanent data conditionally stored in HSS and AAA-server.
2.13.uza
Uplink S5 GRE Key

Uplink traffic of a given PDN connection sent over PMIP-based S5 is encapsulated with the uplink S5 GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in MME, SGW and PDN-GW.
2.13.uzb
Downlink S5 GRE Key

Downlink traffic of a given PDN connection sent over PMIP-based S5 is encapsulated with the downlink S5 GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in SGW and PDN-GW.
2.13.uzc
Uplink S8 GRE Key

Uplink traffic of a given PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in MME, SGW and PDN-GW.
2.13.uzd
Downlink S8 GRE Key

Downlink traffic of a given PDN connection sent over PMIP-based S8 is encapsulated with the S5/S8 uplink GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in SGW and PDN-GW.
2.13.uze
S2a GRE Keys
Traffic of a given PDN connection sent over PMIP-based S2a is encapsulated with the per-direction (uplink or downlink) S2a GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in the Trusted non-3GPP Access' MAG, and SGW (S2a chained with S8) or PDN-GW (unchained S2a).
2.13.uzf
S2b GRE Keys
Traffic of a given PDN connection sent over PMIP-based Sba is encapsulated with the per-direction (uplink or downlink) S2b GRE key (see 3GPP TS 29.275[uu]) and is temporary data stored in the ePDG, and SGW (S2b chained with S8) or PDN-GW (unchained S2b).
2.13.uy
Mobile Node Identifier

Mobile Node Identifier is defined in 3GPP TS 29.275[uu] and is temporary data stored in SGW and PDN-GW.
2.13.uu
IPv4 Default Router Address

IPv4 Default Router Address (see 3GPP TS 29.275[uu]) is temporary data stored in SGW and PDN-GW.
2.13.ut
Link-local address

Link-local address (see 3GPP TS 29.275[uu]) is temporary data stored in SGW and PDN-GW.
***************next modification*****************************

2.19.1
Subscribed Charging Characteristics

Subscribed Charging Characteristics specifies whether the subscriber is a normal, prepaid, flat rate and/or hot billing subscriber.

Subscribed Charging Characteristics is permanent subscriber data and conditionally stored in HSS/HLR, SGSN, GGSN, MME, S-GW and PDN-GW (see 3GPP TS 23.060 [21], 3GPP TS 23.401 [yy]).
***************next modification*****************************

2.xx
Data related to SRVCC
2.xx.1
STN-SR

The Session Transfer Number for SRVCC (see 3GPP TS 23.003 [5]) The STN-SR is permanent subscriber data and is conditionally stored in the HSS, MME and SGSN (see 3GPP TS 23.216 [cc]).
************next modification*****************

5.2
GPRS Network Access Mode Storage

Table 5.2: Overview of data used for GPRS Network Access Mode

	PARAMETER
	Subclause
	HLR
	VLR
	SGSN   GGSN
	TYPE

	IMSI
	2.1.1.1
	M
	M
	M
	M
	P  

	Network Access Mode
	2.1.1.2
	M
	-
	C note1
	-
	P  

	International MS ISDN number 
	2.1.2
	M
	M
	M
	M
	P

	multinumbering MSISDNs
	2.1.3
	C
	-
	-
	-
	P  

	Basic MSISDN indicator
	2.1.3.1
	C
	-
	-
	-
	P .

	MSISDN-Alert indicator
	2.1.3.2
	C
	-
	-
	-
	P  

	P-TMSI
	2.1.5
	-
	-
	C
	-
	T  

	TLLI
	2.1.6
	-
	-
	C
	-
	T

	Random TLLI 
	2.1.7
	-
	-
	C
	-
	T  

	IMEI
	2.1.9
	-
	-
	C
	-
	T

	IMEISV
	2.2.3
	C
	-
	C
	-
	T

	RAND/SRES and Kc
	2.3.1
	
	-
	C
	-
	T

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	-
	C
	-
	T

	Ciphering Key Sequence Number
	2.3.3
	-
	-
	M
	-
	T

	Key Set Identifier (KSI)
	2.3.4
	-
	-
	M
	-
	T

	Selected Ciphering Algorithm
	2.3.5
	-
	-
	M
	-
	T

	Current Kc
	2.3.6
	-
	-
	M
	-
	T

	P-TMSI Signature
	2.3.7
	-
	-
	C
	-
	T

	Routing Area Identity
	2.4.3
	-
	-
	M
	-
	T

	VLR Number
	2.4.5
	M
	-
	C note2
	-
	T

	SGSN Number
	2.4.8.1
	M
	C note2
	-
	-
	T

	GGSN Number
	2.4.8.2
	M
	-
	-
	-
	P

	RSZI Lists
	2.4.11.1
	C
	-
	-
	-
	P

	Zone Code List
	2.4.11.2
	-
	-
	C
	-
	P

	RA not allowed flag
	2.4.14a
	-
	-
	M
	-
	T

	SGSN area restricted flag
	2.4.14
	M
	-
	-
	-
	T

	Roaming Restricted in the SGSN due to unsupported feature
	2.4.15.3
	M
	-
	M
	-
	T

	Cell Global ID or Service Area ID
	2.4.16
	-
	-
	C
	-
	T

	LSA Identity
	2.4.17.1
	C
	C
	C
	-
	P

	LSA Priority
	2.4.17.2
	C
	C
	C
	-
	P

	LSA Preferential Access Indicator
	2.4.17.2A
	C
	C
	C
	
	P

	LSA Active Mode Support Indicator
	2.4.17.2B
	C
	C
	C
	
	P

	LSA Only Access Indicator
	2.4.17.3
	C
	C
	C
	-
	P

	LSA Active Mode Indicator
	2.4.17.4
	C
	C
	C
	-
	P

	VPLMN Identifier
	2.4.17.5
	C
	-
	-
	-
	P

	Access Restriction Data
	2.4.18
	C
	-
	C
	-
	P

	Selected CN operator ID
	2.4.19
	-
	C note2
	C
	-
	T

	IP-SM-GW number
	2.4.20
	C
	-
	-
	-
	T

	Provision of teleservice
	2.5.2
	C
	-
	C
	-
	P

	Transfer of SM option 
	2.5.4
	M
	-
	-
	-
	P

	MNRG
	2.7.2
	M
	-
	M
	M
	T

	MM State
	2.7.3
	-
	-
	M
	-
	T

	Subscriber Data Confirmed by HLR Indicator
	2.7.4.2
	-
	-
	M
	-
	T

	Location Info Confirmed by HLR Indicator
	2.7.4.3
	-
	-
	M
	-
	T

	MS purged for GPRS flag
	2.7.6
	M
	-
	-
	-
	T

	MNRR-SGSN
	2.7.7A
	C
	-
	-
	-
	T

	Subscriber Status
	2.8.1
	C
	-
	C
	-
	P

	Barring of outgoing calls
	2.8.2.1
	C
	-
	
	-
	P

	Barring of roaming
	2.8.2.3
	C
	-
	C
	-
	P

	Barring of Packet Oriented Services
	2.8.2.8
	C
	-
	C
	-
	P

	ODB PLMN-specific data
	2.8.3
	C
	-
	C
	-
	P

	Notification to CSE flag for ODB
	2.8.4
	C
	-
	-
	-
	T

	gsmSCF address list for ODB
	2.8.5
	C
	-
	-
	-
	P

	Trace Activated in SGSN
	2.11.7
	C
	-
	C
	-
	P

	Trace Reference 2
	2.11.9
	C
	-
	C
	C
	P

	Trace depth
	2.11.10
	C
	-
	C
	C
	P

	List of NE types to trace
	2.11.11
	C
	-
	C
	C
	P

	Triggering events
	2.11.12
	C
	-
	C
	C
	P

	List of interfaces to trace
	2.11.13
	C
	-
	C
	C
	P 

	PDP Type
	2.13.1
	C
	-
	C
	M
	P

	PDP Address
	2.13.2
	C
	-
	C
	M
	P

	NSAPI
	2.13.3
	-
	-
	C
	C
	T

	PDP State
	2.13.4
	-
	-
	C
	-
	T

	New SGSN Address
	2.13.5
	-
	-
	C
	-
	T

	Access Point Name
	2.13.6
	C
	-
	C
	C
	P/T

	GGSN Address in Use
	2.13.7
	-
	-
	C
	-
	T

	VPLMN Address Allowed
	2.13.8
	C
	-
	C
	-
	P

	Dynamic Address
	2.13.9
	-
	-
	-
	C
	T

	SGSN Address
	2.13.10
	-
	-
	-
	M
	T

	GGSN-list
	2.13.11
	M
	-
	-
	-
	T

	Quality of Service Subscribed
	2.13.12
	C
	-
	C
	-
	P

	Quality of Service Requested
	2.13.13
	-
	-
	C
	-
	T

	Quality of Service Negotiated
	2.13.14
	-
	-
	C
	M
	T

	SND
	2.13.15
	-
	-
	C
	C
	T

	SNU
	2.13.16
	-
	-
	C
	C
	T

	DRX Parameters
	2.13.17
	-
	-
	M
	-
	T

	Compression
	2.13.18
	-
	-
	C
	-
	T

	NGAF
	2.13.19
	-
	-
	C note2
	-
	T

	Classmark
	2.13.20
	-
	-
	M
	-
	T

	TEID
	2.13.21
	-
	-
	C
	C
	T

	Radio Priority
	2.13.22
	-
	-
	C
	-
	T

	Radio Priority SMS
	2.13.23
	-
	-
	C
	-
	T

	PDP Context Identifier
	2.13.24
	C
	-
	C
	-
	T

	PDP Context Charging Characteristics
	2.13.25
	C
	-
	C
	C
	P

	APN Restriction
	2.13.yz
	
	
	C
	C
	P

	GPRS CAMEL Subscription Information (GPRS-CSI)
	2.14.1.10/2.14.4.4
	C
	-
	C
	-
	C

	MO Short Message Service CAMEL Subscription Information(MO-SMS-CSI)
	2.14.1.8/2.14.4.1
	C
	-
	C
	-
	C

	MT Short Message Service CAMEL Subscription Information(MT-SMS-CSI)
	2.14.1.9/2.14.4.2.
	C
	-
	C
	-
	C

	MO-SMS-CSI SGSN Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	MT-SMS-CSI SGSN Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	Mobility Management for GPRS event notification (MG-CSI)
	2.14.1.12/2.14.4.4
	C
	-
	C
	-
	C

	MG-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	P

	GPRS-CSI Negotiated CAMEL Capability Handling
	2.14.2.1
	C
	-
	-
	-
	T

	SGSN Supported CAMEL Phases
	2.14.2.3
	C
	-
	-
	-
	T

	SGSN Offered CAMEL4 CSIs
	2.14.2.2A
	C
	-
	-
	-
	T

	GsmSCF address for CSI
	2.14.2.4
	C
	-
	-
	-
	P

	Age Indicator
	2.16.1
	C
	-
	C
	-
	T

	Subscribed Charging Characteristics
	2.19.1
	C
	-
	C
	C
	P

	Privacy Exception List
	2.16.1.1
	C
	-
	C
	-
	P

	GMLC Numbers
	2.16.1.2
	C
	-
	C
	-
	P

	MO-LR List
	2.16.1.3
	C
	-
	C
	-
	P

	Service Types
	2.16.1.4
	C
	-
	C
	-
	P

	STN-SR
	2.xx.1
	C
	-
	C
	-
	P


The HLR column indicates only GPRS related use, i.e. if the HLR uses a parameter in non-GPRS Network Access Mode but not in GPRS Network Access Mode, it is not mentioned in this table 2.

NOTE 1:
This parameter is relevant in the SGSN only when the Gs interface is installed.

5.2A
PS Network Access Mode Storage (EPS)
Table 5.2A-1: Overview of data used for PS Network Access Mode (EPS 3-GPP access)
	PARAMETER
	Subclause
	HSS
	VLR 

 (see note1)
	SGSN
	S4-SGSN
	MME
	S-GW
	PDN-GW
	TYPE

	IMSI
	2.1.1.1
	M
	C
	M
	M
	M
	M
	-
	P

	International MS ISDN number
	2.1.2
	M
	-
	M
	M
	M
	M
	M
	P

	IMEI
	2.1.9
	C
	-
	C
	C
	C
	-
	-
	T

	ME identity (IMEISV)
	2.13.x2
	C
	-
	C
	C
	C
	-
	-
	T

	RAND/SRES and Kc
	2.3.1
	
	-
	C
	C
	-
	-
	-
	T

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	-
	C
	C
	-
	-
	-
	T

	RAND, XRES, KASME, AUTN
	2.3.2
	M
	-
	-
	
	C
	-
	-
	T

	Selected NAS Algorithm
	2.13.x3
	-
	-
	-
	
	M
	-
	-
	T

	Selected AS Algorithm
	2.13.x4
	-
	-
	-
	
	M
	-
	-
	T

	KSIASME
	2.3.4
	-
	-
	-
	
	M
	-
	-
	T

	RSZI Lists
	2.4.11.1
	C
	-
	-
	
	-
	-
	-
	P

	Zone Code List
	2.4.11.2
	-
	-
	C
	C
	C
	-
	-
	P

	TA not allowed flag
	2.4.14.b
	-
	-
	-
	
	M
	-
	-
	T

	SGSN area restricted Flag
	2.4.14
	M
	-
	-
	
	-
	-
	-
	T

	MME area restricted Flag
	2.4.14c
	M
	-
	-
	
	-
	-
	-
	T

	Roaming Restricted in the SGSN due to unsupported feature
	2.4.15.3
	M
	-
	M
	M
	-
	-
	-
	T

	Roaming Restricted in the MME due to unsupported feature
	2.4.15.3a
	M
	-
	-
	
	M
	-
	-
	T

	Access Restriction Data
	2.4.18
	C
	-
	C
	C
	C
	-
	-
	T

	Subscriber Data Confirmed by HLR/HSS Indicator
	2.7.4.2
	-
	-
	M
	M
	M
	-
	-
	T

	Location Info Confirmed by HLR/HSS Indicator
	2.7.4.3
	-
	-
	M
	M
	M
	-
	-
	T

	MS purged for EPS flag
	2.7.6a
	M
	-
	-
	
	-
	-
	-
	T

	Subscriber Status
	2.8.1
	C
	-
	C
	C
	C
	-
	-
	P

	Barring of Packet Oriented Services
	2.8.2.8
	C
	-
	C
	C
	C
	-
	-
	P

	ODB PLMN-specific data
	2.8.3
	C
	-
	C
	C
	C
	-
	-
	P

	STN-SR
	2.xx. 1
	C
	-
	C
	C
	C
	-
	-
	P

	APN-OI-Replacement
	2.13.x2x
	C
	-
	-
	
	C
	-
	-
	P

	AMBR-UE
	2.13.x3x
	M
	-
	-
	
	M
	M
	M
	P

	APN-Configuration-Profile
	2.13.x4x
	M
	-
	M
	M
	M
	-
	-
	P

	APN Restriction
	2.13.yz
	
	-
	-
	C
	C
	C
	C
	P

	APN in use
	2.13.yw
	-
	-
	-
	M
	M
	M
	M
	T

	Context Identifier
	2.13.x6a
	M
	-
	-
	M
	M
	M
	M
	P

	PDN Address
	2.13.x6b
	C
	-
	-
	C
	C
	C
	C
	P/T (see note2)

	Access Point Name (APN).
	2.13.6
	M
	-
	-
	M
	M
	M
	M
	P

	EPS subscribed QoS profile 
	2.13.x6c
	M
	-
	-
	M
	M
	M
	M
	P

	VPLMN Address Allowed
	2.13.x6d
	M
	-
	-
	M
	M
	-
	-
	P

	PDN GW identity
	2.13.x6e
	M
	-
	-
	-
	M
	-
	-
	P

	PDN GW Allocation Type
	2.13.x6f
	M
	-
	-
	-
	M
	-
	-
	P

	RFSP
	2.13.xx
	C
	-
	-
	-
	C
	-
	-
	P

	GUTI
	2.13.x1
	-
	-
	-
	-
	C
	C
	C
	T

	Tracking Area List
	2.13.x7
	-
	-
	-
	-
	M
	-
	-
	T

	TAI of last TAU
	2.13.xa
	-
	-
	-
	-
	M
	-
	-
	T

	Cell Global Identity
	2.4.16
	-
	-
	-
	-
	C
	-
	-
	T

	Cell Identity Age
	2.13.xc
	-
	-
	-
	-
	C
	-
	-
	T

	MME UE S1AP ID
	2.13.xf
	-
	-
	-
	-
	C
	C
	-
	T

	MME F-TEID for S11
	2.13.xe
	-
	-
	-
	-
	C
	C
	-
	T

	S-GW F-TEID for S11
	2.13.xh
	-
	-
	-
	-
	C
	C
	-
	T

	S4-SGSN F-TEID for S4 (User plane)
	2.13.xa
	
	
	C
	C
	
	
	
	

	S-GW F-TEID for S5/S8 
(control plane)
	2.13.xj
	-
	-
	-
	-
	C
	C
	C
	T

	S-GW F-TEID for S1-U
	2.13.xl
	-
	-
	-
	-
	C
	C
	-
	T

	S-GW F-TEID for S5/S8 
(user plane)
	2.13.xn
	-
	-
	-
	-
	-
	C
	C
	T

	eNodeB F-TEID for S1-U
	2.13.xr
	-
	-
	-
	-
	C
	C
	-
	T

	PDN GW F-TEID for S5/S8 
(user plane)
	2.13.yc
	-
	-
	-
	-
	-
	C
	C
	T

	PDN GW F-TEID for S5/S8 (control plane)
	2.13.ye
	-
	-
	-
	-
	-
	C
	C
	T

	eNodeB Address 
	2.13.xo
	-
	-
	-
	-
	C
	-
	-
	T

	eNodeB UE S1AP ID
	2.13.xp
	-
	-
	-
	-
	C
	-
	-
	T

	E-UTRAN/UTRAN Key Set flag
	2.13.xs
	-
	
	-
	-
	C
	-
	-
	T

	Selected CN operator id
	2.13.xt
	-
	
	-
	-
	C
	-
	-
	T

	UE Radio Access Capability
	2.13.xv
	-
	-
	-
	-
	C
	-
	-
	T

	Location Change Report Required
	2.13.xw
	-
	-
	-
	C
	C
	-
	-
	T

	UE specific DRX parameters
	2.13.xz
	-
	
	-
	-
	C
	-
	-
	T

	EPS Bearer ID
	2.13.yf
	-
	-
	-
	C
	C
	C
	C
	T

	EPS Bearer QoS
	2.13.yd
	
	
	-
	
	C
	C
	C
	T

	UL TFT
	2.13.yg
	-
	-
	-
	-
	C
	C
	C
	T

	DL TFT
	2.13.yh
	-
	-
	-
	-
	C
	C
	C
	T

	Charging Id
	2.13.yi
	-
	-
	-
	C
	-
	C
	C
	T

	Subscribed Charging Characteristics
	2.19.1
	M
	-
	-
	C
	C
	C
	C
	P

	EPS bearer Charging Characteristics
	2.13.yj
	-
	-
	-
	C
	C
	C
	C
	T

	URRP-MME
	2.13.yk
	C
	-
	-
	-
	C
	
	
	T

	Default bearer
	2.13.yl
	-
	-
	-
	-
	C
	C
	C
	T

	NOTE 1:
The VLR column is applicable if SGs interface is installed. It only indicates EPS related data to be stored and is only relevant to EPS subscribers registered in VLR.
NOTE 2: 
If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen, PDN address is permanent data.


Table 5.2A-2: Overview of data used for PS Network Access Mode (EPS non 3-GPP access)
	PARAMETER
	Subclause
	HSS
	MME
	S-GW
	PDN-GW
	ePDG
	3GPP AAA server
	3GPP AAA server

Proxy
	TYPE

	Permanent User Identity
	2.13.vr
	M
	
	M
	M
	M
	M
	
	P

	QoS profile
	2.13.zz
	
	
	C
	C
	C
	C
	
	P

	EAP payload
	2.13.vu
	
	
	
	M
	M
	M
	
	P

	Master session Key
	2.13.vs
	
	
	
	C
	C
	C
	
	T

	Mobility Capabilities
	2.13.vz
	
	
	
	M
	C
	C
	
	T

	RAT Type (access technology type)
	2.13.zx
	FFS
	
	C
	C
	C
	C
	
	T

	Access Network Identity
	2.13.vy
	FFS
	
	
	
	
	C
	
	T

	MAG IP address
	2.13.vx
	
	
	
	
	
	C
	
	T

	Visited Network Identifier
	2.13.vv
	FFS
	
	
	C
	C
	C
	
	T

	Access Point Name (APN).
	2.13.6
	M
	
	C
	C
	C
	C
	
	P

	Subscriber priority
	2.13.zt
	C
	
	
	
	
	C
	
	P

	3GPP AAA Server name
	3B.1.6
	M
	
	
	C
	C
	
	
	T

	APN-Authorized
	2.13.vs
	M
	
	
	C
	C
	C
	
	T

	RAND/SRES and Kc
	2.3.1
	
	
	
	
	
	
	
	T

	RAND, XRES, CK, IK, AUTN
	2.3.2
	M
	
	
	
	
	M
	
	T

	RAND, XRES, KASME, AUTN
	2.3.2
	M
	
	
	
	
	M
	
	T

	PDN-GW identity
	2.13.x6e
	C
	
	
	
	
	C
	
	T

	Subscribed Charging Characteristics
	2.19.1
	M
	
	
	
	
	C
	
	P

	MIP Subscriber profile
	2.13.vo
	M
	
	
	M
	
	
	
	P

	Uplink S5 GRE Key
	2.13.uza
	
	C
	C
	C
	
	
	
	T

	Downlink S5 GRE Key
	2.13.uzb
	
	
	C
	C
	
	
	
	T

	Uplink S8 GRE Key
	2.13.uzc
	
	C
	C
	C
	
	
	
	T

	Downlink S8 GRE Key
	2.13.uzd
	
	
	C
	C
	
	
	
	T

	S2a GRE Keys
	2.13.uze
	
	
	C
	C
	C
	
	
	T

	S2b GRE Keys
	2.13.uzf
	
	
	C
	C
	C
	
	
	T

	Mobile Node Identifier
	2.13.uy
	
	
	C
	C
	
	
	
	T

	PDN Address
	2.13.x6b
	C
	
	C
	C
	
	
	
	T/P (see Note)

	IPv4 Default Router Address
	2.13.uu
	
	
	C
	C
	
	
	
	T

	Link-local address
	2.13.ut
	
	
	C
	C
	
	
	
	T

	Note: 
If Static IP address allocation provisioned in the subscriber profile in the HSS is chosen, PDN address is permanent data.


Table 5.2.A-3 contains addtional parameter to be hold when optimised handover to 3GPP2 is supported.
Table 5.2A-3: Overview of data used for PS Network Access Mode (optimized handover to 3GPP2)
	PARAMETER
	Subclause
	HSS
	MME
	S-GW
	PDN-GW
	ePDG
	3GPP AAA server
	3GPP AAA server

Proxy
	TYPE

	Serving Node IP address
	2.13.zy
	C
	
	
	
	
	
	
	T

	RAT Type
	2.13.zx
	C
	
	
	
	
	
	
	T

	QoS profile 
	2.13.zz
	M
	M
	M
	
	
	
	
	P

	Barring of Packet Oriented Services
	2.8.2.8
	C
	C
	-
	-
	-
	-
	-
	P

	Access Restriction Data
	2.4.18
	C
	C
	-
	-
	-
	-
	-
	T

	S101 HRPD access node IP address
	2.13.zw
	-
	C
	-
	-
	-
	-
	-
	T

	S103 Forwarding Address
	2.13.zv
	-
	C
	C
	-
	-
	-
	-
	T

	S103 GRE key(s)
	2.13.zu
	-
	C
	C
	-
	-
	-
	-
	T

	Subscriber priority
	2.13.zt
	
	
	
	
	
	C
	
	P
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