
3GPP TSG CT WG4 Meeting #41
C4-083754
Shanghai, People's Republic of China, 9th – 14th November 2008


rev C4-083251
Source:
Ericsson, Starent
Title:
Pseudo-CR on Update Create Session Msgs
Spec:
3GPP TS 29.274 v1.3.2
Agenda item:
6.1.2
Document for:
Decision

1. Introduction
TS 29.274 v1.3.1 is functionally in a good shape but there are still some issues that were left incomplete, ambiguous or just incorrect while waiting for a final decisions or for a more complete picture to get several messages/clauses aligned.
This contribution focuses on the subclauses 7.2.1 Create Session Request and 7.2.2 Create Session Response and tries to bring them up to the required level for the TS to be sent for approval.
2. Reason for Change
General clean-up changes agreed in the GTPv2-C related telephone conference 2008-10-21 07:00 CET:

· one or more IE in the message definition tables lack presence letter (M, C, O) and/or IE type value, please fill in the gaps. 

· one or more condition fields in the tables are FFS or blank, please replaced/fill them by explicit conditions. 

· apart from Private Extension IE contains CR=0 for an optional IE, change it to CR=1. 

· contains editor's notes, do either of the following. If the editor's note is a relevant reminder for bringing a paper to February meeting: leave it. Otherwise, remove the whole editor's note, or convert it to a NOTE.
Merge "Indication" IEs, including "S5/S8 Protocol Indicator" and "Dual Address Bearer Flag". This was not finally agreed during the above mentioned phone conference, but left for analysis immediately after the conference. The here implemented merge reflects the latest status of the discussion, but will be subject to a final decision during the meeting.

References applicable to charging and trace related IEs have been added.
Following the extension of the F-TEID IE type approved in CT4#40bis (Phoenix), the information elements for S5/S8 TEID, PMIP address and GRE Key have been merged into one and the same IE.

A new "flags" IE has been created, analogous to GTPv1's "Common Flags" and the agreed GTPv2's "Indication", but this one being per-Bearer. Its name is "Bearer Flags" and at the time of writing contains one only flag "Prohibit Payload Compression" which is only applicable to 2G/3G when the SGSN is in the user plane path.

A new "Trace Information IE" has been created to replace the existing "Trace Reference" and "Trace Type" while also including the missing parameters "Trigger ID" and "OMC Identity". Although "Trace Reference" and "Trace Type" had a constant length (2 octets) in 29.060, due to the fact that TS 32.422 doesn't seem consistent with this (32.422 defines "Trace Reference" as MCC+MNC+2-octecs-Trace-ID), we have preferred allowing a dynamic length for all fields in this IE.
A number of F-TEIDs and other parameters have been removed as they are not used by these messages according to stage 2.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274 v1.3.1
* * * First Change * * * *
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7.2.1
Create Session Request

The Create Session Request message is sent on S11 by the MME to the SGW, and on S5/S8 by the SGW to the PGW as part of the procedures:

-
E-UTRAN Initial Attach

-
UE requested PDN connectivity

It is also sent on S11 by the MME to the SGW as part of the procedure:

-
Tracking Area Update procedure with Serving GW change

-
S1/X2-based handover with SGW change

-
UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change

and on S4 by the SGSN to the SGW as part of the procedure:

-
Routing Area Update with MME interaction and with SGW change

-
E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change


· 
· 
· 
· 
· 
· 
Table 7.2.1-1: Information Elements in a Create Session Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	IMSI
	M
	None
	1
	IMSI
	0

	MSISDN
	C
	In case of E-UTRAN Initial Attach it shall be included on S11 if provided in the subscription data from the HSS and it shall be included on 
S5/S8  if provided by the MME

In case of UE Requested PDN Connectivity it shall be included if the MME has it stored for that UE


	1
	MSISDN
	0

	ME Identity (MEI)
	C
	The MME shall include ME Identity (MEI) IE, if available.
	1
	MEI
	0

	User Location Info (ULI)
	C
	Shall be included for E-UTRAN initial attach and UE requested PDN connectivity.


	1
	ULI
	0

	Serving Network
	C
	Shall be included for E-UTRAN initial attach and UE requested PDN connectivity. 
	1
	Serving Network
	0

	RAT Type
	M
	None
	1
	RAT Type
	0

	Indication Flags
	M
	Applicable flags:

· S5/S8 Protocol Indicator: shall be used on S11/S4 and set according to the protocol chosen to be used on S5/S8
· Dual Address Bearer Flag: shall be set to 1 when the UE requests PDN type IPv4v6 and all SGSNs which the UE may be handed over to  support dual addressing, which is determined based on node pre-configuration by the operator
· Handover Indication: shall be set in E-UTRAN Initial Attach or in UE Requested PDN Connectivity if the UE comes from non-3GPP access

· Operation Indication: shall be set in TAU/RAU
	1
	Indication
	0

	
	
	
	
	
	

	Sender F-TEID for Control Plane
	M
	None
	1
	F-TEID
	0

	PGW S5/S8 Address for Control Plane or PMIP
	C
	Shall be sent on S11 / S4. TEID or GRE Key is set to "0" in the E-UTRAN initial attach and UE requested PDN connectivity procedures.
	1
	F-TEID
	1

	
	
	
	
	
	

	
	
	

	
	
	

	Access Point Name (APN)
	C
	Shall be included for E-UTRAN initial attach and UE requested PDN connectivity.


	1
	APN
	0

	Selection Mode
	C
	Shall be included for E-UTRAN initial attach and UE requested PDN connectivity. It indicates whether a subscribed APN or a non subscribed APN chosen by the MME was selected.


	1
	Selection Mode
	0

	PDN Type
	M
	Shall be set to IPv4, IPv6 or IPv4v6, This is based on the subscription record retrieved from the HSS.
	1
	PDN Type
	0

	PDN Address Allocation (PAA)
	C
	Included for E-UTRAN initial attach and UE requested PDN connectivity.
The PDN type field in the PAA is set based on the UE request.
In case of static IP address assignment, the MME shall set the IPv4 address and/or IPv6 prefix length and IPv6 address if available.

If static IP address assignment is not used, the the IPv4 address shall be set to 0.0.0.0, and IPv6 Prefix Length and IPv6 address shall all be set to zero.


	1
	PAA
	0

	
	
	
	
	
	

	
	
	

	
	
	

	
	
	
	
	
	

	Maximum APN Restriction
	M
	Denotes the most stringent restriction as required by any already active bearer context. If there are no already active bearer contexts, this value is set to the least restrictive type
	1
	APN Restriction
	0

	Aggregate Maximum Bit Rate (AMBR)
	C
	This IE represents the APN-AMBR. It shall be included for E-UTRAN initial attach and UE requested PDN connectivity.

	1
	AMBR
	0

	Protocol Configuration Options (PCO)
	O
	Not applicable to TAU/RAU/Handover
	1
	PCO
	0

	Bearer Contexts
	M
	Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.

One bearer shall be included for "eUTRAN Initial Attach" or "UE requested PDN Connectivity";

One or more bearers shall be included for Handover/TAU with SGW change

	1
	Bearer Context 
	0

	Bearer Contexts to be removed
	C
	Shall be included on S4/S11 in mobility cases where any of the bearers existing before the mobility procedure will be deactived as consequence of the mobility procedure.

For each of those bearers an IE with this type and instance values shall be included.
	1
	Bearer Context
	1

	Trace Information
	C
	This IE includes Trace Reference, Trace Type, Trigger Id, OMC Identity.

Shall be included if SGW and/or PGW is activated [x1].
	1
	Trace Information
	0

	Recovery
	C
	Included if contacting the peer for the first time 
	1
	Recovery
	0

	Private Extension
	O
	None
	0
	Private Extension
	VS


Table 7.2.1-2: Bearer Context to be createdwithin Create Session Request

	
	
	Bearer Context IE Type = 96 (decimal)
	
	
	

	
	
	Length = n (decimal)
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	EPS Bearer ID
	M
	None
	1
	EBI
	0

	UL TFT
	O
	None
	1
	Bearer TFT
	0

	DL TFT
	O
	None
	1
	Bearer TFT
	1

	S1-U eNodeB F-TEID
	C
	
Shall be included on S11 at eUTRAN handover/TAU
	1
	F-TEID
	0

	S4-U SGSN F-TEID
	C
	Shall be included on S4
	1
	F-TEID
	1

	S5/8-U SGW F-TEID
	C
	Included on S5/S8 at "eUTRAN Initial Attach" or "UE Requested PDN Connectivity"
	1
	F-TEID
	2

	S5/8-U PGW F-TEID
	C
	Shall be included on S4/S11 at Handover/TAU
	1
	F-TEID
	3

	
	
	
	
	
	

	
	
	
	
	
	

	Bearer Level QoS
	M
	None
	1
	Bearer QoS
	0

	
	
	
	
	
	

	Charging Characteristics
	C
	Shall be included according to 3GPP TS 32.251 [8]
	1
	Charging Characteristics
	0

	Bearer Flags
	O
	Applicable flags:
· PPC (Prohibit Payload Compression)
	1
	Bearer Flags
	0


Table 7.2.1-3: Bearer Context to be removed within Create Session Request

	
	
	Bearer Context IE Type = 96 (decimal)
	
	
	

	
	
	Length = n (decimal)
	
	
	

	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	EPS Bearer ID
	M
	None
	1
	EBI
	0

	S4-U SGSN F-TEID
	C
	Shall be sent on S4
	1
	F-TEID
	1

	S5/8-U PGW F-TEID
	C
	Shall be sent on S4/S11
	1
	F-TEID
	2


7.2.2
Create Session Response

The Create Session Response message is sent on S11 by the SGW to the MME, and on S5/S8 by the PGW to the SGW as part of the procedures:

-
E-UTRAN Initial Attach

-
UE requested PDN connectivity

It is also sent on S11 by the SGW to the MME as part of the procedure:

-
Tracking Area Update procedure with Serving GW change

-
S1/X2-based handover with SGW change

-
UTRAN Iu mode to E-UTRAN Inter RAT handover with SGW change

-
GERAN A/Gb mode to E-UTRAN Inter RAT handover with SGW change

and on S4 by the SGW to the SGSN as part of the procedure:

-
Routing Area Update with MME interaction and with SGW change

-
E-UTRAN to UTRAN Iu mode Inter RAT handover with SGW change

-
E-UTRAN to GERAN A/Gb mode Inter RAT handover with SGW change


· 
· 
· 
· 
· 
· 
Table 7.2.2-1: Information Elements in a Create Session Response
	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	Cause
	M
	None
	1
	Cause
	0

	BCM
	C
	Shall be included if this message is part of the procedure PDP Context Activation using S4
	1
	Bearer Control Mode
	0

	Change Reporting Action 
	C
	Shall be sent on S4 if the MS Info Change Reporting mechanism is to be used for this subscriber in the SGSN
	1
	Change Reporting Action
	0

	Sender F-TEID for Control Plane
	C
	Shall be sent on S11. On S5/S8 it is not needed because its content would be identical to the IE PGW S5/S8 Address for Control Plane or PMIP
	1
	F-TEID
	0

	PGW S5/S8 Address for Control Plane or PMIP
	M
	Shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.
	1
	F-TEID
	1

	
	
	
	
	
	

	
	
	
	
	
	

	PDN Address Allocation (PAA)
	C
	Shall be included for E-UTRAN initial attach and UE requested PDN connectivity.

	1
	PAA
	0

	APN Restriction
	M
	Denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context.
	1
	APN Restriction
	0

	Aggregate Maximum Bit Rate (AMBR)
	C
	This IE represents the APN-AMBR. Shall be included if the received APN-AMBR has been modified by the PCRF
	1
	AMBR
	0

	Protocol Configuration Options (PCO)
	O
	Not applicable to TAU/RAU
	1
	PCO
	0

	Bearer Contexts created
	M
	Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
One bearer shall be included for "eUTRAN Initial Attach" or "UE Requested PDN Connectivity"

One or more created bearers shall be included for Handover/TAU with SGW change

	1
	Bearer Context 
	0

	Bearer Contexts marked for removal
	C
	Shall be included on S4/S11 in mobility cases where any of the bearers existing before the mobility procedure will be deactived as consequence of the mobility procedure.

For each of those bearers an IE with this type and instance values shall be included.
	1
	Bearer Context
	1

	
	
	
	
	
	

	Trace Information
	C
	This IE includes Trace Reference, Trace Type, Trigger Id, OMC Identity.

Shall be included if SGW and/or PGW is activated [x1]..
	1
	Trace Information
	0

	Recovery
	C
	Shall be included If contacting the peer for the first time 
	1
	Recovery
	0

	Private Extension
	O
	None
	0
	Private Extension
	VS


Table 7.2.2-2: Bearer Context Createdwithin Create Session Response

	
	
	Bearer Context IE Type = 96 (decimal)
	
	
	

	
	
	Length = n (decimal)
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	EPS Bearer ID
	M
	None
	1
	EBI
	0

	Cause
	M
	Indicates if the bearer handling was successful, and if not, gives information on the reason.
	1
	Cause
	0

	UL TFT
	O
	None
	1
	Bearer TFT
	0

	DL TFT
	O
	None
	1
	Bearer TFT
	1

	S1-U SGW F-TEID
	C
	Shall be included on S11 if S1 is used
	1
	F-TEID
	0

	S4-U SGW F-TEID
	C
	Shall be included on S11 if S4 is used
	1
	F-TEID
	1

	
	
	
	
	
	

	S5/8-U PGW F-TEID
	C
	Included in "eUTRAN Initial Attach" or "UE Requested PDN Connectivity
	1
	F-TEID
	2

	
	
	
	
	
	

	S12 SGW F-TEID
	C
	Shall be included on S11 if S12 is used
	1
	F-TEID
	3

	Bearer Level QoS
	C
	Shall be included if the received QoS parameters have been modified
	1
	Bearer QoS
	0

	
	
	
	
	
	

	
	
	
	
	
	

	Charging Id
	M
	None
	1
	Charging Id
	0

	Bearer Flags
	O
	Applicable flags:
· PPC (Prohibit Payload Compression)
	1
	Bearer Flags
	0


Table 7.2.2-3: Bearer Context marked to be removed within Create Session Response

	
	
	Bearer Context IE Type = 96 (decimal)
	
	
	

	
	
	Length = n (decimal)
	
	
	

	Information elements
	P
	Condition / Comment
	CR
	IE Type
	Ins.

	EPS Bearer ID
	M
	None
	1
	EBI
	0

	Cause
	M
	Indicates if the bearer handling was successful, and if not, gives information on the reason.
	1
	Cause
	0


* * * Next Change * * * *

8.1
Information Element Types

A GTP control plane (signalling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLV coded. GTPv2 information element type values are specified in the Table 8.1-1.

The Length field contains the length of the information element excluding the Type and Length field.
For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.

Table 8.1-1: Information Element types for GTPv2

	IE Type value (Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	1
	International Mobile Subscriber Identity (IMSI)
	Extendable / 8.3

	2
	Cause
	Extendable / 8.4

	3
	Recovery (Restart Counter)
	Extendable / 8.5

	4-50
	Reserved for S101 interface
	Extendable / See 3GPP TS 29.276 [14]

	51-70
	Reserved for Sv interface
	Extendable / See 3GPP TS 29.280 [15]

	71
	Access Point Name (APN)
	Extendable / 8.6

	72
	Aggregate Maximum Bit Rate (AMBR)
	Extendable / 8.7

	73
	EPS Bearer ID (EBI)
	Extendable / 8.8

	74
	IP Address
	Extendable / 8.9

	75
	Mobile Equipment Identity (MEI)
	Extendable / 

	76
	MSISDN
	Extendable / 

	77
	Indication
	Extendable / 

	78
	Protocol Configuration Options (PCO)
	Extendable / 

	79
	PDN Address Allocation (PAA)
	Extendable / 

	80
	Bearer Level Quality of Service (Bearer QoS)
	Extendable / 

	81
	Flow Quality of Service (Flow QoS)
	Extendable / 

	82
	RAT Type
	Extendable / 

	83
	Serving Network
	Extendable / 

	84
	TEID-C
	Extendable / 

	
	TEID-U
	Extendable / 

	
	TEID-U with EPS Bearer ID
	Extendable / 

	85
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Extendable / 

	86
	Traffic Aggregation Description (TAD)
	Extendable / 

	87
	User Location Info (ULI)
	Extendable / 

	88
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	Extendable / 

	89
	Scope Indicator
	Extendable / 

	90
	Protocol Type
	Extendable / 

	91
	Legacy Quality of Service (QoS)
	Extendable/ 

	92
	S103 PDN Data Forwarding Info
	Extendable / 

	93
	S1-U Data Forwarding Info
	Extendable / 

	94
	Delay Value
	Extendable / 

	95
	Bearer ID List
	Extendable / 

	96
	Bearer Context List
	Extendable / 

	97
	S101-IP-Address
	Extendable / 

	98
	S102-IP-Address
	Extendable / 

	99
	Charging ID
	Extendable / 

	100
	Charging Characteristics
	Extendable / 

	
	
	

	
	
	

	103
	Paging Cause
	Extendable / 

	104
	PDN Type
	Extendable / 

	105
	Dual Address Bearer
	Extendable / 

	106
	DRX Parameter
	Extendable / 

	107
	UE Network Capability
	Extendable / 

	
	
	Extendable / 

	109
	MM Context (GSM Key and Triplets)
	Extendable / 

	110
	MM Context (UMTS Key, Used Cipher and Quintuplets)
	Extendable / 

	111
	MM Context (GSM Key, Used Cipher and Quintuplets)
	Extendable / 

	112
	MM Context (UMTS Key and Quintuplets)
	Extendable / 

	113
	MM Context (EPS Security Context, Quadruplets and Quintuplets)
	Extendable / 

	114
	MM Context (UMTS Key, Quadruplets and Quintuplets)
	Extendable / 

	115
	PDN Connection List
	Extendable / 

	116
	GRE Key
	Extendable / 

	117
	MS Validated
	Extendable / 

	118
	EPS Bearer Contexts Prioritization (Contexts Prioritization)
	Extendable / 

	119
	LMA IP Address
	Extendable / 

	120
	P-TMSI
	Extendable / 

	121
	P-TMSI Signature
	Extendable / 

	122
	Hop Counter
	Extendable / 

	123
	Authentication Quintuplet
	Extendable / 

	124
	Authentication Quadruplet
	Extendable / 

	125
	Complete Request Message
	Extendable / 

	126
	GUTI
	Extendable / 

	127
	F-Container
	Extendable / 

	128
	F-Cause
	Extendable / 

	129
	Selected PLMN ID
	Extendable / 

	130
	Target Identification
	Extendable / 

	131
	Cell Identification
	Extendable / 

	132
	NSAPI   
	Extendable / 

	133
	Packet Flow ID 
	Extendable / 

	134
	RAB Context List    
	Extendable / 

	135
	Source RNC PDCP Context Info
	Extendable / 

	136
	UDP Source Port Number
	Extendable / 

	137
	APN Restriction
	Extendable / 

	138
	Selection Mode
	Extendable / 

	y
	Bearer Flags
	Extendable / 8.X

	z
	Trace Information
	Extendable / 8.V

	t
	Bearer Control Mode
	Extendable / 8.U

	142-254
	Spare. For future use.
	FFS

	255
	Private Extension
	Extendable / 


* * * Next Change * * * *

8.X
Bearer Flags
Bearer Flags is coded as this is depicted in Figure 8.X-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = y (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	CR
	Spare
	Instance
	

	
	5
	Spare
	Spare
	Spare
	Spare
	Spare
	Spare
	Spare
	PPC
	

	
	6-(n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.X-1: Bearer Flags
The following bits within Octet 5 indicate:
-
Bit 1 – PPC (Prohibit Payload Compression): This flag is used to determine whether an SGSN should attempt to compress the payload of user data when the users asks for it to be compressed (PPC = 0), or not (PPC = 1).
* * * Next Change * * * *

8.V
Trace Information
Trace Information is coded as this is depicted in Figure 8.V-1. See [x1] for details on trace related information.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = z (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	CR
	Spare
	Instance
	

	
	5
	Trace Reference Length
	

	
	6-v
	Trace Reference Value
	

	
	v+1
	Trace Id Length
	

	
	v+2 – x
	Trace Id Value
	

	
	x+1
	Trigger Id Length
	

	
	x+1 – y
	Trigger Id Value
	

	
	y+1
	OMC Identity Length
	

	
	y+2 – z
	OMC Identity Value
	

	
	z+1 – (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.V-1: Trace Information
* * * Next Change * * * *

8.U
Bearer Control Mode
Bearer Control Mode is coded as this is depicted in Figure 8.U-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = t (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	CR
	Spare
	Instance
	

	
	5
	Bearer Control Mode
	

	
	6-(n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.U-1: Bearer Flags
Valid codes for the Bearer Control Mode octet are:

-
0 (Selected Bearer Control Mode – ‘MS_only’);

-
1 (Selected Bearer Control Mode – ‘Network_only’);

-
2 (Selected Bearer Control Mode – ‘MS/NW’).

All other values are reserved.

