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1. Introduction
This contribution is to update IWF TS to clarify the security consideration according the agreement in the IWF TR.
2. Reason for Change
The security consideration for IWF is missing.
3. Conclusions

The IWF TS is needed to be updated to clarify the security consideration.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.305.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[x]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".
* * * Next Change * * * *

5.3
Security Consideration for IWF

To support the full EPS-AKA security level for the related IWF scenarios, the Pre Rel8 HLR shall be upgraded so that E-UTRAN authentication vector requests from nodes serving E-UTRAN can be identified. The detailed mechanism is described in 3GPP TS 33.401 [x].

































































































































































































