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2. Reason for Change
Post SA3 decision on derivation of CS keys, corresponding stage 3 alignments has been introduced in this contribution.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.280.
*******
* * * First Change * * * *

5.2.2
SRVCC PS to CS Request

A SRVCC PS to CS Request message  shall be sent across Sv interface from the MME to the target MSC server as part of the MME SRVCC procedure in 3GPP TS 23.216 [2].

Table 5.2.2 specifies the presence requirements and conditions of the IEs in the message.
Table 5.2.2: Information Elements in a SRVCC PS to CS Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	IMSI
	M
	None
	1
	IMSI

	MME Sv Address for Control Plane
	M
	This IE specifies the address for control plane message which is chosen by the source MME
	1
	IP-Address

	MME Sv TEID for Control Plane
	M
	This IE specifies the tunnel for control plane message which is chosen by the source MME. The target MM shall include this TEID in the GTP header of all related control plane messages which are related to the requested bearer.
	1
	TEID-C

	MSISDN
	M
	The MME shall include MSISDN IE
	1
	MSISDN

	STN-SR
	M
	The MME shall include STN-SR IE
	1
	STN-SR

	MM Context/ MME UE context
	M
	The MME shall include CS Security key in MM Context. The derivation of the CS security keys shall follow the procedures defined 3GPP TS 33.401[xx].
	1
	FFS

	Source to Target Transparent Container
	C
	FFS
	1
	FFS

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.
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