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Introduction
The AoIP procedures currently specified in 3GPP TS 48.008 (TS 48.008 v8.4.0 and agreed G2'080622 CR, http://www.3gpp.org/ftp/tsg_geran/Wg2_Protocol_Aspects/GERAN2_39bis_Sophia-Antipolis/Docs/G2-080622.zip) request the BSC and MSC to check during the assignment, handover and BSS Internal Handover procedures that the peer IP address and UDP port number allocated is not already allocated to another call, and to reject the request otherwise.

3.1.1.3
Abnormal Conditions [Assignment]

If the BSS receives in an ASSIGNMENT REQUEST message an “IP transport Layer Address (MGW)” that is already assigned to another call, then an ASSIGNMENT FAILURE message shall be returned with a Cause value of: "IP transport Layer Address already allocated" and no action will be taken on the radio interface. If the BSS is not able to use the “IP transport Layer Address (MGW)” for other reasons, then an ASSIGNMENT FAILURE message shall be returned with the Cause value set to: "requested terrestrial resource unavailable". 
If the MSC receives in an ASSIGNMENT COMPLETE message an “IP transport Layer Address (BSS)” that is already assigned to another call, then a CLEAR COMMAND message shall be returned on the dedicated SCCP connection with a Cause value of: "IP transport Layer Address already allocated". This implies that the release procedure is initiated and the resources allocated for the related SCCP connection will be released.
3.1.5.2.2
Handover Resource Allocation Failure

If the BSS receives in a HANDOVER REQUEST message an “IP transport Layer Address (MGW)” that is already assigned to another call, then a HANDOVER FAILURE message shall be returned with a Cause value of: "IP transport Layer Address already allocated". 
3.1.5.2.3
Abnormal conditions

If the MSC receives in a HANDOVER REQUEST ACKNOWLEDGE message an “IP transport Layer Address (BSS)” that is already assigned to another call, then a CLEAR COMMAND message shall be returned on the dedicated SCCP connection with a Cause value of: "IP transport Layer Address already allocated". This implies that the release procedure is initiated and the resources allocated for the related SCCP connection will be released.
[similar text for BSS Internal Handover procedure, not copied here]
No explanatory text was found in 3GPP TR 43.903 to justify those requirements. Those requirements are considered unnecessary and prejudicial to normal call setups and handovers. They would also generate new MSC requirements possibly affecting CT4 specifications.
Discussion

The scenario where the MSC Server may allocate for a new call or handover an IP address and UDP port still allocated to an earlier call in the BSC can only occur if the MSC Server successfully released the IP termination and UDP port of an earlier call in the MGW (this RTP termination is free for allocation to new calls from MGW perspective) but could not signal at all the release of the call to the BSC. 
This situation should only very rarely happen, since this requires that the MSC-Server is not able to send a CLEAR request on the SCCP connection of the call and that it is not able either to send a RESET IP RESOURCE message to the BSC in connection-less signalling (despite reliable M3UA signalling). I.e. this may occur e.g. if no more signalling is possible at all transiently between the MSC Server, or e.g. upon double failure events in the MSC Server where all informations about the call may be lost (termination is hanging in MGW and could be cleaned up before older context is freed in BSC).   
In scenarios where this may still happen, the RTP termination in the MGW (associated to the new call) may receive RTP frames from the earlier call's RTP termination of the BSC (in addition to those received from the new RTP termination associated to the new call) until the end user of the earlier call hangs up (which may take up a few tens of seconds or even more in case of CSD call). However MGWs typically filters out incoming RTP packets based on the source IP address and UDP port number, i.e. RTP packets received from a different IP address and UDP port number than the ones configured in the MGW for the new call. This (rare) situation is therefore not harmful at all. 
The situation where a local IP address and UDP port is released in the MGW though the MGC is not able to signal the call release through call control signalling is actually not specific to BSSAP/AoIP. It may occur similarly with BICC, SIP, IuoIP signalling, for which no requirements exist to control that the peer IP address and UDP port is not already allocated to another call.

The procedures currently specified in TS 48.008 will actually be more prejudicial than helpful since will lead to the failure of new call setups and handovers every time the MGW allocates an IP address address and UDP port still associated to an earlier call in the BSC, situation which may last as long as one minute, causing potentially a huge number of call and handover failures (e.g. depending on MGW allocation strategy for new IP address and port and MGW load). It shall also be noted that the the MSC Server would have no means to force the release of the older call in the BSC upon reception of an ASSIGNMENT FAILURE or HANDOVER FAILURE for the new call/handover if the Call-ID of the older call was lost in the MSC Server (e.g. double failure). 
Conclusion

The procedures specified in TS 48.008 generate new specific AoIP requirements (both in MSC and BSC) with deep architectural impacts (consuming CPU checks, centralized control of peer IP addresses and port numbers already allocated by the peer), for very rare and unharmful situations, and will cause the failure of potentially a high number of new calls and handovers. 

It is proposed to send an LS to GERAN WG2 to inform them about the aforementioned issues, to request them to remove the current BSC and MSC requirements to control the peer IP address and UDP port, and to replace them by new appropriate procedures e.g. 

· require a node which can not send a release request on the SCCP connection to send a RESET IP RESOURCE to its peer

· require BSC and MSC to support incoming RTP packets filtering based on source IP address and UDP port (as commonly supported by MSCs).



