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1. Introduction
CT4 meeting #40 (18-23 October) did not reach final agreement on how to handle R8 GTPv1 user plane in an RNC, SGSN and GGSN. C4-082287 by Ericsson offered that GTPv1-U code that is used  in legacy (e.g. R7) RNC, SGSN and GGSN has to be changed before upgrading them to R8 RNC, R8 SGSN and R8 GGSN. C4-082367 by NSN pointed out what would be the consequences of such a decision.

It is relevant to highlight that 3GPP R8 RNC, SGSN and GGSN may differ from e.g. R7 parents by a set of features, which would not necessarily be GTP related ones. Neither SA1, nor SA2 however have requested that GTPv1-U modules in R8 UMTS nodes shall be changed compared to GTPv1-U modules in legacy nodes. On the contrary, SA2 has asked CT4 to consider using GTPv1-U on R8 GTP-based user plane interfaces, rather than GTPv2-U, so that (a) backward compatibility is achieved and (b) changes to UTRAN are avoided. Therefore, CT4 does not have any reason to impose changes on R8 RNC, SGSN and GGSN.
The main question is, why should vendors and operators invest in changes to when since R’99 deployment GTPv1-U is working in live networks?

C4-082595 by Ericsson reads:

· In network deployments including non-GTP-aware stateful firewalls, those firewalls must be configured to allow response messages coming from a different UDP port and IP address than the triggering message.

The question is, why should CT4 change GTP protocol for fixing certain firewall vendors’ problems? Firewall problems are out of CT4 scope and should be corrected by respective firewall vendors.

Another, also valid question is, is it worth changing implementation in thousands of live RNC instead of fixing wrongly implemented firewalls?
C4-082287 implies also another negative consequence that R8 GTPv1-U entity shall become aware if the peer is R8 or if it is legacy node.

The source companies believe that R8 GTPv1-U should stay identical to R7 GTPv1-U, unless CT4 finds grave reasons for changing R8 implementation.

2. Reason for Change
The following changes are proposed:

· Editors' notes were removed or replaced by normative text;
· Interim reference ids were added;

· A statement on IP source address in 4.4.3.2 "Echo Response Message" was replaced by a quote from TS 29.060;
· In 4.4.2.5 "Supported Extension Headers Notification" a reference to GTP-C was removed.

· In subclauses 4.5 and 6.2 references to TS 29.274 were replaced by references to TS 29.060.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.281v1.0.0.
* * * First Change * * * *
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.003: "Numbering, addressing and identification".

[3]
3GPP TS 23.007: "Restoration procedures".

[4]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[5]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[6]
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IETF RFC 791 (STD 0005): "Internet Protocol", J. Postel.
* * * Second Change * * * *

4.4
Protocol stack

4.4.1
UDP/IP

UDP/IP is the only path protocol defined to transfer GTP messages in the version 1 of GTP. 

A User Datagram Protocol (UDP) compliant with IETF RFC 768 [x1] shall be used.

An Internet Protocol (IP) compliant with IETF RFC 791 [x2] shall be used.
4.4.2
UDP header and port numbers


4.4.2.1
Echo Request Message

The UDP Destination Port number for GTP-U request messages is 2152. It is the registered port number for GTP-U.

The UDP Source Port is a locally allocated port number at the sending GTP-U entity.

4.4.2.2
Echo Response Message

The UDP Destination Port value shall be the value of the UDP Source Port of the corresponding request message.

The UDP Source Port shall be the value from the UDP Destination Port of the corresponding request message.

4.4.2.3
Encapsulated T-PDUs

The UDP Destination Port number shall be 2152. It is the registered port number for GTP-U.
The UDP Source Port is a locally allocated port number at the sending GTP-U entity. 

4.4.2.4
Error Indication

The UDP destination port for the Error Indication shall be the user plane UDP port (2152).

The UDP source port shall be locally assigned at the sending node.

NOTE:
In network deployments including non-GTP-aware stateful firewalls, those firewalls must be configured to allow response messages coming from a different UDP port and IP address than the triggering message. 


4.4.2.5
Supported Extension Headers Notification
The UDP destination port for the Error Indication shall be the user plane UDP port (2152).

The UDP destination port for the Supported Extension Headers Notification shall be the UDP port for User plane (2152).

The UDP source port shall be locally assigned at the sending node.
4.4.3
IP header and IP addresses


4.4.3.1
Echo Request Message

The IP Source Address shall be an IP address of the source GTP-U entity from which the message is originating.

The IP Destination Address in a GTP request message shall be an IP address of the destination GTP-U entity.

4.4.3.2
Echo Response Message
The IP Source Address shall be copied from the IP destination address of the GTP request message to which this GTP‑U entity is replying. 
The IP Destination Address shall be copied from the IP Source Address of the GTP request message to which this GTP‑U entity is replying.
4.4.3.3
Encapsulated T-PDUs

The IP Source Address shall be an IP address of the source GTP-U entity from which the message is originating. 

The IP Destination Address shall be an IP address of the destination GTP-U entity.

4.4.3.4
Error Indication

The IP source address shall be an address of the source GSN/RNC from which the message is originated

NOTE:
In network deployments including non-GTP-aware stateful firewalls, those firewalls must be configured to allow response messages coming from a different UDP port and IP address than the triggering message.
The IP destination address for Error Indication shall be the source address of the GTP-PDU that is the cause for the GSN/RNC to send one of these messages. 

Editor's Note:
The handling of IP source and destination addresses for other nodes than GSNs and RNCs is missing and must be added to this section before release freeze.

4.4.3.5
Supported Extension Headers Notification
The IP Source Address for the Supported Extension Headers Notification shall be copied from the IP destination address of the GTP message that triggered the GTP-U entity to send this message. 

The IP Destination Address for the Supported Extension Headers Notification shall be copied from the IP source address of the GTP message that triggered the GTP-U entity to send this message.
* * * Third Change * * * *

4.5
Transmission Order and Bit Definitions
As specified in 3GPP TS 29.060 [6], subclause 5.
* * * Fourth Change * * * *

6.2
Presence requirements of Information Elements

As specified in 3GPP TS 29.060 [6], subclause 7.1.1.
Editor's Note: The presence requirements, i.e. the definition of "mandatory", "conditional" and "optional", do not impact the protocol itself, but how it shall be documented in the present document. Fully backwards compatibility with release 7 GTPv1-U shall be maintained.
