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1. Introduction
- 

2. Reason for Change
In the current version of TS 29.273, there is an Editor’s Note asking for clarification of whether simultaneous IKE SA’s between the ePDG and the UE are allowed from the same UE.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273 v1.0.0.
* * * First Change * * * *

7.1.2.1
Authentication Procedures

7.1.2.1.1
General
The authentication procedure shall be used between the ePDG and 3GPP AAA Server/Proxy. When an APN is activated by the UE an IKEv2 exchange will be initiated. It shall be invoked by the ePDG, on receipt from the UE of a "tunnel establishment request" message. This shall take the form of forwarding an IKEv2 exchange with the purpose of authenticating in order to set up an IKE Security Association (SA) between the UE and the ePDG. Once the IKE SA has been authenticated, more than one tunnel IPSec SA can be negotiated inside the IKE SA. Hence additional (IPSec) tunnels between the UE and ePDG do not need to trigger further Diameter EAP authentication messaging to the 3GPP AAA Server. 

When the UE makes the UICC available to several devices, the UE may attempt to set up additional accesses (IKE SA) via the IKE_SA procedure. In such cases, the authentication procedure shall be triggered over the SWm interface. Each new additional IKE SA shall be handled in a different Diameter session.

The SWm reference point shall perform authentication based on the reuse of the DER/DEA command set defined in Diameter EAP application.
* * * Next Change * * * *

7.1.2.3
ePDG Initiated Session Termination Procedures

7.1.2.3.1
General

The SWm reference point allows the ePDG to inform the 3GPP AAA Server/Proxy about the termination of an IKE_SA between UE and ePDG, and that therefore the mobility session established for all associated PDN connections are to be removed.


The SWm Session Termination Request procedure shall be initiated by the ePDG to the 3GPP AAA Server which shall remove PDN GW information associated with the affected PDN connections. The AAA Server shall then return the SWm Session Termination Answer containing the result of the operation. These procedures are based on the reuse of Diameter Base IETF RFC 3588 [7] STR and STA commands

