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Introduction

Discussions from CT4#39bis meeting (C4-081518) on the support of SCTP associations in the SIP-I based Nc interface. Tow possible models have been under the discussion: Single Association Model and Dual Association Model.

Comparisons on the two models have been covered in a series of discussion papers in CT4#39bis meeting and CT4#40 meeting. This discussion paper provides some consideration on the issues received for the selection of the models.
Discussion
Single Association Model and Dual Association Model 

Single Association Model and Dual Association Model are used from C4-081518 as below:
a. Single Association Model

In the single association model only one SCTP association is established between two SIP nodes.
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Once the association is established, it will be persistent so both nodes need to be able to reuse the association at any time. SIP requests and responses may be sent and received over the single SCTP association by both nodes, i.e., the association may be reused by both nodes.

b. Dual Association Model

In the dual association model, each SIP node is responsible for establishing their own SCTP association to the far node. The will result in a pair of associations being established between two server.
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Each server will act as a SCTP client for the associations it initiates and as a SCTP server for the association initiated by the far node. In this case, the associations will typically be initiated from the published IP address and a local ephemeral port to the far published IP address and port. A SIP node will only send requests on the association that it initiated. Responses are returned on the association over which the request was received.

Reuse the mechanism of SCTP association from SIGTRAN

SIGTRAN is using the client/server model and the association model will be always initiated from the client to the server. The use of SIGTRAN over SCTP has been deployed widely in the world and the mechanism is quite mutual.

Following is a possible implementation of the stack in a MSC Server.
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SIP is not a client/server model based protocol and it is not clear which side is responsible for initiating the establishment of the association. Two possible solutions are provided below:

1. Option 1: The network configuration defines the client side and server side for each association (incl. configuring the IP address, port in both sides). The client side will actively initiate the establishment to the peer side.

2. Option 2: The network configuration defines the IP address, port in both sides but does not define the client side and server side. Each peer may initiate the SCTP INIT to the peer side. Problem is the “glare” case. This can be easily resolved similar to what the SIP protocol do: on detecting the glare, each side starts a timer with a randomly value in a pre-defined range (e.g. 0~4 seconds) and initiates the SCTP INIT again in the case that no SCTP INIT received from the peer for the same association.

Option 1 is simpler, but Option 2 is more flexible and the broken association can be easily recovered by any peer in abnormal cases. And SCTP association model can be easily re-used in the SIP-I Nc interface without enhancement if option 1 is selected, and limit enhancement for option 2.

SIP-I Nc interface will be working in a well-managed mode

In IETF environment, there is no assumption for stable connection between SIP entities, any connection will be possible exist for short time and therefore, “ephemeral” port will be used for most instances. And when sending SIP message, it is hard for SIP nodes to know if the exist association initiated by the peer is from ephemeral port and if the association will be terminated shortly, so a new association will be initiated from local for SIP request sending.

SIP-I based Nc interface will be working in a well-managed mode, the connections between MSC Servers are stable pre-configured. It was agreed that semi-permanent association is used in the Nc interface. Therefore, all the associations will not be terminated in normal case.

In SIP-I based CS network, the connection relationship between MSC Servers should be pre-configured in network configuration stage. Mechanisms like DNS query defined in IETF RFC 3263 are not supported in SIP-I based Nc interface, and MSC Server should be well-configured:

1. The peer MSC Servers the local MSC Server will connect with and how many associations are supported between the two MSC Servers.
2. The IP address and port of the peer that the local MSC Server will contact for the initiation of the SCTP association.

Considerations in IETF environment should be well-evaluated when considering the requirements in SIP-I base  Nc interface.

Published port or non-published port in the SCTP client side

It was questioned if published port can be used in the client side for SCTP initiation because of an MSC-S is likely to have associations to many peers and thus non-published port is proposed in the SCTP client side.

An MSC-S is likely to have associations to many peers. For this reason it can be also expected that for some associations it has to take SCTP server role. As a consequence, it’s not an option to use the published port for client side associations thus both in single and double association model SCTP INIT has to use ephemeral ports in practice.

It likely has the assumption that an MSC-S will have only one published port to many peers. But not liking famous port used in some cases (e.g. HTTP service), the MSC-S may have many published port (e.g. one port for each possible association either for client mode or server mode).
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Mechanisms like DNS query defined in IETF RFC 3263 are not supported in SIP-I based Nc interface, both the IP address and port in both sides are pre-configured. The same number of ports will be used by using published port and non-published port usage.

There, published IP and published port can be used in this client side for initiating SCTP associations. This is suitable for both single association model and dual association model.

Load distribution of incoming transactions

Discussion on which model is better for load balance internally for distributed implementation. This is quite implementation specified issue.

If each association is combined with a certain service processing module (SPU) internally, the incoming messages can be distributed to the SPU the association related to directly. This is a quite simple way for the design but has several drawbacks as below:

1. It will require each service processing module has related association with remote peer and a quite number of associations will be required (e.g. local MSC Server has m SPUs and the remote MSC Server has n SPUs, m*n associations will be required).

2. Local load distribution will be strongly rely on the peer because for incoming traffic, the association is selected by the peer.
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In layered design, the interface module will do the load distribution as shown in the figure below:


[image: image6]
And by this design, local implementation for incoming traffic can be easily load balance distributed to a suitable service processing unit no relying on peer implementations.

Interworking with external network
If different models exist between SIP-I network with external network, for instance single association model in SIP-I network and dual association model in external SIP network, there shall be no interoperability issues because the nature of hop-by-hop SCTP associations. The MSC/IWF will interworking with external network using the model that the external network uses anyway, that is, it does not matter which model is adopted externally.
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Proposal
As per the discussion above, no drawbacks are seen from single association model and therefore the model should be selected as the one for SIP-I based Nc interface.
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