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1. Introduction
This document provides missing information for the H.248 profile specification.
2. Reason for Change
The TrGW relates to an H.248 IP-to-IP media gateway due to the connection of two IP networks/domains/realms (here IMS network, IP-based CS network, other IMS network or other SIP networks). There is thus a fundamental H.248 Context type, using two H.248 ephemeral terminations for the two “IP connection endpoints”.
Such a configuration of two H.248 IP terminations/streams is called a “gate”, also known as “pinhole”. The “gate concept” is an important principle of IP-to-IP gateways.
3. Conclusions

It is proposed to add specifications with regards to gate concept and gate control:
1. new Annex A for the illustration of that concept;

2. support of H.248 Gate Management package version 1 as a mandatory package, because

· gm package does support three capabilities:

i. control of RTP/RTCP transport addresses,
ii. address policing of remote source transport addresses, and

iii. explicit setting of local source transport addresses

· function (i) should be mandatory for profile version 1,
· functions (ii) and (iii) might be optional for profile version 1 (could be investigated in more detail in a next profile version within 3GPP R9)

3. overview of gate control procedures; and
4. update of the reference list.

Missing information should be indicated by editor’s notes. Details of this session-dependent procedure may be addressed in the next meeting.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 V0.0.1.
*******
* * * First Change * * * *

5.17
Overview of Procedures

Details of Session Dependent Procedures are provided in clauses 5.18. Details of Session Independent Procedures are provided in clauses 5.19 and 5.20. 
5.17.1
Overview of Session Dependent Procedures
The general procedures are related to session-dependent (also known as H.248 call-dependent) procedures. There are procedures in following categories:
5.17.1.1
Gate control

Editor’s note: the text of this clause is not yet fully aligned with the latest updates of [3]
5.17.1.1.1
Streams, Terminations and Gates

The realization of a gate requires two ephemeral terminations. An ephemeral termination sources and/or sinks one or more media streams. Gates are direction and stream dependent.

In this profile, RTP traffic shall be controlled through a single H.248 stream, representing both the RTP and RTCP flows, if the RTP Specific Behaviour property of the Gate Management package is set to ON. In such a case, when the MG is requested to allocate a port for an RTP flow, a consecutive port for the associated RTCP flow is automatically allocated (see also clause 5.17.1.7). 

In this case, monomedia sessions require one bidirectional H.248 stream on a termination, while a multi-media sessions (e.g. audio and video) would require multiple H.248 streams on a termination (one stream per media type).

5.17.1.1.2
Assignment of IP transport addresses (L3 address and L4 port values)
The H.248 base protocol enables the MGC to choose the IP address and port on which a termination will receive media flows. In addition, the Gate Management package enables the MGC to explicitly provide the following information:

1) expected IP source address and port of received packets;

2) IP source address and port of sent packets.

The relationship between H.248 descriptors in this Profile and the addresses used in packets sent and received by the gate is indicated in table xx. Figure xa illustrates the used naming conventions for the IP transport connection endpoints in the TRGW and remote IP node.

Table xx: Relation between Packet Direction, IP Address/Port and H.248 Descriptor/Information

	Packet direction
	IP Address/

L4 Port
	Source of Information for Transport Address values

	Received by termination
	Source:

· RS(A)

· RS(P)
	The source of information for the remote source transport address RS(A,P) value is dependent on the usage of following two functions:

Remote source transport address RS(A,P):

Hosted NA(P)T Traversal

No

Yes

Filtering on Remote Source Address(es)

No

Indicated via napt value OFF in the ipnapt/latch signal, or a not present latching signal): The TRGW may determine RS(A) and RS(P) values by monitoring incoming IP packets.
The peer IP node might be multihomed, i.e. using unsymmetrical network addresses (“RS(A) ( RD(A)”). 

If the ipnapt/latch signal is active (i.e. the value of signal parameter napt is either equal to LATCH or RELATCH) then the remote source transport address is determined by the NAPT traversal process as described in [9]. This implies a symmetrical remote network address, i.e. RD(A) = RS(A)).

Yes

LocalControl Descriptor/gate management/remote source address mask AND/OR remote source port or remote source port range.

The TRGW may determine RS(A) and RS(P) values by monitoring incoming IP packets.
1st stage:

LocalControl Descriptor/gate management/remote source address mask AND/OR remote source port or remote source port range.

2nd stage:
Same as in above cell (because latching is executed after filtering here).



	
	Destination:

· LD(A)

· LD(P)
	Local destination transport address LD(A,P):

Local Descriptor

	Sent by termination
	Source:

· LS(A)

· LS(P)
	Local source transport address LS(A,P):

1.
Availability of LS information due to explicit setting of local source transport address:
LocalControl Descriptor/gate management/local source address + local source port;

or, if not present:

2.
Availability of LS information in H.248 Local Descriptor SDP:
Source address not explicitly enforced/signalled via "gm" package. The source address is determined from the local SDP (which implies a symmetrical local network address, i.e. LD(A) = LS(A)).

	
	Destination:

· RD(A)

· RD(P)
	The source of information for the remote destination transport address RD(A,P) value is dependent on the usage of following function:

Remote destination transport address RD(A,P):

Hosted NA(P)T Traversal

No

Yes

Source of information

Indicated via napt value OFF in the ipnapt/latch signal, or a not present latching signal): 
The remote destination transport address is determined by the Remote Descriptor;

If the ipnapt/latch signal is active (i.e. the value of signal parameter napt is either equal to LATCH or RELATCH) then the remote destination transport address is determined by the NAPT traversal process as described in [9].
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Figure xa: Naming conventions for IP transport connection endpoints 
(from TRGW perspective; inline with H.248.1 conventions)

NOTE: 
H.248.1 may in the future provide a general overview of IP transport connection endpoints similar to figure xa. Figure xa will be then replaced by a reference to H.248.1.

5.17.1.1.3
Opening and closing of gates

Opening and closing gates is achieved by setting the Stream mode parameter of the associated termination(s) to the appropriate values. Subtracting a termination from a context also closes the gate for all H.248 streams in the termination.

In the context of conversational services, an active session requires that the gates in both directions be opened (terminations in bi-directional mode).

5.17.1.1.4
Filtering due to conditions on L3 address and/or L4 port values

Filtering on the IP source address and/or port might be implemented using the Gate Management package, or using the SDP information in the Remote Descriptor. In case the filtering is done based on the Remote Descriptor, the activation/deactivation of the filtering is configured in the MG. If the Gate Management package is used, it shall override the configured value in the MG.

NOTE:
It should be noticed that the IP source address and port may not always be available to the MGC. When SIP signalling is used, the session description does not contain this information (i.e. according to RFC 3264 [7], the IP address and port present in an SDP offer indicate nothing about the source IP address and source port of RTP and RTCP packets that will be sent by the offerer). Any other protocol that uses SDP as a session description mechanism (e.g. RTSP) has the same constraints.

In such configurations, the Gate Management Package may be used as follows:

· in an IPv6 environment, the Source Address Mask property contains the 64 bits prefix of the IP address that is set in the termination's Remote Descriptor;

· in an IPv4 environment, the Source Address Mask property contains the IP address that is set in the termination's Remote Descriptor, except that a number of trailing digits may be wildcarded;

· in both cases, Source Port Filtering should not be activated.

The gate concept, together with H.248 Stream/Termination handling, is further illustrated in annex A.

5.17.1.2
Allocation and translation of IP addresses, ports and versions (NAPT-PT)

5.17.1.10
IP Realm/Domain Indication

5.17.2
Overview of Session Independent Procedures

* * * Next Change * * * *

5.14
Packages

This clause includes details of the mandatory and optional H.248 packages that are included in this profile. The meaning of mandatory and optional packages and their properties, signals, events, and statistics is defined in ITU‑T Recommendation H.248 Sub-series Implementers’ Guide [x1]. 

5.14.1
Overview



Table 5.14.1: Mandatory Packages

	Mandatory Packages

	Package Name
	Package ID
	Version

	Gate management (ITU-T Recommendation H.248.43 [x2], Appendix 1)
	gm
	1

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	

	
	
	

	
	
	



Table 5.14.2: Optional Packages

	Optional packages:

	Package name
	PackageID
	Version
	Support dependent on:

	<name>
	 <xxx, 0x00??>
	<1, 2, 3, …>
	<Describe>







5.14.2
Package usage information


Editor’s note: aligned sub-clause numbering with Ia profile should be targeted
5.14.2.5
Gate Management (gm)

Table x1: Gate Management Package

	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Remote Source Address Filtering (gm/saf)
	O
	ADD, MODIFY
	ALL
	Not Applicable

(see note 1)

	Remote Source Address Mask (gm/sam)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Remote Source Port Filtering (gm/spf)
	O
	ADD, MODIFY
	ALL
	Not Applicable

(see note 1)

	Remote Source Port (gm/spr)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Remote Source Port Range (gm/sprr) (see note 3)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Explicit Source Address Setting (gm/esas)
	O
	ADD, MODIFY
	ALL
	See note 1

	Local Source Address (gm/lsa)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Explicit Source Port Setting (gm/esps)
	O
	ADD, MODIFY
	ALL
	See note 1

	Local Source Port (gm/lsp)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	RTP Specific Behaviour (gm/rsb)

(see note 4)
	M
	ADD, MODIFY
	ALL
	OFF 

(see note 2)

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/

Optional
	Supported

Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent

Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	Discarded Packets
gm/dp
	O
	ADD, MODIFY, SUBTRACT, AUDITVALUE 
	ALL

	Error Codes
	Mandatory/Optional

	None
	

	NOTE 1:
Default value is 'OFF' in gm/1 (see ITU-Recommendation H.248.43 [18]).

NOTE 2:
Default value must be provisioned in gm/1 (see ITU-Recommendation H.248.43 [18]). The provisioned value in this profile shall be OFF.

NOTE 3:
This property is defined in gm/2 while all other properties exist in gm/1.

NOTE 4:
The gm/rsb property is identical to the rtcph/rsb property (see Figure II.1 in H.248.43) and defined by ITU-T Recommendation H.248.57 [x2]. The rtcph package defines rsb property semantics for the SDP attribute according IETF RFC 3605 [31] (see in particular clause 6.6.1.4.1 in H.248.57). There are following package usage details for this profile specification: the SDP attribute "a=rtcp:" may be used in the H.248 RD and shall be not used in the H.248 LD (see clauses 5.16 and 5.17.1.7 for more information).



	
	

	
	
	

	
	
	
	
	

	
	

	
	

	
	
	
	

	
	
	
	
	


	
	
	
	
	

	
	

	

	
	
	

	
	

	

	

	

	
	
	
	
	

	
	

	

	

	

	
	
	
	
	

	
	

	
	

	
	
	
	

	
	

	
	



* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[3]
ITU-T Recommendation H.248.1 (05): "Gateway Control Protocol: Version 3" 
[4]
ETSI ES 283 018 V2.4.2 (2008-10): "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: H.248 Profile for controlling Border Gateway Functions (BGF) in the Resource and Admission Control Subsystem (RACS); Protocol specification"
Editor’s note: reference [4] should be aligned with the latest version before the publication of this specification.
[x1]
ITU-T H.Imp248 (2008): "H.248 Sub-Series Implementers" Guide".
URL: http://www.itu.int/rec/T-REC-H.Imp248-200805-I 
[x2]
ITU-T Recommendation H.248.57 (06/2008): "Gateway control protocol: RTP Control Protocol Package".

[x3]
ITU-T Recommendation H.248.43 (2008): "Gateway control protocol: Gate Management and Gate Control packages".

* * * Next Change * * * *

Annex A (informative):
Illustration of Gate/Pinhole Concept

Purpose of this informative annex is the illustration of the H.248 Stream/Termination model by showing exemplary realizations of gates for uni- versus bidirectional media flows.

A.1
General

Only point-to-point sessions are in scope of this H.248 Profile (see clause 5.4). Interconnection of individual H.248 Streams is based on the basic principle described in clause 7.1.6/H.248.1. The H.248 Multiplex Descriptor is therefore not necessary (see clause 5.6.2). The H.248 Topology Descriptor definition includes individual H.248 Streams, but is also not necessary (see clause 5.7.8).

It has to be noted that all sessions have unicast media flows. Potential multicast applications are transparent for MG point of view.

A.2
Relationships between gates and H.248 Streams

The realization of a gate is illustrated in figure A.1. There is a unidirectional media flow in that example, and there is a single H.248 Stream per Termination. A H.248 Stream covers per definition a single bidirectional media flow (clause 7.1.6/ITU-T Recommendation H.248.1 [3]). Media flows are interconnected by using the same StreamID (here: StreamID equals to S1 for T1 and T2).

[image: image2.wmf]H.248 Context

H.248 Context

Gate

Þ

IP H.248

Termination

IP H.248

Stream

T1

T2

IP H.248

Termination

IP H.248

Stream

S1

S1

Example A1.1


Figure A.1: H.248 Context - Illustration of Gate, Stream and Terminations

The uni- or bidirectional application of an H.248 Streams is controlled via usage of Local Descriptor (LD) and Remote Descriptor (RD). Figure A.2 shows a bidirectional session. There is again a single H.248 Stream per Termination. Gates are direction-dependent, there are consequently two gates in this example.
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Figure A.2: H.248 Context Bidirectional Session using single H.248 Streams

