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1. Introduction
This contribution proposes to add signalling messages and information elements associated to the Attach procedure over the S3, S16 and S10 interfaces.
2. Reason for Change
As described in TS 23.401 and TS 23.060, the Identification Request and Identification Response messages are required over S3/S16/S10 interface as part of the Attach procedure if the UE identifies itself with temporary identity and it has changed MME/SGSN since detach.
This contribution base on the assumption of only the MME has the function of mapping between temporary and area identities.

3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274v1.1.0.
* * * First Change * * (1)* *

7.3.x
Identification Request
If the UE identifies itself with temporary identity and it has changed SGSN/MME since detach in Attach procedure, the new MME/SGSN shall send an Identification Request message to the old SGSN/MME over S3, S16 or S10 interface to request IMSI.
Table 7.3.x.1 specifies the presence requirements and conditions of the IEs in the message.
If the sending node is a MME, it shall include in the Identification Request message:
· the GUTI IE and Complete Attach Request Message IE if the GUTI received from UE indicates the old node is a MME.
· the RAI IE, P-TMSI IE and P-TMSI Signature IE if the GUTI received from UE indicates the old node is an SGSN.
If the sending node is an SGSN, it shall include RAI IE, P-TMSI IE and P-TMSI Signature IE in the Identification Request message.
The new MME differentiates the type of the old node from the most significant bit of the MME group id in GUTI. The value 0 indicates that the old node is an SGSN, the GUTI shall be mapped to RAI, P-TMSI and P-TMSI Signature by the new MME; and the value 1 indicates the old node is a MME, the new MME include GUTI IE and Complete Attach Request Message IE in the Identification Request message. The Mapping between temporary and area identities is defined in 3GPP TS 23.401 Annex H.
The GUTI IE shall not coexist with any of the RAI IE, P-TMSI IE and P-TMSI Signature IE in an Identification Request message. If this occurs, the receiving node shall return a corresponding cause value in the response message.
Table 7.3.x.1: Information Elements in an Identification Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	GUTI
	C
	The new MME shall include this IE over S10 interface.
	1
	GUTI

	Routeing Area Identity(RAI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI received from the UE indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	1
	ULI for RAI

	Packet TMSI(P-TMSI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI received from the UE indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	1
	P-TMSI

	P-TMSI Signature
	C
	This IE shall be included over S3/S16 interface, if the GUTI received from the UE indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	1
	P-TMSI Signature

	Complete Attach Request Message
	C
	The new MME shall include this IE over S10 interface, and the old MME may use this IE for integrity check.
	1
	Complete Request Message

	Address for Control Plane
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall include the old IP address of the received message in this optional parameter if this IE is not present and relay the message to the old SGSN.
	1
	IP Address

	Hop Counter
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall decrement the Hop Counter if this IE is present in the received message; otherwise may include a Hop Counter with a value of max-1, and relay the message to the old SGSN.
	1
	Hop Counter

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.
* * * Next Change * *(2) * *

7.3.x
Identification Response

The old SGSN/MME shall send an Identification Response message to the new MME/SGSN as a response to a previous Identification Request message over S3/S10/S16 interface.
Table 7.3.x.1 specifies the presence requirements and conditions of the IEs in the message.
For Intra Domain Connection of RAN Nodes to Multiple CN Nodes, if an old SGSN within an SGSN pool receives an Identification Request message that contains the optional parameter Address for Control Plane, the old SGSN shall use this address as destination IP address of the Identification Response message.

Possible Cause values are:

· ‘Request accepted’.
· ‘IMSI not known’.

· ‘System failure’.
· ‘Mandatory IE incorrect’.

· ‘Mandatory IE missing’.

· ‘Optional IE incorrect’.
· ‘Invalid Message format’
· ‘P-TMSI Signature mismatch’.
Editor's note: Other potential Cause values are FFS.
Only the Cause information element shall be included in the response if the Cause contains another value than ‘Request accepted’.
One or several Authentication Quadruplet information elements, Authentication Quintuplet information elements may be included in the message if the Cause contains the value ‘Request accepted’.
Table 7.3.x.1: Information Elements in an Identification Response
	Information elements
	P
	Condition / Comment
	CR
	IE Type

	Cause
	M
	None
	   1
	Cause

	IMSI
	C
	This IE is mandatory if the Cause contains the value ‘Request accepted’.
	1
	IMSI

	Authentication Quadruplet
	O
	If the Cause contains the value ‘Request accepted’, the old node may include one or several Authentication Quadruplet in the Identification Response message.
	1
	Authentication Quadruplet

	Authentication Quintuplet
	O
	If the Cause contains the value ‘Request accepted’, the old node may include one or several Authentication Quintuplet in the Identification Response message.
	1
	Authentication Quintuplet

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.
* * * Next Change * * (3)* *

9.1
Information Element Types

A GTP control plane (signalling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLV coded. GTPv2 information element type values are specified in the Table 9.1.

The Length field contains the length of the information element excluding the Type and Length field.

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.

Table 9.1: Information Element types for GTPv2

	IE Type value (Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	1
	International Mobile Subscriber Identity (IMSI)
	Extendable /

	2
	Cause
	Extendable /

	3
	Recovery (Restart Counter)
	Extendable /

	4-70
	Reserved for other protocols (e.g. S101 AP)
	Extendable /

	71
	Access Point Name (APN)
	Extendable /

	72
	Aggregate Maximum Bit Rate (AMBR)
	Extendable /

	73
	EPS Bearer ID (EBI)
	Extendable /

	74
	IP Address
	Extendable /

	75
	Mobile Equipment Identity (MEI)
	Extendable /

	76
	MSISDN
	Extendable /

	77
	Indication
	Extendable /

	78
	Protocol Configuration Options (PCO)
	Extendable /

	79
	PDN Address Allocation (PAA)
	Extendable /

	80
	EPS Bearer Level Quality of Service (Bearer QoS)
	Extendable /

	81
	Service Data Flow Level Quality of Service (Flow QoS)
	Extendable /

	82
	RAT Type
	Not Extendable /

	83
	Serving Network
	Extendable /

	84
	TEID-C
	Not Extendable /

	85
	TEID-U
	Not Extendable /

	86
	TEID-U with EPS Bearer ID
	Extendable /

	87
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Extendable /

	88
	Service Data Flow Level Traffic Flow Template (Flow TFT)
	Extendable /

	89
	User Location Info (ULI)
	Extendable /

	90
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	Extendable / 

	91
	Scope Indicator
	Extendable /

	92
	Protocol Type
	Extendable /

	93
	Legacy Quality of Service (QoS)
	Extendable/

	94
	S103 PDN Data Forwarding Info
	Extendable /

	95
	S1-U Data Forwarding Info
	Extendable /

	96
	Delay Value
	Extendable /

	97
	Bearer ID List
	Extendable /

	98
	Bearer Context List
	Extendable /

	99
	S101-IP-Address
	Extendable /

	100
	S102-IP-Address
	Extendable /

	a
	P-TMSI
	Not Extendable /

	b
	P-TMSI Signature
	Not Extendable /

	c
	Hop Counter
	Extendable /

	d
	Authentication Quintuplet
	Extendable /

	e
	Authentication Quadruplet
	Extendable /

	f
	Complete Request Message
	Extendable /

	g
	GUTI
	Not Extendable /

	x-254
	Spare. For future use.
	FFS

	255
	Private Extension
	Extendable /


* * * Next Change * * (4)* *

9.a
Packet TMSI(P-TMSI)
The P-TMSI, unambiguously associated with a given UE and routeing area, is given by:
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = a (decimal)
	

	
	2-3
	Length = 4 (decimal)
	

	
	4-7
	Packet TMSI (P-TMSI)
The P-TMSI is defined in 3GPP TS 23.003.
	


Figure 9.a: Packet TMSI (P-TMSI)
* * * Next Change * * (5)* *

9.b
P-TMSI Signature
The P-TMSI Signature information element is provided by the UE in the Routeing Area Update Request and Attach Request messages to the SGSN, or is provided by the MME that is mapped from GUTI in the Identification Request and Context Request messages to the old SGSN for identification checking purposes. The content and the coding of the P-TMSI Signature information element are defined in 3GPP TS 24.008.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = b (decimal)
	

	
	2-3
	Length = 3 (decimal)
	

	
	4-6
	P-TMSI Signature
	


Figure 9.b: P-TMSI Signature
* * * Next Change * * (6)* *

9.c
Hop Counter

Where Intra Domain Connection of RAN Nodes to Multiple CN Node is applied, the Hop Counter may be used to prevent endless loops when relaying Identification Request messages and Context Request messages. The maximum value is operator specific and shall not be lower than 1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = c (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Hop Counter
	

	
	5-(n+3)
	These octet(s) is/are present only if explicitly specified
	


Figure 9.c: Hop Counter
* * * Next Change * * (7)* *

9.d
Authentication Quintuplet
An Authentication Quintuplet consists of a Random string (RAND), an Expected user response (XRES), a Cipher key (CK), an Integrity key (IK), an Authentication token (AUTN) (see 3GPP TS 33.102).

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = d (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-19
	RAND
	

	
	20
	XRES Length
	

	
	21-m
	XRES
	

	
	(m+1)-(m+16)
	CK
	

	
	(m+17)-(m+32)
	IK
	

	
	m+33
	AUTN Length
	

	
	(m+34)-(n+3)
	AUTN
	


Figure 9.d: Authentication Quintuplet
* * * Next Change * * (8)* *

9.e
Authentication Quadruplet
An Authentication Quadruplet consists of a Random string (RAND), an Expected user response (XRES), an Authentication token (AUTN), a Key of Access Security Management Entity (KASME) (see 3GPP TS 33.102 and TS 33.401).

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = e (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-19
	RAND
	

	
	20
	XRES Length
	

	
	21-m
	XRES
	

	
	m+1
	AUTN Length
	

	
	(m+1)-(n-29)
	AUTN
	

	
	(n-28)-(n+3)
	KASME
	


Figure 9.e: Authentication Quadruplet
* * * Next Change * * (9)* *

9.f
Complete Request Message
The Complete Request Message is coded as this is depicted in Figure 9.f.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = f (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Complete Request Message Type
	

	
	5-(n+3)
	Complete Request Message
	


Figure 9.f: Complete Request Message
Complete Request Message type values are specified in Table 9.f.

Table 9.f: Complete Request Message type values and their meanings

	Location Types
	Values (Decimal)

	Complete Attach Request Message
	0

	Complete TAU Request Message
	1

	<spare>
	2-255


* * * Next Change * * (10)* *

9.g
GUTI
The GUTI is coded as this is depicted in Figure 9.g.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = g (decimal)
	

	
	2-3
	Length = 10 (decimal)
	

	
	4
	 MCC digit 2
	MCC digit1
	

	
	5
	MNC digit3
	MCC digit3
	

	
	6
	MNC digit2
	MNC digit1
	

	
	7-8
	MME Group ID
	

	
	9
	MME Code
	

	
	10-13
	M-TMSI
	


Figure 9.g: GUTI
If an Administration decides to include only two digits in the MNC, then bits 5 to 8 of octet 3 are coded as "1111". 
