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1. Introduction
The ABNF descriptions of SWx messages need to be defined.
2. Reason for Change
The ABNF descriptions of SWx messages need to be defined.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273
* * * First Change * * * *

8.2.2
Commands

8.2.2.1
Authentication Procedure

The Multimedia-Authentication-Request (MAR) command, indicated by the Command-Code field set to 303 and the 'R' bit set in the Command Flags field, is sent by the 3GPP AAA Server to the HSS in order to request security information. This corresponds to section 8.1.2.1.
Message Format

< Multimedia-Auth-Request > ::=  < Diameter Header: 303, REQ, PXY, XXX >

< Session-Id >

{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Realm }

[ Destination-Host ]

{ User-Name }

{ NAS-Port-Type }

 [ Visited-Network-Identifier]

[ SIP-Auth-Data-Item ]

[ SIP-Number-Auth-Items ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

The Multimedia-Authentication-Answer (MAA) command, indicated by the Command-Code field set to 303 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Multimedia-Authentication-Request command. The Result-Code or Experimental-Result AVP may contain one of the values defined in section 6.2 of 3GPP TS 29.229 [aa] in addition to the values defined in RFC 3588 [bb].

Message Format

< Multimedia-Auth-Answer > ::=  < Diameter Header: 303, PXY, XXX >

< Session-Id >

{ Vendor-Specific-Application-Id }

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ User-Name}

[ SIP-Number-Auth-Items ]

[SIP-Auth-Data-Item ]

*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

8.2.2.2
HSS Initiated Update of User Profile Procedure
The Push-Profile-Request -Request (PPR) command, indicated by the Command-Code field set to 305 and the 'R' bit set in the Command Flags field, is sent by the HSS to the 3GPP AAA Server in order to update the subscription data  whenever a modification has occurred in the subscription data. This corresponds to section 8.1.2.3.

Message Format
< Push-Profile-Request > ::= < Diameter Header: 305, REQ, XXX >


< Session-Id >


{ Vendor-Specific-Application-Id }


{ Auth-Session-State }


{ Origin-Host }


{ Origin-Realm }


{ Destination-Host }


{ Destination-Realm }


{ User-Name }

[ Charging-Data ]


*[ AVP ]


*[ Proxy-Info ]


*[ Route-Record ]

The Push-Profile-Answer (PAA) command, indicated by the Command-Code field set to 305 and the 'R' bit cleared in the Command Flags field, is sent by the HSS in response to the Push-Profile-Request command. The Result-Code or Experimental-Result AVP may contain one of the values defined in section 6.2 of 3GPP TS 29.229 [aa] in addition to the values defined in RFC 3588 [bb].

Message Format
< Push-Profile-Answer > ::=< Diameter Header: 305, PXY, YYY >


< Session-Id >


{ Vendor-Specific-Application-Id }


[Result-Code ]


[ Experimental-Result ]


{ Auth-Session-State }


{ Origin-Host }


{ Origin-Realm }


*[ AVP ]


*[ Proxy-Info ]


*[ Route-Record ]
8.2.2.3
Non-3GPP IP Access Registration Procedure
The Server-Assignment-Request (SAR) command, indicated by the Command-Code field set to 301 and the 'R' bit set in the Command Flags field, is sent by the 3GPP AAA Server to the HSS. This corresponds to section 8.1.2.2.2.
Message Format

< Server-Assignment-Request > ::= < Diameter Header: 301, REQ, PXY, XXX >

< Session-Id >


{ Vendor-Specific-Application-Id }


{ Auth-Session-State }


{ Origin-Host }


{ Origin-Realm }


[ Destination-Host ]


{ Destination-Realm }
[ Called-Station-Id ]
[ MIP6-Agent-Info ]

{ User-Name}


{ Server-Assignment-Type }


*[ AVP ]


*[ Proxy-Info ]


*[ Route-Record ]

The Server-Assignment-Answer (SAA) command, indicated by the Command-Code field set to 301 and the 'R' bit cleared in the Command Flags field, is sent by the HSS to the 3GPP AAA Server to confirm the registration, de‑registration or user profile download procedure. The Result-Code or Experimental-Result AVP may contain one of the values defined in section 6.2 of 3GPP TS 29.229 [aa] in addition to the values defined in RFC 3588 [bb].

Message Format

< Server-Assignment-Answer > ::=
< Diameter Header: 301, PXY, YYY >


< Session-Id >


{ Vendor-Specific-Application-Id }


[ Result-Code ]


[ Experimental-Result ]


{ Auth-Session-State }


{ Origin-Host }


{ Origin-Realm }


{ User-Name}


[ User-Data ]


[ Charging- Data]


*[ AVP ]


*[ Proxy-Info ]


*[ Route-Record ]


*[ Route-Record ]

8.2.2.4
Network Initiated De-Registration by HSS Procedure
The Registration-Termination-Request (RTR) command, indicated by the Command-Code field set to 304 and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia server to a Diameter Multimedia client in order to request the de-registration of a user. This corresponds to section 8.1.2.2.3.

Message Format

<Registration-Termination-Request> ::=

< Diameter Header: 304, REQ, PXY, XXX >










< Session-Id >









{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }









{ Destination-Realm }









{ User-Name }
{ Deregistration-Reason }













*[ AVP ]














*[ Proxy-Info ]














*[ Route-Record ]

The Registration-Termination-Answer (RTA) command, indicated by the Command-Code field set to 304 and the ‘R’ bit cleared in the Command Flags field, is sent by a client in response to the Registration-Termination-Request command. The Result-Code or Experimental-Result AVP may contain one of the values defined in section 6.2 of 3GPP TS 29.229 [aa] in addition to the values defined in RFC 3588 [bb].
Message Format

<Registration-Termination-Answer> ::=

< Diameter Header: 304, PXY, XXX >











< Session-Id >









{ Vendor-Specific-Application-Id }









[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

