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1. Introduction

This paper is to discuss IPv6 to be used for the GTPv2. 
2. Reason for Change
The GTPv0 is proposed to be a standard long time ago, at that time, there is no IPv6 to be defined,  so the GTPv0 stack does not support IPv6, IPv4 is only supported in GTPv0.

The GTPv1 stack supports IPv4 and IPv6. However, to be inter-working with GTPv0, IPv4 is mandatory supported in GTPv1. To support IPv6, IPv4 is firstly used by two GTPv1 nodes to negotiate the IP versions supported, if both nodes support IPv6, the two GTPv1 nodes shall switch IPv4 to IPv6 to exchange the GTPv1 messages. That is, IPv6 is more preferable than IPv4 for the GTPv1, but IPv4 must be firstly used and then be switched to IPv6 if applicable. 
To be inter-working with GTPv1, the IPv4 is mandatory supported in the GTPv2 stack defined in TS29.274.  If the two GTPv2 nodes support the IPv6, how the two nodes switch the IPv4 to IPv6? Or they never use IPv6?  If GTPv2 supports IP versions negotiation and supports to switch IPv4 to IPv6, whether the same mechanism defined in GTPv1 is used?
It seems that the same IP version negotiation and switching mechanism defined in GTPv1 can be used in the GTPv2. However the IP version negotiation and switching mechanism increase the implementation complexity of the GTPv2 node and increase the IOT complexity.

If IPv6 is mandatory and only supported and IPv4 is not supported in GTPv2 stack, there is no need to define IP version negotiation and switching mechanism in GTPv2, the benefits are obvious: 1) No two IP stacks supported in GTPv2. 2) GTPv2 IOT is easy; 3) GTPv2 implementation is easy.
It is concluded that inter-working with GTPv0 is not supported in GTPv2, so there is no any potential issues for GTPv2.
Inter-working with GTPv1 shall be supported by the GTPv2, the GTPv2 shall downgrade to GTPv1 to inter-working with GTPv1-only supported node. It is proposed that a GTPv2 supported nodes shall support GTPv1, otherwise, the GTP version downgrade can not supported, so a GTPv2 node is a GTPv1v2 node. The following scenarios are considered:

1) If a GTPv1-only supported node initially sends a GTPv1 request message on IPv4 to a GTPv1v2 supported node, the GTPv1v2 node can response the GTPv1 request message because the GTPv1v2 node supports the GTPv1, then there is no problem in the inter-working for the GTPv1 node initialled GTPv1 message. 

2) If a GTPv1v2 node initially sends a GTPv2 request message over IPv6 to a GTPv1-only supported node, the GTPv1v2 node does not know the version capability of the peer GTP node in advance; The GTPv1v2 node shall determine the IP addresses of the peer GTP node, for example, by manual configuration or DNS. If only the IPv4 address of the peer GTP node is only determined, the GTPv1v2 node shall downgrade to use GTPv1. If IPv6 address ( IPv4v6 or IPv6 only) is determined, the GTPv1v2 node shall send GTPv2 request message over IPv6. When the GTPv1-only supported node receives a GTPv2 request message over IPv6, it will response a “Version not Supported Indication” message over IPv6, then the GTPv1v2 node downgrade the GTP version to GTPv1.
3. Conclusion

Based on the above discussion, if IPv6 is only supported by the GTPv2, the GTPv1v2 node can inter-working with GTPv1 node without any potential issues. The GTP version negotiation is implemented by the IP address of the GTP node and “Version not Supported Indication” message, and there is no IP version switching during the GTP-C connection lifetime.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.274 v1.1.0
* * * First Change * * * *

4.3
Protocol stack

Protocol stack for GTPv2 is depicted in Figure 4.3.
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Figure 4.3: GTPv2 stack

GTPv2 headers are specified in respective clauses of this specification.

4.3.1
UDP header and port numbers

A User Datagram Protocol (UDP) compliant with RFC 768 [7] shall be used.

4.3.1.1
Request Messages

The UDP Destination Port number for GTP-C request messages is 2123. It is the registered port number for GTP-C. 

The UDP Destination Port number for GTP-U request messages is 2152. It is the registered port number for GTP-U.

The UDP Source Port is a locally allocated port number at the sending GTP entity.

4.3.1.2
Response Messages

The UDP Destination Port value shall be the value of the UDP Source Port of the corresponding request message.

The UDP Source Port shall be the value from the UDP Destination Port of the corresponding request message.

4.3.1.3
Encapsulated T-PDUs

The UDP Destination Port number shall be 2152. It is the registered port number for GTP-U. 

The UDP Source Port shall be a locally allocated port number at the sending GTP entity.

4.3.1.4
Error Indication

The UDP Destination Port number for the Error Indication shall be the UDP source port of the GTP packet that triggered the GTPv2 entity to send this message. 

The UDP Source Port number for the Error Indication shall be the UDP destination port of the GTP packet that triggered the GTPv2 entity to send this message.

4.3.1.4
Version Not Supported Indication

The UDP Destination Port number for the Version Not Supported Indication shall be the UDP source port of the GTP packet that triggered the GTPv2 entity to send this message. 

The UDP Source Port number for the Version Not Supported Indication shall be the UDP destination port of the GTP packet that triggered the GTPv2 entity to send this message.

4.3.2
IP header and IP addresses

An Internet Protocol (IP) compliant with RFC 2460[x] shall be used.

4.3.2.1
Request Messages

The IP Source Address shall be an IP address of the source GTPv2 entity from which the message is originating.

The IP Destination Address in a GTP request message shall be an IP address of the destination GTPv2 entity.

4.3.2.2
Response Messages

The IP Source Address shall be copied from the IP destination address of the GTP request message to which this GTPv2 entity is replying. 

The IP Destination Address shall be copied from the IP Source Address of the GTP request message to which this GTPv2 entity is replying.

4.3.2.3
Encapsulated T-PDUs

The IP Source Address shall be an IP address of the source GTPv2 entity from which the message is originating. 

The IP Destination Address shall be an IP address of the destination GTPv2 entity.

4.3.2.4
Error Indication

The IP Source Address for the Error Indication shall be set to the IP destination address of the GTP message that triggered the GTPv2 entity to send this message. 

The IP Destination Address for the Error Indication shall be set to the IP source address of the GTP message that triggered the GTPv2 entity to send this message.

4.3.2.5
Version Not Supported Indication

The IP Source Address for the Version Not Supported Indication shall be set to the IP destination address of the GTP message that triggered the GTPv2 entity to send this message. 

The IP Destination Address for the Version Not Supported Indication shall be set to the IP source address of the GTP message that triggered the GTPv2 entity to send this message.

4.3.3
Layer 2

Typically Ethernet will be used as a Layer 2 protocol, but operators may use any other technology.

4.3.4
Layer 1

Operators may use any Layer 1 technology.

* * * Second Change * * * *
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