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1. Introduction
Sections' 10 Security, 11 IP and 12 Parameters need to be completed.
2. Reason for Change
Completion of specification
3. Conclusions

Reference is made to the main GTPv2 specification..
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.276 v110.
* * * First Change * * * *
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* * * Next Change * * * *

10
Security provided to Communication over the S101 Interface
Protection of communication over the S101 interfaces shall be provided according to security mechanisms defined in 3GPP TS 33.401 [11].

11
IP - The Networking Technology used by S101
11.1
IP Version
See 3GPP TS 29.274 [6] for the complete specification of the IP versions supported over the GTP like S101.
11.2
IP Fragmentation

See 3GPP TS 29.274 [6] for the complete specification of the fragmentation procedures used in S101.
12
S101 Parameters

12.1
General

The S101 interface system parameters defined and their recommended values shall not be fixed but it shall be possible to configure them as described in 3GPP TS 29.274 [6].
12.2
Timers
See 3GPP TS 29.274 [6] for the complete specification of the timers and their recommended values used over S101, e.g. response time to wait for a request message.
12.3
Others
See 3GPP TS 29.274 [6] for the complete specification of the maximum number of retry attempts to resend a request message used over S101.
13
S103 Interface Specification

13.1
Introduction

The S103 interface is defined between the Serving GW and HRPD PDSN and supports the forwarding of DL data during mobility between EUTRAN and HRPD access networks. Signalling procedures on the S101 interface, documented in 3GPP TS 23.402 [2], are used to set up tunnels on the S103 user plane interface.
13.2
S103 Interface

The S103 interface protocol stack and signalling requirements are specified in 3GPP TS 23.402 [2]. The S103 interface shall use Generic Routing Encapsulation as specified in IETF RFC 2784 [4] including the Key and Sequence Number Extensions to GRE in IETF RFC 2890 [5]. The Key Field value of each GRE packet header shall uniquely identify the UE-PDN connection.
