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1. Introduction
This contribution proposes some updates to the Information Element associated to the handover procedure over S3/S16/S10 interfaces.
2. Reason for Change
The same messages will be transmitted on S3/S16/S10 interfaces in the inter RAT handover procedure and intra RAT handover with SGSN/MME relocation procedure.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.274v1.1.0.
* * * First Change * *(1) * *

7.3.1
Forward Relocation Request


A Forward Relocation Request message shall be sent from the source MME to the target MME over S10 interface as part of S1-based handover procedure, from the source MME to the target SGSN or from the source SGSN to the target MME over S3 interface as part of Inter RAT handover and combined hard handover and SRNS relocation procedures, from source SGSN to the target SGSN over S16 interface as part of  SRNS Relocation and PS handover procedures.

Table 7.3.1.1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.1.1: Information Elements in a Forward Relocation Request

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	IMSI
	M
	None
	1
	IMSI

	S3/S16/S10 Address and TEID for Control Plane
	M
	This IE specifies the address and the tunnel for control plane message which is chosen by the source MME/SGSN.
	1
	F-TEID

	
	
	
	
	

	MME/SGSN UE MM Context
	M
	None
	1
	MM Context

	MME/SGSN UE EPS Bearer Contexts
	M
	
	1
	PDN Connection List

	Indication
	C
	This IE is included if direct forwarding is applied. This IE shall not be included if the message is used for SRNS relocation procedure.
	1
	Indication

	E-UTRAN Transparent Container
	C
	This IE shall be included if the message is used for UTRAN/GERAN to E-UTRAN inter RAT handover procedure, intra RAT handover procedure and 3G SGSN to MME combined hard handover and SRNS relocation procedure.
	1
	F-Container

	UTRAN Transparent Container
	C
	This IE shall be included if the message is used for PS handover to UTRAN Iu mode procedures, SRNS relocation procedure and E-TURAN to UTRAN inter RAT handover procedure.
	1
	F-Container

	Target Identification
	C
	This IE shall be included if the message is used for SRNS relocation procedure and handover to UTRAN/E-UTRAN procedures.
	1
	Target Identification

	HRPD access node S101 IP address
	C
	This IE shall be included only if the HRPD pre registration was performed at the source MME
	1
	S101-IP-Address

	1xIWS S102 IP address
	C
	This IE shall be included only if the 1xRTT CS fallback pre registration was performed at the source MME
	1
	S102-IP-Address

	S1-AP Cause
	C
	This IE is the information from the source eNodeB, the source MME shall include this IE in the message.
	1
	F-Cause

	RANAP Cause
	C
	This IE is the information from the source RNC, the source SGSN shall include this IE in the message.
	1
	F-Cause

	ISR Indication
	C
	This IE shall be include if the source MME/SGSN is capable to establish ISR for the UE or if the ISR is activated, the source MME/SGSN to indicate the target SGSN/MME maintain ISR for the UE in the inter RAT handover procedures.
	1
	Indication

	BSS Container
	C
	This IE shall be included if the message is used for PS handover to GERAN A/Gb mode and E-UTRAN to GERAN A/Gb mode inter RAT handover procedure. 
	1
	F-Container

	Cell Identification
	C
	This IE shall be included if the message is used for PS handover to GERAN A/Gb mode and E-UTRAN to GERAN A/Gb mode inter RAT handover procedure.
	1
	Cell Identification

	BSSGP Cause
	C
	This IE is the information from source BSS, the source SGSN shall include this IE in the message.
	1
	F-Cause

	Selected PLMN ID
	O
	The Selected PLMN ID IE indicates the core network operator selected for the UE in a shared network. The old SGSN shall include this IE if the selected PLMN identity is available.
	1
	Selected PLMN ID

	EPS Bearer Contexts Prioritization
	O
	When the EPS Bearer Context Prioritization IE is included, it informs the target MME/SGSN that the EPS bearer Contexts are sent prioritized.
	1
	Contexts Prioritization

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

* * * Next Change * * (2)* *

7.3.2
Forward Relocation Response


A Forward Relocation Response message shall be sent as a response to Forward Relocation Request during S1-based handover procedure, Inter RAT handover procedures, SRNS Relocation procedure and PS handover procedures..

Table 7.3.2.1 specifies the presence requirements and conditions of the IEs in the message.
Cause IE indicates if the relocation has been accepted, or not. The relocation has not been accepted by the target MME/SGSN if the Cause IE value differs from "Request accepted".  Possible Cause values are:

· "Request accepted".
-
 'System failure'.

-
 'Mandatory IE incorrect'.

-
 'Mandatory IE missing'.

-
 'Optional IE incorrect'.

-
 'No resources available'.

-
 'Invalid message format'.

-
 'Relocation failure'.
Editor's note: Other potential Cause values are FFS. 
Table 7.3.2.1: Information Elements in a Forward Relocation Response

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	Cause
	M
	
	1
	Cause

	S3/S16/S10 Address and TEID for Control Plane
	O
	If the Cause IE contains the value” Request accepted”, the target MME/SGSN may include this IE in Forward Relocation Response message 
	1
	F-TEID

	
	
	
	
	

	Indication
	C
	If the Cause IE contains the value “Request accepted”, this IE is included if the target MME/SGSN has selected a new SGW. This IE shall not be included if the message is used for SRNS relocation procedure.
	1
	Indication

	List of Set-up Bearers
	C
	The list of set-up Bearers IE contains the EPS bearer Identifiers of the Bearers that were successfully allocated in the target system during a handover procedure. This IE shall be included if the Cause IE contains the value “Request accepted”.
	1
	Bearer Context List

	List of Set-up RABs
	C
	The list of set-up RABs IE contains the RAB Identifiers of the RABs that were successfully allocated in the target system. This IE shall be included if the Cause IE contains the value “Request accepted”.
	1
	Bearer Context List

	S1-AP Cause
	C
	If the Cause IE contains the value “Request accepted”, this IE is mandatory if cause value is contained in S1-AP message.
	1
	F-Cause

	RANAP Cause
	C
	If the Cause IE contains the value “Request accepted”, this IE is mandatory if cause value is contained in RANAP message.
	1
	F-Cause

	E-UTRAN Transparent Container
	O
	This IE contains the radio-related and core network information for handover to E-UTRAN. If the Cause IE contains the value “Request accepted”, this IE is included.
	1
	F-Container

	UTRAN Transparent Container
	O
	This IE contains the radio-related and core network information for handover to UTRAN. If the Cause IE contains the value “Request accepted”, this IE is included.
	1
	F-Container

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	BSS Container
	O
	This IE contains the radio-related and core network information for handover to GERAN. If the Cause IE contains the value “Request accepted”, this IE is included.
	1
	F-Container

	List of Set-up PFCs
	O
	The list of set-up PFCs IE contains the Packet Flow Identifies of the PFCs that were successfully allocated in the target system during a PS handover to/from GERAN or inter RAT handover to/from GERAN. If the Cause IE contains the value “Request accepted”, this IE is included.
	1
	Bearer Context List

	BSSGP Cause
	O
	For handover to GERAN, if a cause value is received from the Target BSC, the BSSGP Cause IE shall be included and shall be sent to the cause value received from the target BSC. 
	1
	F-Cause

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

Bearer Context List IE in this message is specified in Table 7.3.2.2, the source system shall use this IE for data forwarding in handover.
Table 7.3.2.2: Bearer Context List
	Bearer Context List IE Type = 98 (decimal)

	Length = n (decimal)

	# of Bearers/RABs/PFCs = m (decimal)

	For each Bearer/RAB/PFC:


	EPS Bearer ID
	C
	This IE shall be included if the message is used for S1-Based handover procedure. 
	1
	EBI

	NSAPI
	C
	This IE shall be included if the message is used for SRNS relocation procedure and Inter RAT handover to/from Iu mode procedures.
	1
	NSAPI

	Packet Flow ID
	C
	This IE shall be included if the message is used for PS handover and Inter RAT handover to/from A/Gb mode procedures.
	1
	Packet Flow ID

	Forwarding IP address and TEID
	M
	
	1
	F-TEID


* * * Next Change * *(3)* *

7.3.3
Forward Relocation Complete Notification


A Forward Relocation Complete Notification message shall be sent to the source MME/SGSN to indicate the handover  has been successfully finished.

Table 7.3.3.1 specifies the presence requirements and conditions of the IEs in the message.

Table 7.3.3.1: Information Elements in a Forward Relocation Complete Notification

	Information elements
	P
	Condition / Comment
	CR
	IE Type

	ISR Indication
	C
	This IE indicates to the source MME/SGSN whether it shall maintain the UE’s context and whether it shall activate ISR. It shall be included if the message is used for inter RAT handover, and the UE has ISR capability.
	1
	Indication

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

* * * Next Change * *(4)* *

7.3.x       Forward SRNS Context Notification
A Forward SRNS Context Notification message shall be sent to the target MME/SGSN to forward the RNC/enodeB contexts to the target system.

Table 7.3.x.1 specifics the presence requirements and conditions of the IEs in the message.

Table 7.3.x.1: Information Elements in a Forward SRNS Context Notification
	Information elements
	P
	Condition / Comment
	CR
	IE Type

	RAB Context
	M
	For each RAB context in the received RANAP message, the source SGSN shall include this IE in the message.
	1
	RAB Context List

	Source RNC PDCP context Info
	O
	If available, the old SGSN shall include an Source RNC PDCP context info in the message.
	1
	Source RNC PDCP context Info

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

Editor’s note: It is FFS whether the S3 interface will transmit the same IE, and need to be defined according to the SGPP TS 36.413.
* * * Next Change * *(5)* *
7.3.x       Forward SRNS Context Acknowledge 
A Forward SRNS Context Acknowledge message shall be sent to the source MME/SGSN as a response to Forward SRNS Context Notification.
Possible Cause values are:

-
'Request Accepted'.

-
'Mandatory IE incorrect'.

-
'Mandatory IE missing'.

-
'Optional IE incorrect'.

-
'Invalid message format'.

Editor's note: Other potential Cause values are FFS.
Table 7.3.x.1 specifics the presence requirements and conditions of the IEs in the message.

Table 7.3.x.1: Information Elements in a Forward SRNS Context Acknowledge
	Information elements
	P
	Condition / Comment
	CR
	IE Type

	Cause
	M
	None
	1
	Cause

	Private Extension
	O
	None
	1
	Private Extension


Editor’s note: It is FFS whether there is more Information Element for this message.

* * * Next Change * *(6)* *
9.1
Information Element Types

A GTP control plane (signalling) message may contain several information elements. In order to have forward compatible type definitions for the GTPv2 information elements, all of them shall be TLV coded. GTPv2 information element type values are specified in the Table 9.1.

The Length field contains the length of the information element excluding the Type and Length field.

For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.

Table 9.1: Information Element types for GTPv2

	IE Type value (Decimal)
	Information elements
	Comment / Reference

	0
	Reserved
	

	1
	International Mobile Subscriber Identity (IMSI)
	Extendable /

	2
	Cause
	Extendable /

	3
	Recovery (Restart Counter)
	Extendable /

	4-70
	Reserved for other protocols (e.g. S101 AP)
	Extendable /

	71
	Access Point Name (APN)
	Extendable /

	72
	Aggregate Maximum Bit Rate (AMBR)
	Extendable /

	73
	EPS Bearer ID (EBI)
	Extendable /

	74
	IP Address
	Extendable /

	75
	Mobile Equipment Identity (MEI)
	Extendable /

	76
	MSISDN
	Extendable /

	77
	Indication
	Extendable /

	78
	Protocol Configuration Options (PCO)
	Extendable /

	79
	PDN Address Allocation (PAA)
	Extendable /

	80
	EPS Bearer Level Quality of Service (Bearer QoS)
	Extendable /

	81
	Service Data Flow Level Quality of Service (Flow QoS)
	Extendable /

	82
	RAT Type
	Not Extendable /

	83
	Serving Network
	Extendable /

	84
	TEID-C
	Not Extendable /

	85
	TEID-U
	Not Extendable /

	86
	TEID-U with EPS Bearer ID
	Extendable /

	87
	EPS Bearer Level Traffic Flow Template (Bearer TFT)
	Extendable /

	88
	Service Data Flow Level Traffic Flow Template (Flow TFT)
	Extendable /

	89
	User Location Info (ULI)
	Extendable /

	90
	Fully Qualified Tunnel Endpoint Identifier (F-TEID)
	Extendable / 

	91
	Scope Indicator
	Extendable /

	92
	Protocol Type
	Extendable /

	93
	Legacy Quality of Service (QoS)
	Extendable/

	94
	S103 PDN Data Forwarding Info
	Extendable /

	95
	S1-U Data Forwarding Info
	Extendable /

	96
	Delay Value
	Extendable /

	97
	Bearer ID List
	Extendable /

	98
	Bearer Context List
	Extendable /

	99
	S101-IP-Address
	Extendable /

	100
	S102-IP-Address
	Extendable /

	x
	F-Container
	Extendable /

	z
	F-Cause
	Extendable /

	m
	Selected PLMN ID
	Extendable /

	o
	Target Identification
	Extendable /

	p
	Cell Identification
	Extendable /

	r
	RAB Context List
	Extendable /

	s
	Source RNC PDCP Context Info
	Extendable /

	t
	NSAPI
	Extendable /

	u
	Packet Flow ID
	Extendable /

	x-254
	Spare. For future use.
	FFS

	255
	Private Extension
	Extendable /


* * * Next Change * *(7)* *
9.x 
Fully Qualified Container (F-Container)
Fully Qualified Container (F-TEID) is coded as this is depicted in Figure 9.x.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = x (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Spare1111
	Container Type
	

	
	5-(n+4)
	F-Container field
	


Figure 9.x: Full Qualified Container(F-Container)
The Container Type is coded as below :
-
If this field is set to 1, then the F-Container field present the UTRAN transparent container.

-
If this field is set to 2, then the F-Container field present the BSS container.
-
If this field is set to 3, then the F-Container field present the E-UTRAN transparent container.
* * * Next Change * *(9)* *
9.z 
Fully Qualified Cause (F-Cause)
Fully Qualified Cause (F- Cause) is coded as this is depicted in Figure 9.z.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = z (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Spare1111
	Cause Type
	

	
	5-(n+4)
	F-Cause field
	


Figure 9.z: Full Qualified Cause (F-Cause)
The Cause Type is coded as below :

-
If this field is set to 1, then the F- Cause field present the RANAP Cause.

-
If this field is set to 2, then the F- Cause field present the BSSGP Cause.
-
If this field is set to 3, then the F- Cause field present the S1-AP Cause.
* * * Next Change * *(12)* *
9.m 
Selected PLMN ID
The Selected PLMN ID IE contains the core network operator selected for tne UE in a shared network. Octets 4-6 shall be encoded as the content part of the ‘Selected PLMN Identity’ parameter in 3GPP TS 36.413 [x].
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = m (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-(n+3)
	Selected PLMN ID
	


Figure 9.m: Selected PLMN ID
* * * Next Change * *(14)* *
9.o 
Target Identification
The Target Identification information element contains the identification of a target RNC or a target eNodeB.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = o (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Target Type
	

	
	5-(n+3)
	Target ID
	


Figure 9.o: Target Identification
Target type values are specified in Table 9.o.

Table 9.o: Target type values and their meanings

	Location Types
	Values (Decimal)

	RNC ID
	0

	eNodeB ID
	1

	<spare>
	2-255


* * * Next Change * *(15)* *
9.p 
Target Identification

The Target Identification information element is coded as this is depicted in Figure 9.p.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = p (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-11
	Target Cell ID
	

	
	12
	Source Type
	

	
	13-(n+3)
	Source ID
	


Figure 9.p: Target Identification

Source type values are specified in Table 9.p.

Table 9.p: Target type values and their meanings

	Location Types
	Values (Decimal)

	Cell ID
	0

	RNC ID
	1

	eNodeB ID
	2

	<spare>
	3-255


* * * Next Change * *(16)* *
9.t 
NSAPI
The NSAPI information element contains an NSAPI identifying a PDP Context.

The spare bits x indicate unused bits, which shall be set to 0 by the sending side, and the sending side shall not evaluate them.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = o (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-(n+3)
	Spare1111
	NSAPI
	


Figure 9.t: NSAPI

9.u 
Packet Flow ID
The Packet Flow Id information element contains the packet flow identifier assigned to a PDP context as identified by NSAPI. 
The spare bits x indicate unused bits, which shall be set to 0 by the sending side and which shall not be evaluated by the receiving side.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = o (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4
	Spare1111
	NSAPI
	

	
	5-(n+4)
	Packet Flow ID
	


Figure 9.u: Packet Flow ID
* * * Next Change * *(17)* *
9.r 
RAB Context List
The RAB context list information element contains sequence number status for one RAB in RNC, which corresponds to one PDP context. The RAB context List is transferred between the RNCs via the SGSNs at inter SGSN hard handover.

NSAPI identifies the PDP context and the associated RAB for which the RAB context list IE is intended.
DL GTP-U Sequence Number is the number for the next downlink GTP-U T-PDU to be sent to the UE.

UL GTP-U Sequence Number is the number for the next uplink GTP-U T-PDU to be tunnelled to the SGW.

DL PDCP Sequence Number is the number for the next downlink PDCP-PDU to be sent to the UE.

UL PDCP Sequence Number is the number for the next uplink PDCP-PDU to be received from the UE.
Table 9.r: RAB Context List

	RAB Context List IE Type = r (decimal)

	Length = n (decimal)

	# of RABs = m (decimal)

	For RAB:


	NSAPI
	C
	Shall be included if the source node is a RNC
	1
	

	DL GTP-U Sequence Number
	C
	None
	1
	

	UL GTP-U Sequence Number
	C
	None
	1
	

	DL PDCP Sequence Number
	C
	None
	1
	

	UL PDCP Sequence Number
	C
	None
	1
	


* * * Next Change * *(18)* *
9.s 
Source RNC PDCP context info
The purpose of the Source RNC PDCP context info IE is to transfer RNC PDCP context information from a source RNC to a target RNC during an SRNS relocation.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = s (decimal)
	

	
	2-3
	Length = n (decimal)
	

	
	4-(n+3)
	RRC Container
	


Figure 9.s: Source RNC PDCP context info
* * * Next Change * *(18)* *
  [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

  [2]
3GPP TS 23.003: "Numbering, addressing and identification".

  [3]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

  [4]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

  [5]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

  [6]
IETF RFC 791 (STD 0005): "Internet Protocol", J. Postel.

  [7]
IETF RFC 768 (STD 0006): "User Datagram Protocol", J. Postel.
  [x]
3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access (E-UTRA) ; S1 Application Protocol (S1AP)".
