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1. Introduction
TDOC C4-081815 discussed in the last CT4 meeting, proposed to modify the current handling of the Error in Assignment Type as described in 3GPP TS 29.228 clause 8.1.3:
“

8.1.3
Error in S-CSCF assignment type

If the Server-Assignment-Type in the Server-Assignment-Request command sent by the S-CSCF to the HSS is not allowed, e.g. Server-Assignment-Type set to UNREGISTERED_USER for a Public User Identity already registered, the HSS shall send a response to the S-CSCF with the Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE.

”
The proposed modification was to send DIAMETER_SUCCESS and the User Profile instead of DIAMETER_ERROR_IN_ASSIGNMENT_TYPE. 

There was no agreement on whether this change was required and on whether it should be part of IMS Restoration Procedures or general to all Release 8 Cx. This paper discusses the issue and proposes a conclusion.
2. Reason for Change
The Editor’s notes in 3GPP TS 23.380 v0.1.0 clauses 4.3.2 and 4.3.3 need to be sorted out. This paper proposes the following reasoning:

- Most likely, the cause of the error in assignment type described in 3GPP TS 29.228 clause 8.1.3 will be loss of data in the S-CSCF.

- The problem of loss of data in the S-CSCF was addressed in 3GPP TR 23.820 and the solution provided in the TR provides a consistent handling for SIP requests.


- The proposed solution in C4-081815 results in:

- An inconsistent state in the network (the user is registered in the HSS, but unregistered in the S-CSCF). This might result in other network elements sending requests to the S-CSCF with the assumption that the user is registered and causing an unexpected behavior.
- A bad user experience (the user sees itself as registered, but the terminating SIP requests directed to this user do not reach him and are directed to a SIP-AS instead).

- The proposed solution in C4-081815 is also not related with IMS Restoration Procedures, in which the assumption is that the S-CSCF stores information in the HSS, and seems to apply to the general case when IMS Restoration Procedures are not supported.
3. Conclusions

The proposed conclusion is to leave the proposed change of the handling of Error in Assignment type out of the scope of 3GPP TS 23.380. The TS already provides means to solve the problem implementing proper IMS Restoration Procedures in S-CSCF and HSS, thus avoiding partial solutions that seem to have significant drawbacks.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.380 v0.1.0.
* * * First Change * * * *

4.3.2
S-CSCF Restoration after Restart

The S-CSCF lost all user data if it restarts after a failure or it is unable to trust any data after it resumes operation, due to the fact that it may have lost profile updates from the HSS in the service interruption period. If such a S-CSCF receives a terminating service request from the I-CSCF, it sends an SAR to the HSS for unregistered service data. In this case, HSS and S-CSCF proceed as indicated in 3GPP TS 29.228 [3], except that 
- 

if the Public User Identity is stored as registered in the HSS, and there are S-CSCF restoration information related to the Public User Identity stored in the HSS, the HSS shall send the S-CSCF restoration information together with the user profile in the SAA. The result code shall be set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE. The S-CSCF shall trigger matched registered services for the Public User Identity.


If there are more than one group of S-CSCF restoration information related to the Public User Identity, which may happen if the Public User Identity is shared by multiple Private User Identities, the HSS shall include all of the S-CSCF restoration information in the SAA. One group of S-CSCF restoration information corresponds to one Private User Identity.

If the S-CSCF restoration information received includes the UE’s subscription information, the S-CSCF shall construct a NOTIFY message according to the information and send it to the UE to trigger a new registration at anytime after normal processing of the terminating request.

4.3.3
S-CSCF Restoration after Failure

If the S-CSCF returned by the HSS during location query procedure fails, the I-CSCF is unable to contact the S-CSCF during terminating procedure. In this case, the I-CSCF shall send LIR to the HSS to explicitly request S-CSCF capabilities. If the HSS returns the S-CSCF capabilities to the I-CSCF, after re-selection of another S-CSCF according to the S-CSCF capabilities, the I-CSCF shall forward the service request to the new S-CSCF. The HSS and this new S-CSCF shall behave as described in clause 4.3.2, except that the HSS shall overwrite the S-CSCF name when receiving the SAR request, only if there is a previous explicit LIR request for S-CSCF capabilities. 

· 
· 



* * * Next Change * * * *

4.5
SIP-AS Originating Procedure

4.5.1
Introduction

The following clauses specify the behaviour of HSS, I-CSCF and S-CSCF if they support the IMS Restoration feature.
Editor’s Note: It needs to be checked whether just one feature is needed or several sub-features for the different parts of the IMS Restoration.
4.5.1
S-CSCF Restoration after Restart

The restoration procedures in section 4.3.2 for UE terminating procedure shall also be applied to SIP-AS originating procedure.
Editor’s Note: 
The possibility to complete SIP-AS Originating procedures on behalf of registered users in the absence of IMS Restoration information in the HSS is FFS.
It needs to be investigated whether in this case, the HSS could send the registration status information of the Public User Identity with the user profile in the SAA, and if the user is reported to be registered in the HSS, the S-CSCF could trigger matched registered services for the Public User Identity.

4.5.2
S-CSCF Restoration after Failure

If the application server sends the originating service request on behalf of the user directly to the S-CSCF, and the S-CSCF can not be contacted, after timeout, the application server shall resend the originating service request to the I-CSCF.

If the application server sends the originating service request directly to the I-CSCF, or resends the originating service request to the I-CSCF due to the S-CSCF can not be contacted, the restoration procedures in section 4.3.3 for UE terminating procedure shall also be applied to the application server originating procedure with the following differences.
Editor’s Note: 
The possibility to complete SIP-AS Originating procedures on behalf of registered users in the absence of IMS Restoration information in the HSS is FFS.
It needs to be investigated whether in this case, the HSS could send the registration status information of the Public User Identity with the user profile in the SAA, and if the user is reported to be registered in the HSS, the S-CSCF could trigger matched registered services for the Public User Identity.


