3GPP TS 29.238 V0.0.0 (2008-06)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

Interconnection Border Control Function (IBCF) – 
Transition Gateway (TrGW);

Ix Interface;
Stage 3

(Release 8)


[image: image3.emf]DNS

P-CSCF

IP-CAN

UE

S-CSCF

I-CSCF

TrGW

Signalling

                  Bearer

IMS network

Mx

HSS

Ix

Mx

Other IMS/SIP

network

THIG

IBCF

ALG

Border Control 

Functions

BGCF

Mx

Mx

 

IWU  

UP - IWU  

SIP - I  

Media/ RTP   /UDP/IP  

Physical (G)MSC - S node  

Physical CS - MGW node  

Mc  

CS network


The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
 
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
 
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

UMTS, IP, Multimedia

3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2008, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TTA, TTC).

All rights reserved.


Contents

5Foreword

1
Scope
5
2
References
6
3
Definitions, symbols and abbreviations
6
3.1
Definitions
6
3.2
Symbols
7
3.3
Abbreviations
7
4
Applicability
7
4.1
Architecture
7
5
Profile Description
7
5.1
Profile Identification
7
5.2
Summary
7
5.3
Gateway Control Protocol Version
7
5.4
Connection model
8
5.5
Context attributes
8
5.6
Terminations
8
5.6.1
Termination names
8
5.6.1.1
IP Termination
8
5.6.1.1.1
Overview and prose specification
8
5.6.2
Multiplexed terminations
8
5.7
Descriptors
8
5.7.1
TerminationState Descriptor
8
5.7.2
Stream Descriptor
8
5.7.2.1
LocalControl Descriptor
9
5.7.3
Events descriptor
9
5.7.4
EventBuffer descriptor
9
5.7.5
Signals descriptor
9
5.7.6
DigitMap descriptor
9
5.7.7
Statistics descriptor
9
5.7.8
ObservedEvents descriptor
9
5.7.9
Topology descriptor
9
5.7.10
Error descriptor
9
5.8
Command API
10
5.8.1
Add
10
5.8.2
Modify
10
5.8.3
Subtract
10
5.8.4
Move
10
5.8.5
AuditValue
10
5.8.6
AuditCapabilities
10
5.8.7
Notify
10
5.8.8
ServiceChange
10
5.8.9
Manipulating and auditing context attributes
10
5.9
Generic command syntax and encoding
10
5.10
Transactions
11
5.11
Messages
11
5.12
Transport
11
5.13
Security
11
5.14
Packages
11
5.14.1
Overview
11
5.14.2
Package usage information
12
5.15
Mandatory support of SDP and Annex C information elements
12
5.16
Optional support of SDP and Annex C information elements
13
5.17
Overview of Procedures
13
5.17.1
Overview of Session Dependent Procedures
13
5.17.1.1
Gate control
13
5.17.1.2
Allocation and translation of IP addresses, ports and versions (NAPT-PT)
13
5.17.1.3
Support of Hosted NAT Traversal
13
5.17.1.4
QoS marking
14
5.17.1.5
Bandwidth control – Reservation, Allocation and Policing
14
5.17.1.6
Usage metering and statistics reporting
14
5.17.1.7
RTCP Handling
14
5.17.1.9
Media Inactivity
14
5.17.1.10
IP Realm/Domain Indication
14
5.17.1.11
Two-Stage BGF Resource Reservation
14
5.17.1.12
Hanging Termination Detection
14
5.17.1.13
Real Time Statistics Reporting
14
5.17.1.14
Transcoding
14
5.17.2
Overview of Session Independent Procedures
14
5.18
Session Dependent Procedures (Command Level Details)
14
5.19
Non-Session Related Use Cases
15
5.20
Session Independent Procedures (Command Level Details)
15
Annex B (informative): Change history
16


Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document describes the protocol to be used on the Interconnection Border Control Function (IBCF) – Transition Gateway (TrGW) interface. The basis for this protocol is the H.248 protocol as specified in ITU-T. Profile provides MG control function for IMS and CS Border Control. The IMS architecture is described in 23.228. The underlying reference model and stage 2 information is described in Annex I of TS 23.228. The CS architecture is described in Annex A of TS 29.235.
This specification describes the application of H.248 on the Ix interface (see Figure 1). Required extensions use the H.248 standard extension mechanism. In addition certain aspects of the base protocol H.248 are not needed for this interface and thus excluded by this profile.
[image: image1.jpg]K oy




Figure 1.1: Reference model for Border Control Functions 

The present document is valid for a 3rd generation PLMN (UMTS) complying with Release 8 and later. 

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[2]
ITU-T Recommendation H.248.1 (05): "Gateway Control Protocol: Version 3" 
[3]
ETSI ES 283 018 V2.3.0 (2008-05): "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: H.248 Profile for controlling Border Gateway Functions (BGF) in the Resource and Admission Control Subsystem (RACS); Protocol specification"
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Ix
Interface between IBCF and TrGW.
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

xxx
yyy
4
Applicability
The support of the Ix interface capability set shall be identified by the H.248 Ix profile and support of this profile shall be indicated in H.248 ServiceChange procedure (during the (re-)registration phase(s)).
4.1
Architecture
See Annex I of TS 23.228 and Annex A of TS 29.235
5
Profile Description
5.1
Profile Identification

Table 5.1.1: Profile Identification

	Profile name:
	threegIBCF

	Version:
	1


5.2
Summary

This profile supports the control of the following functionality (IP-to-IP) Transition Gateways:

· opening and closing gates;

· allocation and translation of IP addresses and port numbers (NAPT);

· IP realm/domain indication (via H.248.41);

· interworking between IPv4 and IPv6 networks (NAPT-PT);

· overload control (at H.248 interface).

5.3
Gateway Control Protocol Version

ITU-T Recommendation H.248.1 Version 3 [2].

NOTE:
Version 3 of the H.248 protocol is needed, due to the possible usage of stream statistics.

5.4
Connection model

Table 2: Connection Model

	Maximum number of contexts:
	Provisioned

	Maximum number of terminations per context:
	2

	Allowed terminations type combinations:
	(IP,IP)


5.5
Context attributes

Table 3: Context Attributes

	Context Attribute
	Supported
	Values Supported

	Topology
	No
	NA

	Priority Indicator
	Yes
	0 to15

	Emergency Indicator
	Yes
	ON/OFF

	IEPS Indicator
	No
	NA

	ContextAttribute Descriptor
	No
	NA

	ContextIdList Parameter
	No
	NA

	AND/OR Context Attribute
	No
	NA


5.6
Terminations

5.6.1
Termination names

5.6.1.1
IP Termination

5.6.1.1.1
Overview and prose specification
<The TerminationID structure>
5.6.2
Multiplexed terminations

	Multiplex terminations supported?
	<Yes/No>


If yes then:

	Multiplex types supported:
	< H.221, H.223, H.226, V.76, N ( 64K>

	Maximum number of terminations connected to multiplex:
	<Integer>


Are multiplexed terminations used? If so describe.

5.7
Descriptors

5.7.1
TerminationState Descriptor

5.7.2
Stream Descriptor

	Maximum number of streams per termination type
	<TerminationType>
	<Integer>


If more than 1:

	Stream Configuration:
	<Describe the allowed configurations. Is more than one audio stream allowed? Etc.>


5.7.2.1
LocalControl Descriptor


Are the ReserveGroup and ReserveValue properties used?

	If not generic list appropriate termination and stream types.
	Termination Type
	Stream Type

	ReserveGroup used:
	<Yes/No>
	<Type>
	<Type>

	ReserveValue used:
	<Yes/No>
	<Type>
	<Type>


Which StreamMode Mode values are used?

	Termination Type
	Stream Type
	Allowed StreamMode Values

	<Type>
	<Type>
	<SendOnly, RecvOnly, SendRecv, Loopback>

	
	
	


5.7.3
Events descriptor

All events contained in this profile may be set on any termination/stream [with the following exceptions].

NOTE – The text in [] is optional and only included if there are such exceptions.

	Events settable on termination types and stream types:
	<Yes/No>

	If yes
	EventID 
	Termination Type 
	Stream Type

	
	<Event name and Identity e.g. Generic Error Event (g/cause, 0x0001/0x0001)>
	<Type>
	<Stream Type e.g. Audio/Video/Data or StreamID>


Is EventBuffer Control used?

	EventBuffer Control used:
	<Yes/No>


Is event KeepActive used?

	KeepActive used on events:
	<Yes/No>


Is embedding in Events used?

	Embedded events in an Events Descriptor:
	<Yes/No>

	Embedded signals in an Events Descriptor:
	<Yes/No>


Are Regulated EmbeddedEvents Supported?

	Regulated Embedded events are triggered on:
	<None / Specify individual event>


Is the ResetEventsDescriptor Flag used?

	ResetEventsDescriptor used with events:
	<All / None / Specify individual event>


What Notification Behaviour is supported?

	NotifyImmediate:
	<ALL Events / None / Specify individual events>

	NotifyRegulated:
	<ALL Events / None / Specify individual events>

	NeverNotify:
	<ALL Events / None / Specify individual events>


5.7.4
EventBuffer descriptor

Is this supported?

	EventBuffer Descriptor used:
	<Yes/No>

	If yes
	EventIDs
	<Event name and Identity e.g. Generic Error Event (g/cause, 0x0001/0x0001) or ALL>


5.7.5
Signals descriptor

All signals contained in this profile may be set on any termination/stream [with the following exceptions].

NOTE – The text in [] is optional and only included if there are such exceptions.

	The setting of signals is dependant on termination or streams types:
	<Yes/No>

NOTE – “No” means that all signals can be played on any termination or stream. If “Yes”, any signal not listed below may be played on any termination or stream.

	If yes
	SignalID 
	Termination Type 
	Stream Type / ID

	
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001)>
	<Type>
	<Stream Type eg. Audio/Video/Data or StreamID>


Are signal lists supported? If supported what is the maximum number of signals per list per termination/stream type supporting lists.

	Signals Lists supported:
	<Yes/No>

	If yes
	Termination Type Supporting Lists:
	<Type/ALL>

	
	Stream Type Supporting lists:
	<Type/ALL>

	
	Maximum number of signals to a signal list:
	<Integer>

	
	Intersignal delay parameter supported:
	<Yes/No>


Is overriding signal type and duration supported?

	Signal type and duration supported:
	<Yes/No>

	If yes
	SignalID 
	Type or duration override

	
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001) or “ALL”>
	<Type, Duration, Both>


Is Signal Direction supported?

	Signal Direction supported:
	<Yes/No>


Is “notifyCompletion” supported? What types are supported? Is the RequestID used with “NotifyCompletion”?

	NotifyCompletion supported:
	<Yes/No>

	If yes
	SignalID 
	Type of completion supported

	
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001) or ALL>
	<ALL, TO, EV, ED, NC, PI>

	RequestID Parameter supported:
	<Yes/No>


Can multiple signals be played simultaneously?

	Signals played simultaneously:
	<Yes/No>

	If yes
	SignalIDs that can be played simultaneously:
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001) or ALL>


Is ‘KeepActive” supported for signals?

	KeepActive used on signals:
	<Yes/No>


5.7.6
DigitMap descriptor


Are DigitMaps supported? If so describe the names, structures and timers.

	DigitMaps supported:
	<Yes/No>

	If yes
	DigitMap Name 
	Structure
	Timers

	
	<name>
	<Describe>
	<timers>


5.7.7
Statistics descriptor

Are statistics supported on terminations, streams or both?

	Statistics supported on:
	<Termination / Stream / Both>


Are statistics to be reported?

	Statistics reported on Subtract:
	<Yes/No>

	If yes
	StatisticIDs reported:
	<Statistics name and Identity e.g. Packets Sent (rtp/ps, 0x00c/0x0004) or ALL>


5.7.8
ObservedEvents descriptor

Is the detection time supported?

	Event detection time supported:
	<Yes/No>


5.7.9
Topology descriptor

If used what are the allowed settings?

	Allowed triples:
	<(T1, T2, oneway) etc.>


5.7.10
Error descriptor

Which H.248.8 and package defined error codes are supported?

Error Codes sent by the MGC:

	Supported H.248.8 Error Codes:
	<ALL H.248.8, list of individual numbers>

	Supported Error Codes defined in packages:
	For a list of error codes see clauses 5.14.x <Reference to the appropriate clause in 5.14 below> 


Error Codes sent by the MG:

	Supported H.248.8 Error Codes:
	<ALL H.248.8, list of individual numbers>

	Supported Error Codes defined in packages:
	For a list of error codes see clauses 5.14.x <Reference to the appropriate clause in 5.14 below> 


5.8
Command API

NOTE – It is assumed that an Error Descriptor may be returned in any command reply.

5.8.1
Add

What descriptors can be used in an Add request?

	Descriptors used by Add request:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit>


What descriptors can be used in an Add reply?

	Descriptors used by Add reply:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit, Statistics>


5.8.2
Modify

What descriptors can be used in a Modify request?

	Descriptors used by Modify request:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit>


What descriptors can be used in a Modify reply?

	Descriptors used by Modify reply:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit>


5.8.3
Subtract

Can an Audit Descriptor be used in a Subtract request?

	Descriptors used by Subtract request:
	<Audit>


Can a Statistics Descriptor be used in a Subtract reply?

	Descriptors used by Subtract reply:
	<Statistics>


5.8.4
Move

Is the Move command used? Some context configurations may not use this. 

	Move command used:
	<Yes/No>


If used:

	Descriptors used by Move request:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit, Statistics>

	Descriptors used by Move reply:
	<Media, Mux, Events, EventBuffer, Signals, DigitMap, Audit, Statistics>


5.8.5
AuditValue

Which descriptors and/or individual properties, signal, events or statistics can be audited?

	Audited Properties:
	<Property name and Identity e.g. Maximum number of contexts (Root/maxNumberOfContexts, 0x0002/0x0001), ALL or None>
	<Descriptor: Local, Remote, LocalControl, TerminationState>

	Audited Statistics:
	<Statistics name and Identity e.g. Packets Sent (rtp/ps, 0x00c/0x0004), ALL or None>

	Audited Signals:
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001), ALL or None>

	Audited Events:
	<Event name and Identity e.g. Generic Error Event (g/cause, 0x0001/0x0001), ALL or None>

	Packages Audit possible:
	Can the Package Descriptor be audited?

<Yes/No>


5.8.6
AuditCapabilities

Which descriptors and/or individual properties, signal, events or statistics can be audited?

	Audited Properties:
	<Property name and Identity e.g. Maximum number of contexts (Root/maxNumberOfContexts, 0x0002/0x0001), ALL or None>
	<Descriptor: Local, Remote, LocalControl, TerminationState>

	Audited Statistics:
	<Statistics name and Identity e.g. Packets Sent (rtp/ps, 0x00c/0x0004), ALL or None>

	Audited Signals:
	<Signal name and Identity e.g. Playtone (tonegen/pt, 0x0003/0x0001), ALL or None>

	Audited Events:
	<Event name and Identity e.g. Generic Error Event (g/cause, 0x0001/0x0001), ALL or None>


Is scoped auditing possible?

	Audited Properties / ContextAttributes used for a scoped audit :
	<None / ALL / Specify individual>


5.8.7
Notify

Which descriptors can be used in a Notify Command?

	Descriptors used by Notify Request or Reply:
	<ObservedEvents, Error>


.

5.8.8
ServiceChange

Which ServiceChangeMethods and Reasons are supported?

ServiceChangeMethods and ServiceChangeReasons sent by MGC:

	Service Change Methods Supported:
	ServiceChange Reasons supported:

	< Graceful, Forced, Restart, Handoff, Failover, ALL, Other?>
	< 900 – 920 >


ServiceChangeMethods and ServiceChangeReasons sent by MG:

	Service Change Methods Supported:
	ServiceChange Reasons supported:

	< Graceful, Forced, Restart, Disconnected, Handoff, Failover, ALL, Other?>
	< 900 – 920 >


Is ServiceChangeAddress used?

	ServiceChangeAddress used:
	<Yes/No>


Is ServiceChangeDelay used?

	ServiceChangeDelay used:
	<Yes/No>

	If yes
	Valid time period:
	<0 - x> ms


Is ServiceChangeIncomplete Flag used?

	ServiceChange Incomplete Flag used:
	<Yes/No>


Which version of H.248.1 is used by ServiceChangeVersion? The lowest value here should be the minimum version defined in 5.3.

	Version used in ServiceChangeVersion:
	<1, 2, 3>


Can multiple profiles be supported according to H.248.18?

	Profile negotiation as per H.248.18:
	<Yes/No>


5.8.9
Manipulating and auditing context attributes

Which Context Attributes may be manipulated and/or audited?

	Context Attributes Manipulated:
	<Topology, Emergency, Priority, IEPS Indicator, ContextAttribute Descriptor (list attribute names), ALL>

	Context Attributes Audited:
	<Topology, Emergency, Priority, IEPS Indicator, ContextAttribute Descriptor (list attribute names), ALL>


5.9
Generic command syntax and encoding

Specifies what encodings are supported by the profile. 

	Supported Encodings:
	<Text and Binary, Binary, Text>


5.10
Transactions

What is the maximum number of TransactionRequest/TransactionReplies per message?

	Maximum number of TransactionRequests / TransactionReplies / TransResponseAcks / Segment Replies per message:
	<Integer>


What is the maximum number of commands per TransactionRequest?

	Maximum number of commands per TransactionRequest:
	<Integer>


What is the maximum number of commands per TransactionReply?

	Maximum number of commands per TransactionReply:
	<Integer>


Can commands be marked “Optional”? Describe.

	Commands able to be marked “Optional”:
	<Add, Modify, Move, Subtract, Auditvalue, Auditcapability, Servicechange, All, None>


Specify the values of the transaction timers

	Transaction Timer:
	Value

	normalMGExecutionTime
	<Integer or “Provisioned”>

	normalMGCExecutionTime
	<Integer or “Provisioned”>

	MGOriginatedPendingLimit
	<Integer or “Provisioned”>

	MGCOriginatedPendingLimit
	<Integer or “Provisioned”>

	MGProvisionalResponseTimerValue
	<Integer or “Provisioned”>

	MGCProvisionalResponseTimerValue
	<Integer or “Provisioned”>


.

5.11
Messages

MGC/MG Naming Conventions: MID addressing associated with the names of the MGC/MG.

<Describe>

Indicate the maximum number of transactions per message (this table may be omitted if not significant)

	Maximum number of transactions per message:
	<Integer >


5.12
Transport

Editor’s comment: should we get rid of UDP …?
Table 5.12.1: Transport

	Supported Transports:
	SCTP (Recommended)

UDP (Optional)


Table 5.12.2: Segmentation

	Segmentation Supported:
	SCTP: Inherent in Transport

UDP: Optional (dependent on support of Segmentation Package, see clause 5.14.2.12)


Table 5.12.3: Control Association

	Control Association Monitoring Supported:
	Monitoring mechanism is dependent on used H.248 transport (see above table 5.12/1):

SCTP: 
inherent capability of SCTP.

UDP: 

H.248.14 (MG-driven monitoring).

Empty AuditValue on ROOT (MGC-driven monitoring).


5.13
Security

Specifies the security mechanisms used.

	Supported Security:
	<None, Interim AH Scheme, IPSec>


5.14
Packages

For the purpose of the present document introduction of clause 5.14 of [3] applies.

5.14.1
Overview

Editor’s comment: there might be even more packages which are not required for Iq…
Table 5.14.1.1: Mandatory Packages

	Mandatory Packages:

	Package Name
	Package ID
	Version

	Generic (H.248.1 Annex E.1)
	g
	2

	Base root (H.248.1 Annex E.2)
	root
	2

	Network (H.248.1 Annex E.11)
	nt
	1

	Diffserv (H.248.52)
	ds
	1

	Gate management (H.248.43)
	gm
	1

	Traffic management (H.248.53)
	tman
	1

	IP NAPT traversal (H.248.37)
	ipnapt
	1

	IP Domain Connection (H.248.41)
	ipdc
	1


 

Table 5.14.1.2: Optional Packages

	Optional Packages:

	Package Name
	Package ID
	Version
	Support dependent on:

	
	
	
	

	VLAN                                      (H.248.56 – see [11]) 
	vlan
	1
	Support of VLAN tags and/or Ethernet priorities 

	MGC Information     (H.248.45 – see [4])                
	mgcinfo
	1
	Support of MGC related recovery. 

	Inactivity Timer (H.248.14 – see [13])             
	it
	1
	Only applicable for UDP transport. 

	Segmentation (H.248.1 Annex E.14 – see [1])
	seg
	1
	Applicable for UDP transport where sufficiently large messages are required to be supported. 

	RTP (H.248.1 Annex E.12 – see [1])
	rtp
	1
	Support of usage metering and statistics reporting. Particular package capabilities are only applicable for “media-aware” bearer connections.

	Application Data Inactivity Detection (H.248.40 – see [12])
	adid
	1
	MGC requires to be explicitly informed of a cessation of an application data flow. 

	Media Gateway Overload Control (H.248.11 – see [15])
	ocp
	1
	Support of message throttling, based on rate limitation, from MGC towards MG.

	Hanging Termination Detection (H.248.36 – see [24])
	hangterm
	1
	Support of Hanging Termination Detection

	Statistics Conditional Reporting (H.248.47 – see [25])
	scr
	1
	Support of real time reporting of specific statistics based on a particular condition. This package may be supported as an operator option.

	Gate management (draft H.248.43  – see[16])
	gm
	2
	Support of filtering based on source port range


5.14.2
Package usage information

Package Usage Information:

5.14.x
<Package Name>

	Properties 
	Mandatory/

Optional
	Used in command:
	Supported Values:
	Provisioned Value:

	<name and Identity e.g. Packets Sent (rtp/ps, 0x000c/0x0004), ALL or None>
	<M/O>
	<ADD, MOD, MOVE, AUDITVALUE, AUDITCAP>
	<Values / ALL >
	<Value / Not Applicable>

	Signals 
	Mandatory/

Optional
	Used in command:
	Duration Provisioned Value:

	<name and Identity >
	<M/O>
	<ADD, MOD, MOVE, AUDITVALUE, AUDITCAP>
	<Value / Not Applicable>

	
	Signal Parameters
	Mandatory/
Optional
	Supported Values:
	Duration 

Provisioned Value:

	
	<name and Identity>
	<M/O>
	<Values / ALL>
	<Value / Not Applicable>

	Events
	Mandatory/

Optional
	Used in command:

	<name and Identity >
	<M/O>
	<ADD, MOD, MOVE, NOTIFY, AUDITVALUE, AUDITCAP>

	
	Event

Parameters
	Mandatory/

Optional
	Supported

Values:
	Provisioned Value:

	
	<name and Identity>
	<M/O>
	<Values / ALL>
	<Value / Not Applicable>

	
	ObservedEvent

Parameters
	Mandatory/

Optional
	Supported

Values:
	Provisioned Value:

	
	<name and Identity>
	<M/O>
	<Values / ALL>
	<Value / Not Applicable>

	Statistics
	Mandatory/

Optional
	Used in command:
	Supported Values:

	<name and Identity >
	<M/O>
	<ADD, MOD, MOVE, SUBTRACT, AUDITVALUE, AUDITCAP>
	<Values / ALL >

	Error Codes
	Mandatory/ Optional

	<number>
	<M/O>


Additional restrictions may be tabulated as the user desires.

5.15
Mandatory support of SDP and Annex C information elements

Specifies what SDP attributes and Annex C information elements are to be supported.

	Supported Annex C and SDP information elements:

	Information Element
	Annex C Support
	SDP Support

	<name>
	<Annex C property>
	<Describe>


5.16
Optional support of SDP and Annex C information elements

Specifies what SDP attributes and Annex C information elements may be supported.

	Optional Annex C and SDP information elements:

	Information Element
	Annex C Support
	SDP Support
	Support Dependent on:

	<name>
	<Annex C property>
	<Describe>
	<Describe>


5.17
Overview of Procedures

Details of Session Dependent Procedures are provided in clauses 5.18. Details of Session Independent Procedures are provided in clauses 5.19 and 5.20. 
5.17.1
Overview of Session Dependent Procedures
The general procedures are related to session-dependent (also known as H.248 call-dependent) procedures. There are procedures in following categories:
5.17.1.1
Gate control

5.17.1.2
Allocation and translation of IP addresses, ports and versions (NAPT-PT)
5.17.1.10
IP Realm/Domain Indication

5.17.2
Overview of Session Independent Procedures

5.18
Session Dependent Procedures (Command Level Details)

5.19
Non-Session Related Use Cases

5.20
Session Independent Procedures (Command Level Details)
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