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1. Introduction
This document discusses the necessity and methods to update the S-CSCF name/address stored in the P-CSCF, after the restoration procedure selects a new S-CSCF. 

2. Reason for Change
In the current IMS restoration procedure, if the previously assigned S-CSCF fails and is lack of response, a new S-CSCF should be selected to perform the ongoing request. But the re-selection of S-CSCF causes some misalignment, that is, the S-CSCF name/address stored in the P-CSCF is not updated to the new one.  As the P-CSCF only stores or updates the S-CSCF name/address during the initial registration or re-registration, this misalignment will raise a little problem while the P-CSCF handling any UE originating request. 
When the P-CSCF receives the UE’s originating request, the P-CSCF would forward the request to the previous S-CSCF which is now lack of response. So the UE’s originating requests will failure.  Although at this time the P-CSCF could trigger the UE re-registration, it will prolong the normal procedure.  Another case is if at that point the previous S-CSCF recovers and deals with the incoming originating request from the UE, it will consequently raise confusion in the HSS.

To avoid this mistake, mechanism should be implemented to update the S-CSCF name/address stored in the P-CSCF after a new S-CSCF has been selected to server the UE. Some methods listed below can erase this misalignment:
1) The new S-CSCF informs the P-CSCF about the reassignment within forwarding terminating request 

It is based on the re-selection of S-CSCF is triggered by receiving a terminating request towards the UE. The S-CSCF itself could know the reselection due to the I-CSCF forwards the request with an indication. When the new S-CSCF forwards the request to the P-CSCF, such an indication can be included, so that the P-CSCF could know the reassignment of S-CSCF and update the local stored S-CSCF name/address. 

2) The new S-CSCF separately informs the P-CSCF about the reassignment using notification mechanism

When the new S-CSCF knows itself is a re-selected one, it can notify the P-CSCF about the reassignment of S-CSCF using notify message. This notification is separately preceded, may be after the finish of terminating request, or after receive the request forwarded by I-CSCF.

3) The new S-CSCF triggers the UE registration
It is based on the S-CSCF can get the UE’s subscription information from the HSS. If there is no any subscription information, the S-CSCF can hardly notify the UE to registration.

3. Conclusions

It is proposed to discuss the issue above and make a conclusion that which solution may be accepted. ZTE suggest the first solution.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.380 v0.1.0.
* * * First Change * * * *

4.3.3
S-CSCF Restoration after Failure

If the S-CSCF returned by the HSS during location query procedure fails, the I-CSCF is unable to contact the S-CSCF during terminating procedure. In this case, the I-CSCF shall send LIR to the HSS to explicitly request S-CSCF capabilities. If the HSS returns the S-CSCF capabilities to the I-CSCF, after re-selection of another S-CSCF according to the S-CSCF capabilities, the I-CSCF shall forward the service request to the new S-CSCF. 

If such a S-CSCF receives a terminating service request from the I-CSCF, it shall send SAR to the HSS for unregistered service data. If there was a previous request for capabilities from the I-CSCF, and

· if the Public User Identity is stored as unregistered in the HSS, the HSS shall overwrite the S-CSCF name and send the user profile in the SAA. The result code shall be set to DIAMETER_SUCCESS. The S-CSCF shall trigger matched unregistered services for the Public User Identity as normal.

· if the Public User Identity is stored as registered in the HSS, and there are S-CSCF restoration information related to the Public User Identity stored in the HSS, the HSS shall overwrite the S-CSCF name and send the S-CSCF restoration information together with the user profile in the SAA. The result code shall be set to DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED. The S-CSCF shall trigger matched registered services for the Public User Identity.

Editor’s Note: The case when the Public User Identity is stored as registered in the HSS, but there are no S-CSCF restoration information related to the Public User Identity stored in the HSS is FFS.

If there are more than one group of S-CSCF restoration information related to the Public User Identity, which may happen if the Public User Identity is shared by multiple Private User Identities, the HSS shall include all of the S-CSCF restoration information in the SAA. One group of S-CSCF restoration information corresponds to one Private User Identity.

If the S-CSCF restoration information received include the UE’s subscription information, the S-CSCF shall construct a NOTIFY message according to the information and send it to the UE to trigger a new registration at anytime after normal processing of the terminating request. 
After the new S-CSCF gets user’s profile and stored S-CSCF information from the HSS, the S-CSCF forwards the service request to the P-CSCF. Including in the forwarded request the S-CSCF carries an indication to inform the P-CSCF about the reassignment of S-CSCF. The P-CSCF then updates the local stored S-CSCF information.
* * * Next Change * * * *

4.5.2
S-CSCF Restoration after Failure

If the application server sends the originating service request on behalf of the user directly to the S-CSCF, and the S-CSCF can not be contacted, after timeout, the application server shall resend the originating service request to the I-CSCF.

If the application server sends the originating service request directly to the I-CSCF, or resends the originating service request to the I-CSCF due to the S-CSCF can not be contacted, the restoration procedures in section 4.3.3 for UE terminating procedure shall also be applied to the application server originating procedure with the following differences.

As specified in the section 4.3.3, after receiving SAR from the S-CSCF for unregistered service data, if the Public User Identity is stored as registered in the HSS but there are no S-CSCF restoration information related to the Public User Identity stored in the HSS, the HSS shall overwrite the S-CSCF name and send the user profile in the SAA. The result code shall be set to DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED for application server originating procedure, and the S-CSCF shall trigger matched registered services for the Public User Identity.
After the new S-CSCF gets user’s profile and stored S-CSCF information from the HSS, the S-CSCF may informs the P-CSCF about the reassignment of S-CSCF. The P-CSCF then updates the local stored S-CSCF information.
