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1. Introduction
This pseudo CR proposes to re-use existing AVPs and to refer to the spec where they are defined.
2. Reason for Change

To avoid multiple AVP definitions.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.272 version 1.0.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access ".
[3]
3GPP TS 23.003: "Numbering, addressing and identification".

[4]
IETF RFC 3588 "Diameter Base Protocol".
[5]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[6]
IETF RFC 4005 "Diameter Network Access Server Application".
[7]

IETF RFC 2234 "Augmented BNF for syntax specifications".

[ww]
3GPP TS 32.299: "Charging management; Diameter charging applications".
[xx]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol"
[yy]
3GPP TS 29.212: "Policy and Charging Control over Gx reference point"
[zz]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point"
* * * Next Change * * * *

6.3.1 
General
The following table describes the Diameter AVPs defined for the S6a interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.3/1: S6a specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Subscription-Data
	tbd
	6.3.2
	Grouped
	M, V
	
	
	
	

	Terminal-Information
	tbd
	6.3.3
	Grouped
	M, V
	
	
	
	No

	IMEI
	tbd
	6.3.4
	UTF8String
	M, V
	
	
	
	No

	Software-Version
	tbd
	6.3.5
	UTF8String
	M, V
	
	
	
	No

	Supported-RAT-Type
	tbd
	6.3.6
	UTF8String
	M, V
	
	
	
	No

	ULR-Flags
	tbd
	6.3.7
	Unsigned32
	M, V
	
	
	
	No

	ULA-Flags
Editor’s note: The ULA flag "Separation Indication" is not needed if interworking to pre-Rel8 HSS is forbidden by SA1/3.
	tbd
	6.3.8
	Unsigned32
	M, V
	
	
	
	No

	Visited PLMN Id
	tbd
	6.3.9
	OctetString
	M, V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Requested-Authentication-Info
	tbd
	6.3.13
	Grouped
	M, V
	
	
	
	No

	Number-Of-Requested-Vectors
	tbd
	6.3.14
	Unsigned32
	M, V
	
	
	
	No

	Re-Synchronization-Info
	tbd
	6.3.15
	OctetString
	M, V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	Immediate-Response-Preferred
	tbd
	6.3.16
	Unsigned32
	M, V
	
	
	
	No

	Authentication-Info
	tbd
	6.3.17
	Grouped
	M, V
	
	
	
	No

	EPS-Vector
	tbd
	6.3.18
	Grouped
	M, V
	
	
	
	No

	RAND
	tbd
	6.3.19
	OctetString
	M, V
	
	
	
	No

	XRES
	tbd
	6.3.20
	OctetString
	M, V
	
	
	
	No

	AUTN
	tbd
	6.3.21
	OctetString
	M, V
	
	
	
	No

	KASME
	tbd
	6.3.22
	OctetString
	M, V
	
	
	
	No

	Item-Number
	tbd
	6.3.23
	Unsigned32
	M, V
	
	
	
	No

	Cancellation-Type
	tbd
	6.3.24
	Enumerated
	M, V
	
	
	
	No

	DSR-Flags
	tbd
	6.3.25
	Unsigned32
	M, V
	
	
	
	No

	DSA-Flags
	tbd
	6.3.26
	Unsigned32
	M, V
	
	
	
	No

	Context-Identifier
	tbd
	6.3.27
	Unsigned32
	M, V
	
	
	
	No

	MSISDN
	tbd
	6.3.28
	OctetString
	M,V
	
	
	
	No

	Subscriber Status
	tbd
	6.3.29
	Enumerated
	M,V
	
	
	
	No

	Operator-Determined-Barring
	tbd
	6.3.30
	Enumerated
	M,V
	
	
	
	No

	Access-Restriction-Data
	tbd
	6.3.31
	UTF8String
	M,V
	
	
	
	No

	APN-OI-Replacement
	tbd
	6.3.32
	UTF8String
	M,V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	APN-Configuration-Profile
	tbd
	6.3.34
	Grouped
	M,V
	
	
	
	No

	APN-Configuration
	tbd
	6.3.35
	Grouped
	M,V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	EPS-Subscribed-QoS-Profile
	tbd
	6.3.37
	Grouped
	M,V
	
	
	
	No

	VPLMN-Dynamic-Address-Allowed
	tbd
	6.3.38
	Enumerated
	M,V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	ARP
	tbd
	6.3.40
	Unsigned32
	M,V
	
	
	
	No

	AMBR
	tbd
	6.3.41
	Grouped
	M,V
	
	
	
	No

	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	PDN-GW-Allocation-Type
	tbd
	6.3.44
	Enumerated
	M,V
	
	
	
	No

	PDN-GW-Identity
	tbd
	6.3.45
	FFS
	M,V
	
	
	
	No

	RAT-Frequency-Selection-Priority
	tbd
	6.3.46
	FFS
	M,V
	
	
	
	No

	IDA-Flags
	tbd
	6.3.47
	Unsigned32
	M, V
	
	
	
	No

	PUA-Flags
	tbd
	6.3.48
	Unsigned32
	M, V
	
	
	
	No

	NOR-Flags
	tbd
	6.3.49
	Unsigned32
	M, V
	
	
	
	No

	User-Id
	tbd
	6.3.50
	OctetString
	V
	
	
	M
	No

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [4].


The following table describes the Diameter AVPs re-used by the S6a interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within S6a. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3/2, but they are re-used for the S6a protocol.
Table 6.3/2: S6a re-used Diameter AVPs
	Attribute Name
	Reference
	Comments

	Called-Station-Id 
	IETF RFC 4005 [6]
	

	3GPP-Charging-Characteristics
	3GPP TS 32.299 [ww]
	

	Supported-Features
	3GPP TS 29.229 [xx]
	

	Feature-List-ID
	3GPP TS 29.229 [xx]
	

	Feature-List
	3GPP TS 29.229 [xx]
	see section 6.3.12

	Served-Party-IP Address
	3GPP TS 32.299 [xx]
	holds the PDN IP Address of the user

	QoS-Class-Identifier
	3GPP TS 29.212 [yy]
	

	Max-Requested-Bandwidth-DL
	3GPP TS 29.214 [zz]
	

	Max-Requested-Bandwidth-UL
	3GPP TS 29.214 [zz]
	


* * * Next Change * * * *

6.3.2 
Subscription-Data

The Subscription-Data AVP is of type Grouped. It contains the information related to the user profile relevant for EPS.

AVP format:

Subscription-Data  ::= <AVP header: XXX XXXX>

{ Subscriber status }

[ MSISDN ]

[ Operator-Determined-Barring ]

*[ Subscribed-RAT-Type]

[APN-OI-Replacement ]

[ 3GPP-Charging-Characteristics ]

[ APN-Configuration-Profile ]

[ RAT-Frequency-Selection-Priority ]

*[AVP]

* * * Next Change * * * *











* * * Next Change * * * *

6.3.11
Void

* * * Next Change * * * *

6.3.12
Feature-List AVP

The syntax of this AVP is defined in 3GPP TS 29.229 [xx]. For the S6a application, the meaning of the bits is defined in table 6.3.12/1. 
Table 6.3.12/1: Features of Feature-List-ID 1 used in S6a
	Feature bit
	Feature
	M/O
	Description

	0
	ODB-all
	O
	Operator Determined Barring of all Packet Oriented Services
This feature is applicable for the UPR command.

If the MME does not support this feature, the HSS shall not send this ODB barring category to the MME. Instead the HSS may reject location update. 

	1
	ODB-HPLMN-APN
	O
	Operator Determined Barring of Packet Oriented Services from access points that are within the HPLMN whilst the subscriber is roaming in a VPLMN

This feature is applicable for the UPR command.

If the MME does not support this feature, the HSS shall not send this ODB barring category to the MME. Instead the HSS may reject location update. 

	2
	ODB-VPLMN-APN
	O
	Operator Determined Barring of Packet Oriented Services from access points that are within the roamed to VPLMN

This feature is applicable for the UPR command.

If the MME does not support this feature, the HSS shall not send this ODB barring category to the MME. Instead the HSS may reject location update. 

	3
	RegSub
	O
	Regional Subscription

This feature is applicable for the UPR command.

If the MME does not support this feature, the HSS shall not send Regional Subscription Information to the MME. Instead the HSS may apply ODB or reject location update.

	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. “1”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. “MOM”.

M/O: Defines if the implementation of the feature is mandatory (“M”) or optional (“O”). 

Description: A clear textual description of the feature.


* * * Next Change * * * *

6.3.33
Void

* * * Next Change * * * *

6.3.35
APN-Configuration

The APN-Configuration AVP is of type Grouped. It contains the information related to the user’s subscribed APN configurations.

AVP format

 

APN-Configuration::= <AVP header: XXX XXXX>

{ Context-Identifier } 

[ Served-Party-IP-Address]

{ Called-Station-Id }

 [ EPS-Subscribed-QoS Profile ]

[ VPLMN-Dynamic-Address-Allowed ]

[ PDN-GW-Identity ]

[ PDN-GW-Allocation-Type]

[ 3GPP-Charging-Characteristics]

*[AVP]


* * * Next Change * * * *

6.3.36
Void

* * * Next Change * * * *

6.3.39
Void

* * * Next Change * * * *

6.3.41
AMBR

The AMBR AVP is of type Grouped.

AVP format

 AMBR::= <AVP header: XXX XXXX>

{ Max-Requested-Bandwidth-UL }

{ Max-Requested-Bandwidth-DL }

*[AVP] 

Editor’s Note: Further study on alignment with 23.401 [2] is needed.

* * * Next Change * * * *

6.3.42
Void

* * * Next Change * * * *

6.3.43
Void
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