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1. Introduction
C4-081294 presented in the CT4 #39 Cape Town meeting created a document skeleton for TS 29.303 “Domain Name System Procedures” based on Work Item Description proposal C4-081128.

The current contribution adds the services at a node selection procedure.
2. Reason for Change
A DNS based procedure for finding the services and interfaces for a particular node is sometimes needed.  A node such as a PGW has multiple logical interfaces using different protocols and each may have different IP addresses (especially true for roaming vs. non-roaming interfaces).  In addition, a node may have multiple functions such as a collocated PGW/SGW. One example is when the PGW's fully qualified domain name is stored in HSS and retrieved by a non-3GPP node or a 3GPP node. This function is needed to change between interfaces to and from S5-GTP ( S5-PMIP for example.   
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.303 (initial skeleton from C4-081294). 
* * * First Change * * * *
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* * * Next Change * * * *

4.3
Identifying Nodes, Services and Protocols

4.3.x
Services from node names

4.3.x.1
General
There are potential use cases where a node has a logical name of a peer but does not have the protocols it supports. The DNS NAPTR records for any of the services in the above table can be provisioned at the nodes logical name. This allows any peer to discover the available services of any other peer based on logical name.

4.3.x.2
Procedure

These procedures are employed when any core network node has the fully qualified domain name of a node and needs to find one or more services at that node. 

Note: There are three likely sources of the node name. O&M provisioned, 3GPP specified based on some other identifier (such as GUTI, TAC, IMSI, MISDN etc.), or the canonical node name obtained from the S‑NAPTR.  Note that a node can have more than one name but there should be only one canonical name. (CNAME records can help here) 

To use this function the DNS records for the node shall be provisioned consistently with the S-NAPTR procedure.   Usually, that means a record set with one NAPTR record for each protocol using "a" flag and the service field populated with the service and proto value. If a more sophisticated load balancing or non standard ports are desired, NAPTR with "s" flag for each protocol and the SRV records with relative weighting for each interface. 

Editor's Note: Such provisioning is actually likely to be done even if 3GPP does not have an explicit use case for it since it can be used in the other records (i.e. other NAPTR can point to the node NAPTR records).

A DNS client using the function shall use the S-NAPTR procedure with the FQDN of the node. If all protocols are desired the client simply runs the procedure as if all protocols match set wise at the top level record. 

4.3.x.3 Services of a PGW from PGW node name

A UE with both a 3GPP access capability and non-3GPP access capability can roam in and out of the 3GPP network while still keeping the same PDN connection.  Currently one non-3GPP technology is PMIPv6 based.  

To support roaming the HSS (or AAA) server can have the fully qualified domain name of a particular PGW node. One reason for using a FQDN instead of an IP address is that a PGW can be multihomed (i.e. more than one IP address). The main use case is when the PGW interface needs to be changed between PMIP ( GTP. Even if each interface type only uses one IP address, the different interfaces can still use different IP addresses, most notable roaming and non-roaming interfaces are likely to firewalled off from each other. 

To get the allowed PMIPv6 interfaces the S-NAPTR procedure shall be used, prefixed with "Service Parameters" of 

"x-3gpp-pgw:x-s5-pmip" ,  "x-3gpp-pgw:x-s8-pmip" etc.  

with the initial query targeted at the fully qualified domain name of the node. 

Similarly for the GTP interfaces the S-NAPTR procedure shall be prefixed with "Service Parameters" of 

"x-3gpp-pgw:x-s5-gtp" ,  "x-3gpp-pgw:x-s8-gtp" etc.  

with the initial query targeted at the fully qualified domain name of the node, or all protocols can be done at once to identify all interfaces. 

The S-NAPTR procedure returns either one SRV record set, or one A record set and/or one AAAA record set at a time. The records are then used to contact the node using the priority and statistical weights in the SRV record set as per RFC 2782 [x6] and random selection within the A/AAAA record set.

4.3.x.4 Services of a MME from MME node name (or GUTI)

In many scenarios the old MME must be contacted by the new MME. 

The MME owning a UE assigns a Globally Unique Temporary Identity (GUTI) to the UE which the UE has as well.  

The GUTI has a UE identifier portion and a Unique MME Identifier (GUMMEI) portion. 

The GUMMEI is constructed from MCC, MNC ,MME Group ID (MMEGI) and an MME Code (MMEC).

The DNS naming of an MME node is to specified by 3GPP of the form 

mmec<mmec>.mmegi<mmegi>.mme.epc.mnc<mnc>. mcc<mcc>.3gppnetwork.org
Operators will provision NAPTR records located at that FQDN for all interfaces for the MME. 

So to find all services of an MME based on the GUTI the S-NAPTR procedure shall be prefixedwith "Service Parameters" of 

" x-3gpp-mme:x-s1-u ", "x-3gpp-mme:x-s1-s10",  etc.  

with the initial query targeted at the fully qualified domain name of the node to find the s1-u, s1, etc. interfaces.  (or all protocols can be done at once to identify all interfaces). 
