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1. Introduction
This contribution proposes text under the general sections for TS 29.303. 

2. Reason for Change
TS 29.303 does not currently have any text under the sub-clauses General DNS Based Node Selection Description.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following TS 29.303.
* * * First Change * * * *
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4
General DNS Based Node Selection Description

4.1
Resource Records

4.1.1
A and AAAA

The A resource record is used to define IPv4 host address corresponding to fully qualified name of the host as defined in IETF RFC 1035 [3]. The AAAA resource record is used to define IPv6 host address corresponding to fully qualified name of the host as defined in IETF RFC 3596 [a].
It should be noted that in DNS A or AAAA record names, in general, represent a host and its "equivalent" interface. Host names, in general, cannot be used as node names. A node may need to have more than one host name for the simple reason that it can have multiple interfaces for different purposes. 
4.1.2
NAPTR

The NAPTR resource record is defined in IETF RFC 2915 [b] and is a powerful tool that allows DNS to be used to lookup services for a wide variety of resource names, which are not in domain name syntax. NAPTR would be used by a client program to rewrite a string into a domain name. The rewrite process is controlled by flags that provide information on how to communicate with the host at the domain name that was the result of the rewrite. If DNS returns multiple NAPTR resource records those can be prioritized using embedded order and preference values defined by the DNS administrator.
4.1.3
S-NAPTR

The S-NAPTR resource record i.e., the “Straightforward NAPTR” is defined in IETF RFC 3958 [d] and describes procedures on how to resolve a domain name, application service name, and application protocol dynamically to target server and port. The S-NAPTR also simplifies the use of NAPTR by limiting the NAPTR flags only to “a” and “s”. Furthermore, only NAPTR "replacement" expressions are allowed, not "regular expressions" during the rewrite process.
The changes compared to RFC 2915 NAPTR are procedural and are limited only to the resolver. The S-NAPTR is exactly the same as the NAPTR from the DNS server and DNS infrastructure point of view.
4.1.4
SRV

The SRV resource record is defined in IETF RFC 2782 [c] and allows DNS dministrators to use pool of servers for a single domain, to move services from host to host, and to designate some hosts as primary servers for a service from a pool of hosts. A resolver can ask for a specific service/protocol combination for a specific domain and get back fully qualified domain names of any available servers.
