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1. Introduction
This document elaborates the IETF specfication that is to be used for authenticating and authorizing the UE over the S6b and H2 reference points when the UE attaches to the EPC over the S2c reference point. This document also details the Diameter Application used for the S6b and H2 reference points.
2. Reason for Change
Currently TS 29.273 lacks the description of the 3GPP AAA Server Detailed Behavior.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.273 V0.2.0.
* * * First Change * * * *
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9.3.1.2
3GPP AAA Server Detailed Behaviour


On receipt of the DER message, the 3GPP AAA Server shall check if the Session-ID corresponds to an ongoing session. If it corresponds to an on-going session, the 3GPP AAA Server shall process the DER message according to 3GPP TS 33.402 [x] and no Diameter EAP authentication shall be triggered over the S6b interface.

If the Session-ID does not correspond to an on-going session, the 3GPP AAA Server shall 

- 
Check that the user exists in the 3GPP AAA Server. If not, the 3GPP AAA Server shall use the procedures defined for the SWx interface to authenticate the user.

Otherwise, DIAMETER_SUCCESS shall be returned to indicate successful authentication procedure and authentication information shall be returned. The AAA server shall also include the MIP6-Feature-Vector AVP, including the subscriber profile of the UE in terms of DSMIPv6 feature the UE is authorized to use.
Exceptions to the cases specified here shall be treated by 3GPP AAA Server as error situations, the Result-Code shall be set to DIAMETER_UNABLE_TO_COMPLY. No authentication information shall be returned.
