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CRs send by CT4

C4-081156 CR Rel-7 29.228 0409 "Removal of restriction for barred user at Emergency Registrations" and his mirror C4-081157 CR Rel-7 29.228 0410 are referred back to WG because of ongoing discussions in SA2 (S2-084427) and CT1 on this topic. All the other CRs send by CT4 to plenary for approval are approved.
SAE
There was a discussion on how to speed up and do more progress no conclusion was made.
.

CT4 related WIDs approved by plenary:

New

CP-080278
UID: 400024; Core Network Impacts for A-Interface Over IP (AoIP-CN)
CT4
CP-080280
UID: 400004; Domain Name System Procedures for Evolved Packet System (SAES-DEPS); 
new CT4 TS 29.303
CT4
CP-080281
UID: 400025; IMS Restoration Procedures (IMS_RP); new TS 23.320
CT4
CP-080315
UID: 400022; Service Level Tracing in IMS (OAM8-Trace)
CT1
CP-080319
UID: 400007; IMS Centralized Service Control Protocol. Addressing. Subscriber Data (ICSRA)
CT1
CP-080321
UID: 400003; CS Fallback in EPS Stage 3 (SAES-CSFB)
CT1
CP-080392
UID: 400010; CS-IBCF and CS-TrGW definition in 3GPP specifications (CS-IBCF);
 new CT4 TS 29.238
CT3
CP-080422
UID: 400020; Enhancement to of multimedia interworking between MTSI and circuit switched networks. (MTSI_eMHI)
CT3
Updated:

CP-080279
CT4 aspects of Evolved Packet System (SAES)
CT4
CP-080282
Support of (G)MSC-S – (G)MSC-S Nc Interface based on the SIP-I protocol (SIP_NC)
CT4
other topics
The closing of R99 was discussed (continuation from discussion in SA#38). Companies asked for more time to stop maintenance of R99.
Meeting host and meeting location were discussed at plenary. The host raised the question about planning the meetings for those dates were only CT1 has planned a meeting. In the past it was easier to cancel a meeting and reduce the number of meeting rooms and delegates then the other way round. Therefore CT3 and CT4 have added meetings as place holder at those dates.

CT1, CT3, C4 
  9 
–
13 Feb
2009
US friends

CT1, CT3, C4 
20 
– 
24 Apr
2009
ETSI in Sophia Antipolis

CT1, CT3*, C4* 
22
– 
26 June
2009
US friends

CT1, CT3, C4 
24
– 
28 Aug
2009
EF3

CT1, CT3*, C4* 
12
– 
16 Oct 
2009
US friends 

CT1, CT3, C4 
  9
– 
13 Nov 
2009
Huawei in China
*Place holder for CT3 and CT4. CT3 and CT4 meetings will be added in meeting calendar but meetings need to be confirmed later when discussed in WG.
Information on Meetings 2008:
The CT4 meeting in October 2008 will be held in Phoenix, AZ, US. Hosted by the US friends. This meeting is collocated with CT1 and CT3.
SA Plenary
Actions to CT4:

Discussion on eCall MSC impact. TSG Chairman summarised that there was not enough support to direct CT WG4 to study the SMS solution, but the in-band modem solution should be analysed. It was commented that the in-band work is already ongoing in CT WG4. CT WG4 and SA WG4 were encouraged to complete an analysis on the impacts of the in-band modem solutions for eCall.
AP 40/5 :
CT WG4 and SA WG4 were encouraged to complete an analysis on the impacts of the in-band modem solutions for eCall.

Topics of interest for CT4

Stage 2 for release 8 is frozen, some exceptions have been granted.
Security aspects of early IMS:

-
Stage 2 to be specified in normative Annexes to TS's 33.203 and 33.141 (instead of stand-alone TS 33.178).

-
Stage 3 to be specified by CT1 and CT4, based on the existing SA3 texts (LS was sent).

-
Feature renamed as "GPRS-IMS Bundled Authentication" (GIBA).

3GPP2 input to Common IMS:

-
Rel‑8 CR to 33.203 (SP-080268): Introduction of support for 3GPP2 IMS Access Security.

-
Rel‑8 CR to 33.141 (SP‑060269) Presence security: Changes to support common IMS between 3GPP and 3GPP2.

-
Needed changes for network domain security could not be agreed yet: exception requested from SA#40 to continue solving this for Rel‑8.

IMS CAT

SA2 has presented the TR on CAT services for IMS for information and SA2 was asked to complete the work and got an  related action item.
AP 40/4 :
SA WG2 should decide on a path forward for some solutions for CAT work and may bring CRs as a result of this Study Item in order to do fulfil the intention of the 3GPP2 joint Workshop conclusions, to include some CAT functionality in Rel‑8.
SAE/ LTE

TS 33.401 3GPP System Architecture Evolution (SAE): Security Architecture - for SA Approval. 
The following issues are outstanding:

-
Further changes may be needed depending on how CT WG4/SA WG1 decide to handle interworking with pre-R8 HSS
-
Key freshness of the different EPS keys in various mobility scenarios needs further work.
-
SA WG3 needs to review exception lists of non protected NAS and AS Messages in cooperation with RAN WG2 and CT WG1.
-
Further work on eNB security requirements and, possible implementation guidelines is needed.
-
SA3 is asked to remove the remaining editors notes in the TS

An exception is granted for this until TSG SA#41. 

TS 33.402 3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses - for SA Approval 
The following issues are outstanding:

-
Authentication and key agreement for trusted and untrusted access:

- Shall the credentials used with EAP-AKA reside on the UICC for all cases in non-3GPP accesses
-
For host-based mobility:

- Some more work is needed to complete the specification how to establish the MIPv4 security context.

- DSMIPv6 needs the completion of various issues listed by the Editors Notes.

-
The requirement in Section 6.1 is still under discussion in SA WG3, but some progress was achieved.

-
The impacts of discovery of network properties needs further work.
Contentious Issues:

-
Shall the credentials used with EAP-AKA reside on the UICC for all cases in non-3GPP accesses
-
The requirement in Section 6.1 is still under discussion in SA WG3.
An exception was granted for this until TSG SA#41.
Removal of the requirement for handover from GERAN to E-UTRAN is approved by plenary.
