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14
Restoration of data in the MME

14.1
Restart of the MME


MME storage of data is volatile except as specified in this subclause.
The MME maintains in volatile memory the Bearer contexts. Therefore, before the MME completes the restart, all Bearer contexts will be deleted.

The MME maintains in volatile memory a SGW Restart counter for each SGW with which the MME is in contact, and in non-volatile memory an MME Restart counter that relate to each SGW with which the MME is in contact. 
Editor's note: It is FFS how MME identifies SGW.

After an MME restart, the MME Restart counter shall be incremented and all the SGW Restart counters shall be immediately marked as invalid.  It is an implementation matter if MME restart counter may be common to all SGWs or there may be a separate counter for each SGW. 


14.2
Restoration Procedures

The SGW performs a polling function (by sending Echo Request and receiving Echo Response) towards the MMEs with which the SGW is in contact. The MME Restart counter shall be included in the echo response. If the value received in the SGW differs from the one stored for that MME, the SGW shall consider that the MME has restarted . The SGW Restart counters shall be updated in the MME to the value received in the first echo message coming from each SGW after the MME has restarted.


After an MME restart, the MME may send a GTP-C message to SGW. In such case the message shall contain MME Resstart counter.
Editor's note: Restart counter handling and generally all restoration related matters should be moved from 29.274 into this spec.
14.3
Mobile originated Tracking Area Updating or E-UTRAN Attach

For attach, where the UE is unknown in the MME (i.e. the MME has no MM context for the UE) the MME shall create an MM context for the UE and shall set the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Not Confirmed". If authentication is required, the MME shall retrieve the authentication data. The MME then performs an "Update Location" to the HSS. If this is successful, the MME shall set the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Confirmed". 

For tracking area update, where the UE is unknown in the MME (i.e. the MME has no MM context for the UE) or for inter-MME tracking area update, where the UE is unkown in the old MME, the MME shall reject the TA update with an appropriate cause. In order to remain attached, the UE shall then perform a new attach and should (re‑)activate its EPS Bearer contexts. 

If the MME has an MM context for the UE, and the indicator "Location Information Confirmed in HSS" or "Subscriber Data Confirmed by HSS" is set to "Not Confirmed" the MME shall perform an "Update Location" to the HSS. If this is successful, the MME shall set the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Confirmed".

If the MME has an MM context for the UE with the indicator "Subscriber Data Confirmed by HSS" marked "Confirmed" the originated transmission shall be handled in the normal way.

The MME retrieves subscriber data from the HSS by sending an "Update Location" request, which triggers an "Update Location" answer which contains the subscriber data.

X
Restoration of data in the SGW

Editor's note: The whole subclause X.1 below is copied from TS 23.060v8.1.0. Changes were applied with different color.

X.1
Serving GW Failure

When a Serving GW fails, all its Bearer contexts affected by the failure become invalid and may be deleted. Serving GW storage of subscriber data is volatile.

When the Serving GW receives a GTP‑U PDU from the PDN GW for which no Bearer context exists, it shall discard the GTP‑U PDU and return a GTP error indication to the PDN GW. The PDN GW shall delete the related Bearer context.

If the RNC receives a GTP error indication, it shall initiate the RAB Release procedure with the error cause 'GTP Resources Unavailable' and immediately locally release the RAB (i.e. without waiting for a response from the SGSN).

When the Serving GW receives a GTP‑U PDU from the originating node (the SGSN or, if Direct Tunnel is established, the RNC) for which no Bearer context exists, it shall discard the GTP‑U PDU and return a GTP error indication to the originating node.

Y
Restoration of data in the PGW

Editor's note: The whole subclause X.1 below is copied from TS 23.060v8.1.0. Changes were applied with different color.

Y.1
PDN GW Failure

When a PDN GW fails, all its Bearer contexts affected by the failure become invalid and may be deleted. PDN GW storage of subscriber data is volatile. It is responsibility of Serving GW to do further process.
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