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1. Introduction
CT3 has provided TR 29.909 v1.1.0 for comments to CT4. During the Joint meeting with CT3 it is proposed these additions shown in the attached file TR29.909v110 NHB.doc in the ZIP file are taken into account.
2. Reason for Change
Tocover CT4's philosophy worked over the last 3 3GPP releases on the 3GPP Diameter upgrade handling for the Cx and Sh specifications.

3. Conclusions

It is hoped that CT3 can agree to these changes.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.909 v1.1.0.
* * * Changes * * * *

5.2.1
Proposal 1 (IETF)

Follow IETF RFC 3588 procedures on the setting of the M-bit. The Diameter base RFC defines that M-bit shall be set only when it is required to be understood by the receiving peer Diameter node. A Diameter client, server, proxy or translation agent receiving such AVP shall behave according to clause 4.1 of IETF RFC 3588 [2].
NOTE: IETF does not preclude to define the M-bit in the “MAY use” column in the AVP definition.

* * * Changes * * * *

5.2.3
3GPP Evaluation

"M" bit set means: "Support of this AVP is mandatory" (i.e. the entity which receives that AVP must be able to recognize it, parse it, have it defined in its own library of AVPs). "M" bit DOES NOT mean "the AVP is Mandatory in the command or Grouped AVP" (that a frequent mistake/misinterpretation). Adding an AVP to an application (at a command level or nested within a Grouped AVP) with the “M” bit set will create a backward compatibility problem.
This is a generic DIAMETER Rule, 3GPP or any SDO is NOT ALLOWED to change this rule, unless this is discussed at the IETF first.

* * * Changes * * * *

5.3
Item 2: Re-use of AVPs
5.3.1
Introduction
This item discusses how the already existing AVPs can be used in 3GPP applications. Three points are taken into account here: configuration of the M-bit and whether to use or not the original Vendor-Id and AVP code.

5.3.2
Proposal 1
New or existing Diameter applications incorporate AVPs defined in different Diameter applications.  In such a case, the re-used AVPs shall not be modified and shall be configured with the original Vendor-Id, AVP code and M-bit status.  In order to support the re-used AVP, during capability negotiation the Supported-Vendor-Id shall be configured to include the vendor-id of the re-used AVPs.  

5.3.3
Proposal 2 (IETF)
Vendor-Id and AVP code shall not be modified and shall be used as defined in the AVP's original document. Whether the "M" bit is set or not is based on actual requirements, e.g. support for end-to-end applications capabilities exchange in Diameter application design guidelines [12]. M-bit use is defined by application.
The RFC 3588, Diameter Base Protocol, permits different 'M' bit settings for different situations. The 'M' bit setting is not tied to the AVP as such. The purpose of the 'M' bit is to ensure that the receiver must really understand the AVP. RFC 3588 also includes the possibility for the originator to resend the command with failing AVPs omitted if the receiver rejects any AVP with the M-bit set.
* * * Changes * * * *

5.4.5 
Proposal 5



5.4.5.1
General
This proposal introduces a new Supported –Application-Variant AVP to be negotiated during the Diameter peer connection establishment procedure. The Supported-Application-Variant AVP can only be used for optional extra Releases; new mandatory features will have to be supported with an Application ID upgrade. 

The following proposal solves the issue of identifying Application-Ids and releases supported on a hop-by-hop basis as CER/CEA is negotiated with the next hop.   Therefore end-to-end negotiation is not covered by this proposal. 
New functionality, i.e., functionality beyond the Rel-7 standard, shall be introduced by post-Rel-7 versions of this specification to the Diameter applications as follows:

1. If possible, the new functionality shall be defined optional.

2. If backwards incompatible changes can not be avoided, the new functionality should be introduced as with a new Supported-Application-Variant AVP. 

3. If the change would be backwards incompatible, even as if it was defined as a feature, a new version of the interface shall be created by changing the application identifier of the Diameter application per release.
5.4.5.2
Defining new functionality

5.4.5.2.1
General

An application will agree to a base functionality at a Standard level and a release extension will be an extension to that functionality. A new feature is a functional entity that has a significant meaning to the operation of a Diameter application, i.e., defining new optional capabilities. A new Supported-ApplicationVariant AVP will be defined for each version post the frozen versions of the specification. 
5.4.5.2.2
Changing the version of the interface
The version of an interface shall be changed by a future release of this specification only if there is no technically feasible means to avoid backwards incompatible changes to the current release of the interface. The versioning of an interface shall be implemented by assigning a new application identifier for the interface. This procedure is in line with the Diameter base protocol (see IETF RFC 3588) which states that if an incompatible change is made to a Diameter application, a new application identifier shall be assigned for the Diameter application.

The following table shall apply to the PCC interfaces. The Application identifier column lists the current application identifiers assigned on 3GPP PCC.

Table 5.2.2-1: Application identifiers used 

	PCC Interface
	Application identifier
	First applied

	Rx
	16777236
	3GPP Rel-7

	Gx
	16777238
	3GPP Rel-7


5.4.5.2.3
Capabilities Exchange Request 

Message Format

      <CER> ::= < Diameter Header : 257, REQ >

                { Origin-Host }

                { Origin-Realm }

             1* { Host-IP-Address }

                { Vendor-Id }

                { Product-Name }

                [ Origin-State-Id ]

              * [ Supported-Vendor-Id ]

              * [ Supported-Application-Variant]
              * [ Vendor-Specific-Application-Variant]
              * [ Auth-Application-Id ]

              * [ Inband-Security-Id ]

              * [ Acct-Application-Id ]

              * [ Vendor-Specific-Application-Id ]

                [ Firmware-Revision ]

              * [ AVP ]

5.4.5.2.4
Capabilities Exchange Answer

Message Format

      <CEA> ::= < Diameter Header: 257 >

                { Result-Code }

                { Origin-Host }

                { Origin-Realm }

             1* { Host-IP-Address }

                { Vendor-Id }

                { Product-Name }

                [ Origin-State-Id ]

                [ Error-Message ]

              * [ Failed-AVP ]

              * [ Supported-Vendor-Id ]

              * [ Supported-Application-Variant]
              * [ Vendor-Specific-Application-Variant]

              * [ Auth-Application-Id ]

              * [ Inband-Security-Id ]

              * [ Acct-Application-Id ]

              * [ Vendor-Specific-Application-Id ]

                [ Firmware-Revision ]

              * [ AVP ]

5.4.5.2.5
AVPs

Table 5.2.5.1-1: Diameter Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Supported-Application-Variant
	XXX
	5.4.5
	Unsigned32
	V
	
	
	M
	No

	Vendor-Specific-Application-Variant
	XXX
	5.4.5
	Grouped
	V
	
	
	M
	No


5.4.5.2.5.1 Supported -Application-Variant AVP
 The Vendor-ID header of the AVPs defined in this specification shall be set to 3GPP (10415).
The Supported-Application-Variant AVP is of type Unsigned32. If this AVP is present it may inform the destination host about the releases that the origin host supports. 
Where a Supported-Application-Variant AVP is used to identify variant that have been defined by 3GPP, the Vendor-Id AVP shall contain the vendor ID of 3GPP. Vendors may define proprietary variant, but it is strongly recommended that the possibility is used only as the last resort. Where the Supported-Application-Variant AVP is used to identify variant that have been defined by a vendor other than 3GPP, it shall contain the vendor ID of the specific vendor in question. 

Following values are defined:

· Rx interface –R8 (0)

· Gxa interface – R8 (1)

· Gxb interface – R8 (2)

· Gxc interface – R8 (3)

5.4.5.2.5.2 Vendor-Specific-Application-Variant AVP

The Vendor-Specific-Application-Variant is of type Grouped. This AVP provides a list of features supported on a per vendor basis allowing for the vendors to define vendor specific features.



Vendor-Specific-Application-Variant::= Grouped <AVP header: XXX>




      [ Vendor ID ]



1 *[ Supported-Application-Variant ]
Editor’s Note: The AVP use in this proposal extends ideas from the CT4's current handling.

