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DISCUSSION/DECISION
It seems that the basic principle behind the solution is missing in the conclusions section, even though most of clause 7.1 is based on this principle.
PROPOSAL

The proposed changes to clause 7.1 in TR 23.820 are the following:

7
Conclusions and recommendations

7.1
S-CSCF Service Interruption

This Technical Report recommends implementing a solution with the following principles:

· A specific error is returned to the UE in the event of lack of response from the corresponding S-CSCF or the S-CSCF does not have the user data (see clause 6.2.2.1 and 6.2.2.2). For the second case, the specific error could be sent to the UE immediately when the S-CSCF receives the originating request as indicated in clause 6.2.2.2 or after the S-CSCF fails to retrieve user data from the HSS by the procedure indicated in the clause 6.1.5.

· Modification of the SAR-SAA so that: 

-
It is possible for the S-CSCF to store S-CSCF specific information (such as that described in clause 6.1.2) in the HSS. 
-
Modification of the UAR-UAA and LIR-LIA so that the I-CSCF is able to assign a new S-CSCF upon S-CSCF failure detected during registrations (see clause 6.1.6), processing of terminating SIP request and processing of originating SIP requests from a SIP-AS. S-CSCF failure may be detected in I-CSCF, SIP-AS or P-CSCF. S-CSCF reassignment is always performed by the I-CSCF.

-
A registration will be triggered from the P-CSCF if S-CSCF failure is detected when processing an originating SIP request from the UE.

-
The HSS will allow S-CSCF name overwriting after an explicit request for capabilities from the I-CSCF.

-
If the S-CSCF receives a SIP request for a user that it does not recognize, it will send an SAR to the HSS to check whether there is anything stored for that user there before sending a reply (see clause 6.1.5).

-
The HSS will send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA during registration procedure (see clause 6.7).

