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1. Introduction

This contribution is an update from C4-080452 (Terminating call establishment with MGW bypass) and C4-080453 (Deferred/Optimized MGW selection in SIP-I) and describes the different MGW selection procedures proposed to be retained in SIP-I based Nc.

2. Reason for Change

"MGW bypass", "Deferred MGW" and "Optimized MGW" selection procedures are complementary MGW selection procedures, independent from each other. 

1. "Optimized MGW" selection procedure :

MGW is seized (along with a user plane termination) and the MGW-Id is signalled forward so that the receiver may connect to this MGW, if it supports the option and supports the "virtual MGW" concept. If the receiver does not support the option it ignores the MGW_Id and seizes its own MGW and connects to the offered preceding node user plane connection.

2. "Deferred MGW" selection : 

MGW is not seized and no MGW-Id is signalled in the initial offer. This is identified for example by sending an unspecified connection address in the initial SDP offer, as defined in IETF. The receiving entity then seizes its own MGW and connection address according to normal IETF principles, but may optionally return the MGW-Id, if it supports the feature, to the preceding node. The preceding node then sends a second offer/answer with only the new connection address defined (indicating no other SDP modified). This is an extra offer/answer procedure, but this is standardised IETF procedure.

Alternatively, MGW is not seized (and therefore no user plane connection indicated), but the MGW-Id is signalled so that a node can offer a possible MGW to the succeeding node. The succeeding node may choose this MGW, if it can connect to it, or may signal back another MGW. 

3. "MGW bypass" procedure : 

The MSC Server does not insert a MGW for the call by transparently relaying SDP offers and answers between preceding and succeeding nodes.

It is proposed to allow all of them to be supported in SIP-I based Nc as optional procedures.
3. Conclusions

The procedural requirements for deferred/optimised MGW and MGW bypass should be included as an option.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.231 v1.0.0.
* * * First Change * * * *

4
Main Concepts

4.1
General

The SIP-I circuit switched core network supports the IP transport mechanism. The passage of compressed speech at variable bit rates is possible through the CS core network.

The CS core network shall employ the MSC server, GMSC server and media gateways. The GMSC server and MSC server shall provide the call control and mobility management functions, and the media gateway shall provide the bearer control and transmission resource functions. The media gateway shall contain the stream manipulating functions.

The GMSC server and MSC servers are connected to the media gateway via the Mc reference point. The MSC servers and GMSC servers are connected with the Nc reference point. There may be a number of call control transit nodes between the MSC server and GMSC server in the Nc reference point. The MGWs are connected with the Nb reference point.

The users connected to the CS core network shall not be aware whether a MSC server – media gateway combination is used or a monolithic MSC is used.

4.2
Call Control

The protocol used on the Nc interface shall be a SIP-I call control profile supporting the IP transport mechanism for the ISDN service set, allowing the physical separation of the call control entities from the media transport entities.

4.3
H.248

H.248 has been developed within the ITU-T, and supports a separation of call control entities from media transport entities. H.248 is used on the Mc interface between the (G)MSC servers and the media gateway.

4.4
MGW Selection

4.4.1
Principles
A (G)MSC-Server may support one or several of the following optional MGW selection procedures: 

- "Optimised MGW selection"
A (G)MSC Server may  indicate at the initial SIP-I SDP offer the selected MGW identity in a SIP-I message to enable the receiver of the SIP-I message to select the same MGW, if it has a  Mc H.248 gateway control protocol interface to this MGW.
- "Deferred MGW selection"
The deferred MGW selection procedure provides the opportunity for the receiver of a SIP-I message to select the MGW it prefers and to send back the identity of the MGW to the preceeding node in order to enable that node to select the same MGW.
Additionally the procedures allow the offerer to send a "proposed" MGW identity to the next SIP-I node, which may be taken into account when the succeeding node seizes a MGW.
A GMSC-Server or Intermediate Node may support the following optional MGW selection procedures: 

- "MGW bypass"
For call scenarios where there is no need for the GMSC server to manipulate the bearer, the GMSC Server may perform call control signalling without any associated MGW by transparently relaying bearer related information (e.g. connection addresses) from the preceding/succeeding nodes.  If the (G)MSC server applies the MGW bypass this has the effect that if the succeeding node inserts a MGW this MGW performs the task of terminating the external bearer , i.e. it acts as point of ingress of the user plane from the external network. 
The general call establishment procedures to allow "Optimised MGW selection", "Deferred MGW selection" , and "MGW bypass" are described in Clauses 4.4.2, 4.4.3 and 4.4.5, respectively. When applied these proceduresshall be combined with the normal call establishment procedures as described in Clause 6.
4.4.2
Optimised MGW Selection
To initiate the optional "Optimised MGW Selection"procedure, a (G)MSC Server shall seize a MGW as for a normal call and indicate to the succeeding node the identity of the MGW in the initial SDP offer.
If the succeeding node receiving the SDP offer supports the "Optimised MGW Selection" option and the SDP offer includes a MGW Identity, and the succeeding node has a Mc H.248 gateway control protocol interface to the indicated MGW, the succeeding node may connect to that MGW. The succeeding node may indicate the MGW Identity in the SDP answer to the preceding node. 
In the example sequence chart  in Figure 4.4.2.2, which assumes the network model in Figure 4.4.2.1, the offerer is a GMSC Server, which has seized a MGW at the network border. The initial offer indicates that a MGW is connected and includes the MGW identity. The answerer is a terminating MSC Server, which is able to connect to the same MGW and seizes a bearer termination in this MGW and returns the user plane connection address in the answer.
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Figure 4.4.2.1: Network model for Optimised and Deferred MGW Selection
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Figure 4.4.2.2: Optimised MGW selection (message sequence chart)
4.4.3 Deferred MGW selection
To initiate the optional "Deferred MGW Selection", a (G)MSC Server shall indicate to the succeeding node in the initial SIP-I SDP offer that the MGW has not been seized by including an unspecified connection address and shall indicate that "preconditions are not met". The (G)MSC server may additionally include a "proposed" MGW identity within the SDP offer.
Upon reception of an INVITE with unspecified connection address, the succeeding node may seize a MGW (MGW Bypass may be supported in which case the MGW would not be selected, see Clause 4.4.4).
NOTE:
If the succeeding node applies MGW bypass, the next succeeding node will receive the forwarded unspecified connection address and will then apply the procedures in the present Clause.
If the succeeding note seizes a MGW, it shall insert its own connection address in the SDP offer to the further succeeding 3GPP Node and in the subsequent SDP answer back to the preceding node. 
If the succeeding node supports the deferred MGW selection, and it received a "proposed" MGW Identity it may take this into account when selecting the MGW. If the succeeding node supports the deferred MGW selection, it should include the identity of the selected MGW in the SDP answer.
Upon reception of the SDP answer, the (G)MSC Server that initiated the "deferred MGW" selection  shall seize a MGW. It should use the received MGW identity to select the MGW, preferably using the same MGW to save resources, if it has an  Mc H.248 gateway control protocol interface to that MGW.  The (G)MSC Server shall then send a new SDP offer in an UPDATE request including the connection address and an indication that preconditions are met (provided upstream continuity is also achieved).

Upon reception of the new SDP offer, the succeeding node will update the MGW configuration with the new connection address.
In the example sequence chart in Figure 4.4.3.1, which assumes the network model in Figure 4.4.2.1,  the offerer is an originating MSC Server, which does not signal a MGW identity and at the same time indicates that the user plane  is not connected. The answerer is an MSC-IW-Server, which seizes the MGW at the network border and returns the MGW identity to the originating MSC Server. The originating MSC Server is able to select the same MGW and seizes a bearer termination and indicates in the second SDP offer to the MSC-IW Server that the user plane is connected.
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Message Sequence Continues as for Originating Call flow Figure 6.1.2.1 step 4 and following.


4.4.4 Figure 4.4.3.1: Deferred MGW selection (message sequence chart)
4.4.5 Mobile to Mobile Call

The mobile to mobile call may use either the deferred MGW selection or optimised MGW selection. The reason for choosing deferred MGW over optimised MGW would be to attempt to select the MGW at the edge as the originating MSC does not know where the call will finally terminate.

An example of mobile to mobile call using optimised MGW selection is show in Figure 4.4.4.1.
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Figure 4.4.4.1: Optimised MGW Selection for mobile to mobile calls
4.4.5
MGW bypass
In call scenarios without the need for the GMSC or Intermediate Node server to manipulate the bearer, the GMSC or Intermediate Node may perform call control signalling without any associated MGW by not inserting a MGW in the bearer path during the call establishment. In that case, the bearer related information of SDP offers/answers shall be passed transparently through the (G)MSC Server. 
Call scenarios where the GMSC or Intermediate Node needs to manipulate the bearer, e.g. scenarios with insertion of tones or announcements, lawful interception, CAMEL services do not allow this optimisation. 
MGW removal and MGW re-insertion scenarios once the call is answered are not supported.
Figure 4.4.5.1 shows an example network model for a mobile terminating call with MGW bypass. The "squared" line represents the call control signalling. The "dotted" line represents the bearer control signalling (not applicable in A/Gb mode for the A-interface) and the bearer. 
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Figure 4.4.5.1: Terminating call establishment with MGW bypass (network model)

NOTE: 
T2 is infact the connection to the PLMN / external network i..e. it may not terminate Nb interface if to a Non-PLMN; in that case, the procedures associated to the MSC-S/MGW handling for T2 (such as DTMF transmission/reception) are specified in 3GPP TS 29.235 [3]. 

Figure 4.4.5.2 shows the corresponding example message sequence. In the example, the GMSC determines that it does not need to include a MGW in the bearer path. SDP offer and SDP answer information is relayed between ingress and egress signalling paths.  
The option to support "MGW bypass" relies on the support of external user plane interworking at the succeeding MGW however the GMSC Server signalling to and from the succeeding 3GPP PLMN node in such a scenario shall comply with the SIP-I on Nc specification.
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Figure 4.4.5.2/1: Basic Mobile Terminating Call, MGW bypass (message sequence chart)
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Figure 4.4.5.2/2: Basic Mobile Terminating Call, MGW bypass (message sequence chart continue)
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Message Sequence Continues as for Originating Call flow Figure 6.1.2.1 step 4 and following.
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If S-MSC can seize the same physical MGW identified by the MGWId then it seizes a new context in that MGW
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