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1. Introduction
This document provides a pseudo CR to 23.007 Rel-8 on Restoration for EPS. It is not intended for approval at CT4#38bis but at this time could serve as a working assumption on the general approach to cover EPS requirements for restoration. 
2. Reason for Change
To add stage 2 requirements for EPS restoration to TS 23.007
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to take this pseudo CR as a basis for further work.
* * * First Change * * * *

1
Scope

The data stored in location registers are automatically updated in normal operation; the main information stored in a location register defines the location of each mobile station and the subscriber data required to handle traffic for each mobile subscriber. The loss or corruption of these data will seriously degrade the service offered to mobile subscribers; it is therefore necessary to define procedures to limit the effects of failure of a location register, and to restore the location register data automatically. The present document defines the necessary procedures.

The basic principle is that restoration should be based on radio contact to avoid faulty data being spread in the system.

Subscriber data for supplementary services must also be correctly restored, although the impact on service of corruption of supplementary service data is less severe.

Procedures for supporting these functions are defined in 3GPP TS 29.002 and 3GPP TS  29.060.

The MAP operation "IMSI Attach" is used only in MAP version 1; in MAP version 2 the same function is performed by the MAP operation "Update Location Area". References in this specification to IMSI attach apply only to MAP version 1 network entities.

If the restoration of subscriber data in the VLR is triggered by Location Updating or IMSI Attach, the VLR retrieves subscriber data from the HLR by sending an "Update Location" request, which triggers one or more "Insert Subscriber Data" operations from the HLR. The "Update Location" request may also be used to send the LMSI to the HLR.

If the restoration of subscriber data in the VLR is triggered by a "Provide Roaming Number" request, the behaviour of the VLR depends on whether it is implemented according to MAP version 1 or MAP version 2. For MAP version 2, the VLR retrieves subscriber data from the HLR by sending a "Restore Data" request, which triggers one or more "Insert Subscriber Data" operations from the HLR. The "Restore Data" request is also used to send the LMSI to the HLR. For MAP version 1, the VLR retrieves subscriber data from the HLR by sending a "Send Parameters" request with parameter type "Subscriber Data", which cannot be used to send the LMSI to the HLR.

The VLR number and MSC number in the subscriber data in the HLR are updated by the "Update Location" procedure.

The GGSN (Gateway GPRS Support Node) is the point of PDN interconnection with the GSM PLMN supporting GPRS. The GGSN contains routing information for GPRS users with a PDP context active. The necessary procedures needed to restore GGSN data information after a restart are described in this document.

The SGSN (Serving GPRS Support Node) is the node that is serving the MS. The SGSN stores information regarding e.g. mobility management, routing and security. The necessary procedures needed to restore this SGSN information after a restart are described in this document.
The MME (Mobility Management Entity) is the node that is serving the UE when attached to E-UTRAN. The MME stores information regarding e.g. mobility management, routing and security. The necessary procedures needed to restore this MME information after a restart are described in this document.
A Type A LMU (Location Measurement Unit) is a network node, accessed over the GSM air interface, that is functionally similar to an MS. All requirements associated with a non-GPRS MS in this specification apply also to a Type A LMU except where specified otherwise.

* * * Next Change * * * *

3.4
Restoration Indicators in the MME

Two restoration indicators are provided in the MME for reach IMSI record: "Subscriber Data Confirmed by HSS" and "Location Information Confirmed in HSS".

The indicator "Subscriber Data Confirmed by HSS" indicates whether the subscriber data set for the mobile station held by the MME is consistent with that held by the HSS.

The indicator "Subscriber Data Confirmed by HSS" is set to the initial value "Not Confirmed" when the MME receives a Tracking Area Update request or an Attach request for an UE for which the MME does not have an IMSI record.

The indicator "Subscriber Data Confirmed by HSS" is set to "Confirmed" at the following event:

-
The MME successfully performs an Update Location to the HLR;

The indicator "Location Information Confirmed in HSS" indicates whether the HSSs record of the MME address for the UE is confirmed by radio contact.

The indicator "Location Information Confirmed in HSS" is set to "Not Confirmed" at any of the following events:

-
The MME receives a Tracking Area Update request or an Attach request for an UE for which the MME has no IMSI record;

-
The MME receives a "Reset" message from the HSS with which the UE is registered;

The indicator "Location Information Confirmed in HSS" is set to "Confirmed" at the following event:

-
Successful completion of the Update Location procedure to the HSS.

* * * Next Change * * * *

5.1
Restart of the HLR

When an HLR restarts after failure it performs the following actions for the subscriber data records that have been affected by the HLR fault:

-
reload all data from the non-volatile back-up;

-
reset all "MS Purged" flags;

-
mark each subscriber record "SS Check Required" by setting the "Check SS" indicator if the "Forward Check SS Indication" service is implemented;

-
send a "Reset" message to each VLR where one or more of its MSs are registered. This causes each VLR concerned to mark each relevant subscriber record "Location Information Not Confirmed in HLR", and

-
send a "Reset" message to each SGSN where one or more of its MSs are registered. This causes each SGSN to mark each relevant MM context "Location Information Not Confirmed in HLR".
-
send a "Reset" message to each MME where one or more of its UEs are registered. This causes each MME to mark each relevant MM context "Location Information Not Confirmed in HSS".

* * * Next Change * * * *

14
Restoration of data in the MME

14.1
Restart of the MME
14.2
Restoration Procedures
After an MME restart, the MME deletes all MM Bearer contexts affected by the restart. MME storage of data is volatile except as specified in this subclause. The MME maintains in volatile memory a SGW Restart counter for each SGW with which the MME is in contact, and in non-volatile memory MME Restart counters that relate to each SGW with which the MME is in contact. The MME Restart counters shall be incremented and all the SGW Restart counters cleared immediately after the MME has restarted.  The restart counter may be common to all SGWs or there may be a separate counter for each SGW. 
Editor’s note: It is FFS if a restart counter will be used in this way in GTPv2.

Editor’s note: It is FFS if a restart counter may be common to all SGWs.

The SGW performs a polling function (echo request and echo response) towards the MMEs with which the SGW is in contact. The MME Restart counter shall be included in the echo response. If the value received in the SGW differs from the one stored for that MME, the SGW will consider that the MME has restarted (see 3GPP TS 29.ccc). The SGW Restart counters shall be updated in the MME to the value received in the first echo message coming from each SGW after the MME has restarted.
Editor’s note: It is FFS if a restart counter will be used in this way in GTPv2.

Editor’s note: MBMS over EPC is FFS.
14.2.2
Mobile originated Tracking Area Updating or E-UTRAN Attach

For attach, where the UE is unknown in the MME (i.e. the MME has no MM context for the UE) the MME creates an MM context for the UE and sets the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Not Confirmed". If authentication is required, the MME retrieves authentication data. The MME then performs an "Update Location" to the HSS. If this is successful, the MME sets the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Confirmed". 

For tracking area update, where the UE is unknown in the MME (i.e. the MME has no MM context for the UE) or for inter-MME tracking area update, where the UE is unkown in the old MME, the MME shall reject the TA update with an appropriate cause. In order to remain attached, the UE shall then perform a new attach and should (re‑)activate its EPS Bearer contexts. 

If the MME has an MM context for the UE, and the indicator "Location Information Confirmed in HSS" or "Subscriber Data Confirmed by HSS" is set to "Not Confirmed" the MME performs an "Update Location" to the HSS. If this is successful, the MME sets the indicators "Location Information Confirmed in HSS" and "Subscriber Data Confirmed by HSS" to "Confirmed".

If the MME has an MM context for the UE with the indicator "Subscriber Data Confirmed by HSS" marked "Confirmed" the originated transmission is handled in the normal way.

The MME retrieves subscriber data from the HSS by sending an "Update Location" request, which triggers one or more "Insert Subscriber Data" operations from the HSS.

