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1. Introduction

This document requests the use of the Resource-Priority SIP header to support the eMLPP service.

2. Reason for Change

The Resource-Priority header is defined by RFC 4412 and is used to communicate service level priority at the SIP level so that SIP components along the signaling path may apply the appropriate priority to the message.

This header is valid within IMS as specified by 3GPP TS 24.229 and may also be used by external SIP-I networks. When communicating with these other networks, MSCs should not reply solely upon the use of encapsulated ISUP to communicate service information. In some cases, the ISUP may not be present from these networks, and in other cases, the priority indicated by the header may have been modified by intermediate SIP nodes without updating the encapsulated ISUP.

Further, SIP proxies may be present in the signaling path, especially when considering configurations where there are interconnecting SIP-I Nc networks. Since SIP proxies are not allowed to examine message attachments, e.g., ISUP MIME any service information carried solely in encapsulated ISUP will not be acted upon by SIP proxies. Proxies can only act upon information carried at the SIP level so priority service information must be present in a SIP header to allow SIP proxies to act upon it.

When invoking the eMLPP service, it is critical that the service priority also be communicated at the SIP level (not just within the encapsulated ISUP) to allow : 

· any intermediate SIP node along the signaling path to apply the appropriate priority to the request; 

· the SIP node to apply the treatments associated to the priority of the SIP transaction at the earliest stage after receiving the request and before decoding the encapsulated ISUP body (which is done at a stage where the request is actually processed);

· the SIP node to homogeneous prioritize SIP transactions received from different networks, e.g. IMS, SIP-I Nc, external SIP-I, external SIP proxies. 

The special treatment can include filtering, higher priority processing, routeing...
3. Conclusions

The resource-prority header and associated procedures as defined by IETF RFC 4412 must be supported by the SIP-I based Nc profile for the eMLPP service.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.231.
* * * First Change * * * *
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4.2
Call control protocol (Nc interface)

Table 4.2.1: Call Control Protocol Specifications

	Identification
	Protocol Name
	
Amendments and Endorsements to referenced specifications
	Support

	Q.1912.5 [4]
	Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control protocol or ISDN User Part
	See Clause 5.1
	Mandatory

	RFC 2046 [5]
	Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types
	See Clause 5.2
	Mandatory

	RFC 3966 [6]
	URLs for Telephone Calls
	See Clause 5.4
	Mandatory

	RFC 2976 [7]
	The SIP INFO Method
	See Clause 5.5
	Mandatory

	RFC 3204 [8]
	MIME media types for ISUP and QSIG Objects
	See Clause 5.6
	Mandatory

	RFC 3261 [9]
	SIP: Session Initiation Protocol
	See Clause 5.7
	Mandatory

	RFC 3262 [10]
	Reliability of Provisional Responses in the Session Initiation Protocol (SIP)
	See Clause 5.8
	Mandatory

	RFC 3264 [11]
	An Offer/Answer Model with the Session Description Protocol (SDP)
	See Clause 5.9
	Mandatory

	RFC 3311 [12]
	The Session Initiation Protocol UPDATE Method
	See Clause 5.10
	Mandatory

	RFC 3312 [13]
	Integration of Resource Management and Session Initiation Protocol (SIP)
	See Clause 5.11
	Mandatory

	RFC 3323 [14]
	A Privacy Mechanism for the Session Initiation Protocol (SIP)
	See Clause 5.12
	Mandatory

	RFC 3325 [15]
	Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks 
	See Clause 5.13
	Mandatory

	RFC 3326 [16]
	The Reason Header Field for the Session Initiation Protocol (SIP)
	See Clause 5.14
	Mandatory

	RFC 4566 [17]
	SDP: Session Description Protocol
	See Clause 5.3
	Mandatory

	RFC 4028 [24]
	Session Timers in the Session Initiation Protocol (SIP)
	See Clause 5.15
	Optional

	RFC 4412 [xx]
	Communications Resource Priority for the Session Initiation Protocol (SIP)
	See Clause 5.x
	Mandatory if eMLPP is supported


* * * Next Change * * * *

5 Amendments and Endorsements to Referenced Specifications

5.X
RFC 4412 (Communications Resource Priority for the Session Initiation Protocol (SIP))
RFC 4412[xx] shall be supported if the eMLPP service is supported. The "q735" name space shall be supported. The mapping between the ITU-T Q.735 priority values defined for the Precedence parameter as used by the eMLPP service and the resource-priority header is specified below.

Table 5.x.1: Q.735 Precedence Parameter and

RFC 4412 resource-priority header mapping
	ITU-T Q.735 Precedence Parameter – Precedence level
	RFC 4412
Resource-Priority header

	ROUTINE
	q735.4

	PRIORITY
	q735.3

	IMMEDIATE
	q735.2

	FLASH
	q735.1

	FLASH OVERRIDE
	q735.0


Additional national specific name spaces, e.g., WPS, may also be provided.
* * * End of Changes * * * *

