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INTRODUCTION
3GPP TR 23.820 v1.1.0 indicates in subclause 7.1 of the conclusion that “The HSS will send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA during registration procedure (see clause 6.7).”. The justification for this statement is in subclause 6.7, where a procedure for the case in which the S-CSCF loses the information related to a Shared Public User Identity.

This contribution proposes a correction of the procedure in subclause 6.7 and extends the solution to any inconsistency detected by the S-CSCF with the information stored in the HSS.
DISCUSSION

The current procedure in subclause 6.7 is proposed as a solution of the S-CSCF service interruption scenario for the case of a Public User Identity that is registered with more than one Private User Identities. The procedure described is the following:

1. During registration process, the HSS sends all the registered Private User Identities associated with the Public User Identity that is being registered.

2. If the S-CSCF detects an inconsistency in this information (the list of Private User Identities received is different from what the S-CSCF has in memory).

3. Then the S-CSCF proceeds to retrieve from the HSS the information related with the registration of the Public User Identity with those Private User Identities that are registered in the HSS but not in the S-CSCF.

There seem to be a few limitations to this procedure:

· The procedure does not indicate what the S-CSCF will do if it finds that there are Private User Identities in the memory of the S-CSCF but that are not received from the HSS.

· The procedure is applied only to the registration procedure.

· Since the problem is only detected during a re-registration of the Public User Identity with one of the Private User Identities that is not affected by the problem, it is very likely that the problem will be solved by the periodic re-registration of the Public User Identity with the Private User Identity affected by the problem before this additional procedure is required.

This procedure has also the particularity that it covers a case that is not considered thoroughly in the study, the case of partial inconsistencies in the information of a subscriber.  Given the great amount of inconsistency possibilities and that applying a different solution to each of them will increase the complexity of the system in an unacceptable way, this contribution proposes to align the solution of these inconsistencies with the general solution for the S-CSCF service interruption case. That is, if any inconsistency is detected by the S-CSCF in the information received from the HSS, it should send the message that is used in 6.1.3 and 6.1.5 to retrieve the backup information form the HSS and align the status of the S-CSCF with the HSS.
PROPOSAL

The following changes are proposed:

6.7
Forking Service Restoration

For forking service restoration, the S-CSCF information defined in the section 6.1.3 that the HSS sends to the S-CSCF needs to include the backup data associated with all the Private User Identities with which the restored Public User Identity has been registered. 
The HSS should send all the registered Private User Identities sharing the same Public User Identity in addition to the basic user data to the S-CSCF. If the S-CSCF compares the registered Private User Identities received from the HSS with the ones it stores or detects any other inconsistency in the information received from the HSS, the S-CSCF should send SAR to the HSS to retrieve the backup data for the registered Public User Identity, just as the S-CSCF does for terminating service restoration in the section 6.1.3. For this it is required to enhance the HSS and the S-CSCF. The changes to the protocol could be in the form of an additional information element in table 6.1.2.1 of 3GPP TS 29.228[10]:

	Associated Registered Private Identities
(See 7.X)
	Associated-Registered- Identities
	C
	This AVP contains all Private Identities that are registered with the Public Identity received in the SAR command.
The HSS shall send this information element if it implements the IMS Restoration Procedures and there are other Private Identities different from the Private Identity received in the SAR command being registered with the Public Identity received in the SAR command. 



Another possibility would be to include this information as part of the backup data updated by the S-CSCF.
7.1
S-CSCF Service Interruption

This Technical Report recommends implementing a solution with the following principles:

-     A specific error is returned to the UE in the event of lack of response from the corresponding S-CSCF or the S-CSCF does not have the user data  (see clause 6.2.2.1 and 6.2.2.2). For the second case, the specific error could be sent to the UE immediately when the S-CSCF receives the originating request as indicated in clause 6.2.2.2 or after the S-CSCF fails to retrieve user data from the HSS by the procedure indicated in the clause 6.1.5.

· Modification of the SAR-SAA so that: 

· The S-CSCF maintains an updated copy of the routing information required to process terminating SIP requests (and depending on the stage 3 solution chosen, UE’s subscription to notification of reg-event information required to restore the whole service environment of the S-CSCF) in the HSS (see clause 6.1.2).

· The HSS will send this information to the S-CSCF when the S-CSCF loses it (see main alternative in clause 6.1.3).

· Modification of the UAR-UAA and LIR-LIA so that the I-CSCF is able to assign a new S-CSCF upon S-CSCF failure detected during registrations (see clause 6.1.6), processing of terminating SIP request and processing of originating SIP requests from a SIP-AS. S-CSCF failure may be detected in I-CSCF, SIP-AS or P-CSCF. S-CSCF reassignment is always performed by the I-CSCF.

· A registration will be triggered from the P-CSCF if S-CSCF failure is detected when processing an originating SIP request from the UE.

· The HSS will allow S-CSCF name overwriting after an explicit request for capabilities from the I-CSCF.

· If the S-CSCF receives a SIP request for a user that it does not recognize, it will send an SAR to the HSS to check whether there is anything stored for that user there before sending a reply (see clause 6.1.5).

· The HSS will send all the registered Private User Identities sharing the same Public User Identity which is being registered in the SAA when sending the S-CSCF information (see clause 6.7).

Editor’s Note: Although this is the base of the principles agreed, this conclusion needs further study.

