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1 Introduction  

As indicated in the document C4-080233, potential assignments of different S-CSCF to the Public User Identities within the same subscription could cause failure of some terminating requests or registration requests occurring at the same time for the Public User Identities which are not registered.

The problem has been confirmed by CT4 at last meeting and a solution is expected. 

2 Discussion
There are several possible ways to solve this problem.
Solution 1: 

As shown in the following figure, there are two terminating SIP requests for the Public User Identities within the same subscription arriving at the I-CSCF at the same time. Before that, there is no S-CSCF name stored in the HSS for the related Public User Identities.
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Figure 2.1 Solution 1 for Simultaneous Terminating Requests for Not Registered Public User Identities
1. The I-CSCF receives a terminating request for IMPU1.
2. The I-CSCF sends LAR to the HSS to request the S-CSCF name or S-CSCF capabilities.

3. There is no S-CSCF assigned for the user, then the HSS sends back the LIA with the S-CSCF capabilities. At the same time the HSS set a flag to indicate that an S-CSCF assignment procedure is going on. In addition, a timer is started to monitor the assignment procedure.
4. The I-CSCF selects S-CSCF1 and forwards the terminating request for IMPU1 to the S-CSCF1. 
5. The I-CSCF receives another terminating request for IMPU2.

6. The I-CSCF sends LIR to the HSS to request the S-CSCF name or S-CSCF capabilities. The HSS finds that the flag indicates an S-CSCF assignment procedure for the user is proceeding, the HSS will not return LIA with the S-CSCF capabilities to the I-CSCF.
7. The S-CSCF1 sends SAR to the HSS to request IMPU’s service profile.

8. The HSS sends back SAA to the S-CSCF1 and stores the S-CSCF1 name. At the same time the HSS clears the flag and stops the timer as mentioned in step 3. 
9. The HSS sends back LIA with S-CSCF1 name to the I-CSCF.
10. The I-CSCF forwards the terminating request for IMPU2 to the S-CSCF1. 
11. The S-CSCF1 sends SAR with IMPU2 to the HSS.

12. The HSS returns SAA with IMPU2’s service profile.

After that, the terminating request will proceed as normal way.

During the procedure, if the timeout occurs before the HSS receives an SAR from an S-CSCF for the related Public User Identity, the HSS shall clear the flag. 
Solution 2: 

Same as solution 1, there are two terminating SIP request arriving at the I-CSCF at the same time. Before that, there is no S-CSCF name stored in the HSS for the related Public User Identities. 
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Figure 2.2 Solution 2 for Simultaneous Terminating Requests for Not Registered Public User Identities

1. The I-CSCF receives a terminating request for IMPU1.
2. The I-CSCF sends LIR to the HSS to request the S-CSCF name or S-CSCF capabilities.

3. There is no S-CSCF assigned for the user, then the HSS sends back the LIA with the S-CSCF capabilities. 

4. The I-CSCF selects S-CSCF1 and sends a new message SSR (Store-ServerName-Request) with the S-CSCF1 name to the HSS.
5. The HSS stores the S-CSCF1 name and sends back SSA (Store-ServerName-Answer). At the same time the HSS set a flag to indicate that the S-CSCF assignment is proceeding and starts a timer to monitor the procedure.
6. The I-CSCF forwards the terminating request for IMPU1 to the S-CSCF1. 
7. The I-CSCF receives another terminating request for IMPU2.

8. The I-CSCF sends LAR to the HSS to request the S-CSCF name or S-CSCF capabilities.
9. There is S-CSCF1 already assigned for the user, then the HSS sends back the LIA with the S-CSCF1 name. 
9a.  There is no S-CSCF assigned for the user, the HSS sends back the LIA with the S-CSCF capabilities. 
9b.  The I-CSCF selects S-CSCF2 and sends SSR with the S-CSCF2 name to the HSS.

9c.   The HSS finds that the S-CSCF2 is not the same as the assigned S-CSCF1, then returns SSA with S-CSCF1 name.
13. The I-CSCF forwards the terminating request for IMPU2 to the S-CSCF1. 
14. The S-CSCF1 sends SAR with IMPU1 to the HSS.

15. The HSS clear the flag and stop the timer as mentioned in step 5, and returns SAA with IMPU1’s service profile.

16. The S-CSCF1 sends SAR with IMPU2 to the HSS.

17. The HSS returns SAA with IMPU2’s service profile.

After that, the terminating request will proceed as normal way.

During the procedure, if the timeout occurs before the HSS receives an SAR from an S-CSCF for the related Public User Identity, the HSS shall clear the flag and remove the stored S-CSCF name. 

Solution 3: 

Same as solution 1 and solution 2, there are two terminating SIP request arriving at the I-CSCF at the same time. Before that, there is no S-CSCF name stored in the HSS for the related Public User Identities. 
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Figure 2.3 Solution 3 for Simultaneous Terminating Requests for Not Registered Public User Identities
The I-CSCF selects S-CSCF1 and S-CSCF2 to serve the Public User Identities in the two terminating SIP requests respectively. As shown in the step 12 in the figure, the SAR request from S-CSCF1 will be replied by the HSS in the SAA with an error DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED. To avoid failure of the related terminating SIP request for IMPU1, after receiving such an error indication, the S-CSCF could  send a specific SIP error to the I-CSCF as shown in the step 13. The following steps are listed below:
14. Receiving the SIP error from the S-CSCF, the I-CSCF sends LIR to the HSS again to request the S-CSCF name or S-CSCF capabilities. 

15. Since there is the S-CSCF2 stored in the HSS, the HSS sends back the LIA with the S-CSCF2 name to the I-CSCF.

16. The I-CSCF sends the terminating SIP request for IMPU1 for the second time to the S-CSCF2.

17. The S-CSCF2 sends the SAR to request the user profile.

18. The HSS sends back SAA with the IMPU2’s service profile.

After that, the terminating request will proceed as normal way.

It could be seen that the above three solutions can also be used to solve the same problem caused by simultaneous registration requests.

Advantages and Disadvantages:
Solution 1 could prevent different S-CSCF assignment to a user effectively and has no impact on the Cx interface, but it needs the HSS to do some special handling, i.e. setting a flag, starting a timer and only returning LIA to the second LIR request after having an S-CSCF name stored.

Solution 2 could prevent different S-CSCF assignment to a user effectively, but it needs to create a new Cx command pairs SSR/SSA to fulfil the task. It also needs the HSS to do some special handling, i.e. setting a flag, starting a timer. Maybe the special handling in the HSS is not necessary, but there is the risk that the HSS stores the S-CSCF name carried in the SSR message, but does not receives SAR from the S-CSCF after that, then the HSS will not be able to remove the S-CSCF name for a not registered user.

Solution 3 could not prevent different S-CSCF assignment to a user. It only does some remedial operations to avoid bringing bad service experience to the user. In addition, maybe a specific SIP error needs to be used by the S-CSCF to inform the I-CSCF to send LIR to the HSS for S-CSCF name again. The advantage of this solution is it has little requirement to the Cx interface and the HSS.
3 Proposal
It is proposed to select one of the solutions given in the discussion part to solve the problem caused by different S-CSCF assignment to a user. Then CRs could be brought to next meeting based on the selected solution.
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