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1. Introduction

In the last CT4#38 meeting, a contribution (C4-080528) regarding the mapping of registration has been discussed. The registration procedure is based on the TS 23.401, i.e. E-UTRAN Initial Attach procedure flow which is described as below figure.
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Figure1. E-UTRAN Initial Attach procedure flow

In step 7, a new MME sends Update Location message to the HSS using S6a interface, and receives Update Location Ack from the HSS after it handles the subscriber data downloading by the HSS in step 10. But this interaction in a session may be based on the MAP protocol, since Diameter protocol does not support multiple interactive transactions in a session, i.e. a client can not handle a request from a server when it waits for a response for the previous request from the server.
2. Discussion

2.1 Session State Machine of Diameter Protocol
According to RFC 3588, the Diameter base protocol provides two different types of services to application. The first involves authentications and authorization, and can optionally make use of accounting. The second only makes use of accounting. In order to support these two kinds of application services, Diameter base protocol defines authorization session state machine and accounting session state machine. There are 4 different authorization session state machines supported for authorization session state machine. If the server wants to maintain the session state, it will indicate the client by the value of the Auth-Session-State AVP. From a client perspective, the session state machine is described as below figure:
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Figure2. Session state machine on a client when state is maintained on the server
As the show in figure2, when a client receives Client or Device Requests access, it changes the Idle state to the Pending state. When the client receives Successful Service-specific Authorization answer received with default Auth-Session-State value, a session is established and the client changes the Pending state to the Open state. In the Open state, the client can receive User or client device requests access to service again and wait for the answer from the server for the service-specific authorization. If ASR is received, the client may end the session and change the Open state to Discon state.

From a server perspective, the session state machine is described as below figure:
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Figure3. Session state machine on a server when it is maintaining state for the session
As the show in figure3, there is no Pending state to the client. A server can change the Idle state to the Open state when it receives Service-specific authorization request received and user is authorized. A session will be established when the server is Open state. The server can receive Service-specific authorization request again in Open state. If user is authorized, the server will not change the state, or if user is not authorized, the server will end the session and change the Open state to the Idle state. If home server wants to terminate the service, it can send ASR to the client and change the Open state to the Discon state.
If the server does not want to maintain the session state, the client will not wait for the ASR from the server to end the session. From the client perspective, there is no Discon state and the session state machine is simple. The figure4 describes the session state when the state is not maintained on the server:
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Figure4. Session state machine on a client when state is not maintained on a server

As the show in figure4, the client can not receive any requests from client or user device when it is Open state. So the client can only handle one client or device request access in a session when the state is not maintained on a server. From the server perspective, there is only one Idle state, and if the server receives the request from the client, it sends the answer to the client without changing any state.
2.2 Dialogue State Machine of MAP Protocol

The establishment of a MAP dialogue involves two MAP-service-users: the dialogue-initiator and the dialogue-responder. The transaction management between MAP and TCAP will maintain the dialogue state machine. There are some MAP common services related with dialogue establishment, i.e. MAP-OPEN, MAP-DELIMITER, MAP-CLOSE. One instance of the MAP dialogue state machine runs at the initiating side, and one at the responding side. The following sequencing of services describes the relationship between the dialogue establishment and user specific services.
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a) Opening
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b) Continuing
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c) Closing
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d) Aborting

It is shown that MAP common services are responsible for establishing the dialogue, user specific services can be contained between the MAP-OPEN and the MAP-DELIMITER primitives, or end with the MAP-DELIMITER or the MAP-CLOSE primitive. In addition, it does not know the message type of user specific services, i.e. request or acknowledgement message whether to the initiating side or the responding side. More user specific services can be transferred between the initiating side and the responding side if a dialogue is established.
2.3 Conclusion
According to the analysis of section 2.1 and section 2.2, Diameter base protocol can decide whether to maintain the session state depending on the value of the Auth-Session-State AVP. If a server decides a client to maintain the session state, the client can receive more client or device requests and send these requests to the server when the session is established. However the client shall wait for the response from the server before it sends the next request message to the server. If no session state is maintained on the server, the client can only handle one client or device request during a session. 
MAP protocol shall maintain a dialogue state whether to the dialogue initiating side or the dialogue responding side. And it can support multiple cross request messages interaction in a dialogue since the dialogue establishment based on the common services not the message type of user specific services. 
The main difference between MAP Protocol and Diameter Protocol on Session State Machine is as below:
· Diameter base protocol can decide whether to maintain the session state, MAP protocol shall maintain the session state;
· Diameter base protocol can support multiple serial request messages during a session if the session state is maintained on a server and a client, i.e. a client can send the next request message received from user or device to a server when it receives the response from the server;
· MAP protocol can support multiple cross request messages during a dialogue, i.e. when a dialogue is established, the dialogue initiating side can handle any message when it sending a request message to the dialogue responding side. The message may be request message or response message or abnormal message to terminate the dialogue from the dialogue responding side.
Therefore, the following message flow during a dialogue based on the MAP protocol can not be supported in the Diameter protocol.
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3. Possible solutions
Solution 1: Modification to session state machine of Diameter base protocol
It needs to add some Event and Action to a client and a server for supporting multiple cross request messages in a session. For a client and a server, they shall distinguish what the specific service is since only Update Location needing multiple interactions in a session. However it is difficult to modify the session state machine of Diameter base protocol since the session establishment is related with user specific service. We need more time to further study if we want to do this.
Solution 2: Modification to registration flow
Maybe this possible solution is simple to the previous solution. We can reduce the 4 registration flows to the 2 registration flows and contain subscriber data in a response from the HSS, refer to the following figure.
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However there is also issue with regard to this solution, the MME can not return the result of the data checking to the HSS during the user registration. It is FFS how to negotiate the data checking information between the MME and the HSS.
4. Proposal
It proposes to confirm the issue that Diameter protocol can not support multiple cross request message in a session and recognize the difference between the Diameter protocol and the MAP protocol with regard to the session state machine. So the registration flow based on the MAP protocol between the MME and the HSS can not be supported in the Diameter protocol. Furthermore, it proposes to a solution when the issue is confirmed.
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