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Discussion
Currently, the IPMS principles have been in TS23.402 v8.0.0, the following principle is included:
The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), based on the information it has regarding the UE, local/home network capabilities and local/home network policies.

According to the text above the decision on the IPMS is made by the HSS/AAA during the UE authentication procedure, and this decision should be known to the non-3GPP access system, therefore the information of the decision on the IPMS should be included in the authorization response message.
Proposal

****************First Change Start******************
6.2.7
Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface

6.2.7.1 Requirements

6.2.7.1.1 Initial Attach procedure for non-roaming

6.2.7.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.7.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.7.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS. 
The Authorization Request message may contain Access Point Name information, if such information is available in non-3GPP access.
6.2.7.1.1.4 Authorization Response

The parameters for Authorization Response message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message. 
The Authorization Response message may include a subscription default Access Point Name information or an address of a PDN-GW in a case the Authorization Request message did not include any specific Access Point Name. The default Access Point Name information and/or the returned PDN-GW address may then be used for subsequent PDN selection and Proxy Mobile IPv6 signalling. The message is expected to include an indication of the decision on the mobility management mechanism, i.e. whether DSMIPv6 or PMIP or MIPv4FA mode should be used. The indication may then be used for subsequent IP connection establishment.
****************First Change End******************

****************Second Change Start******************
6.2.9
3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Requirements
The Wm* reference point is defined between the 3GPP AAA Server/Proxy and the ePDG. The Wm* reference point is an evolution of the existing Wm and respects backwards compatibility. The Wm* reference point inherits existing Wm procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8] for users accessing SAE via an Untrusted Non-3GPP IP Access.
6.2.9.1.1 Initial Attach procedure

6.2.9.1.1.1 Authentication Request

The parameters for Authentication Request message are, but not exclusively, listed as below:

-
User Identity in the format of NAI;

-
EAP payload;

-
Visited PLMN Identifier for roaming case;

-
Access Type;
6.2.9.1.1.2 Authentication Response

The parameters for Authentication Response message are, but not exclusively, listed as below:
-
EAP payload;
6.2.9.1.1.3 Authorization Request

The parameters for Authorization Request message are, but not exclusively, listed as below:

-
User Identity in the format of NAI;

-
W-APN;
-
Visited PLMN Identifier for roaming case;
6.2.9.1.1.4 Authorization Response

The parameters for Authorization Response message are, but not exclusively, listed as below:

-
PDN GW Selection Information； 
-
IP mobility management selection Information;
Editor’s note: The content of PDN GW Selection Information is FFS.

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
****************Second Change End******************

