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Introduction

In the recent a few SA2 meetings, the Initial Attach Procedures for the Trusted Non-3GPP IP Accesses are clarified. Currently, there are mainly three kinds of Initial Attach Procedures for the Trusted Non-3GPP IP Accesses. This paper is to clarify these procedures and update the related requirement in CT4 accordingly.
Discussion

Currently, based on the network architectures in 23.402, depending on roaming or not, chained or not, home routed or local breakout, S2a or S2c, PMIPv6 or MIPv4 FACoA, there are many kinds of Attach procedures for the Trusted Non-3GPP IP Accesses:
  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for non roaming scenario,

  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for home routed scenario with anchor in PDN GW,

  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for home routed scenario with anchor in Serving GW,

  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for local breakout scenario,

  -    Attach with S2c for non roaming scenario,

  -    Attach with S2c for home routed scenario with anchor in PDN GW,
  -    Attach with S2c for local breakout scenario.

For CT4, we can put the procedures which affect the same/similar interfaces and have the same/similar messages and parameters into the same type so that the requirements can be made more clear and the redundant work can be avoided. 
With this principle, it is proposed to put the above procedures into three main kinds:
Initial Attach Procedure with S2a and Anchoring in PDN GW, which includes:
  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for non roaming scenario,

  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for home routed scenario with anchor in PDN GW,

  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for local breakout scenario,

This main procedure will affect S2a, S6c, Wd* (just for Local breakout roaming), Wx* interfaces. The messages parameters for them are the same/similar.
Initial Attach Procedure with S2a and Anchoring in Serving GW, which includes:
  -    Attach with S2a (PMIPv6 or MIPv4 FACoA) for home routed scenario with anchor in Serving GW,

This main procedure will affect S2a, S6c, S6d, S8a/S8b, Wd*, Wx* interfaces. The messages parameters for them are the same/similar.
Initial Attach Procedure with S2c for Trusted non-3GPP IP accesses, which includes:
  -    Attach with S2c for non roaming scenario,

  -    Attach with S2c for home routed scenario with anchor in PDN GW,

  -    Attach with S2c for local breakout scenario.

This main procedure will affect S6c, Wd* (just for Local breakout roaming), Wx* interfaces. The messages parameters for them are the same/similar.
It should be noted that although this paper is only discussing about Attach procedures for the Trusted Non-3GPP IP Accesses, the principle are also applied for the Attach procedures for the Non-3GPP IP Accesses. 

Based on the consideration above, the three kinds of Initial Attach Procedures for the Trusted Non-3GPP IP Accesses are:
*    The previous one is clarified to be the Initial Attach Procedure with S2a and Anchoring in PDN GW. This procedure describes the scenario in which UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2a interface and the anchor is in the PDN GW. This procedure will not affect the S8a/b interfaces. The PDN GW can be in the HPLMN (the non roaming scenario and the Home Routed roaming scenario in which the termination of S6c is PDN GW and AAA Server) or in the VPLMN (the Local Breakout roaming scenario in which the termination of S6c is PDN GW and AAA Proxy).
*    The Initial Attach Procedure with S2a and Anchoring in Serving GW is added. This procedure describes the scenario in which UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2a interface and the anchor is in the Serving GW. This procedure will affect the S8a/b interfaces. This procedure is used only for Home Routed roaming scenario in which PDN GW is in HPLMN and the termination of S6c is PDN GW and AAA Server.
*    The Initial Attach Procedure with S2c for Trusted non-3GPP IP accesses is moved this chapter. This procedure describes the scenario in which UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2c interface and the anchor is in the PDN GW. This procedure will not affect the S8a/b interfaces but some other CN interfaces. The PDN GW can be in the HPLMN (the non roaming scenario and the Home Routed roaming scenario in which the termination of S6c is PDN GW and AAA Server) or in the VPLMN (the Local Breakout roaming scenario in which the termination of S6c is PDN GW and AAA Proxy).
In 3GPP TS 23.402[1], the signalling flows for the Initial Attach Procedures for the Trusted Non-3GPP IP Accesses are described as below:
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Figure 1: Initial Attach Procedure with PMIPv6 based S2a and Anchoring in PDN GW
[image: image2.emf] 

UE  

PDN GW  

3GPP  AAA  Proxy  

Trusted non - 3GPP IP  Access  

vPCRF   hPCRF  

HSS/AA A  

1. Non - 3GPP  Specific   Procedur es  

2.  Authentication  and Authorization  

Roaming Scenari os  

2. Auth  

3. MIPv4 Agent Solicitation  

4. MIPv4 Foreign Agent Advertisement   [care - of - address]  

5 . MIPv4  Registration Request [UE ID = NAI, reverse tunnel request ]  

5.  Authentication  and Authorization  

6 . MIPv4  Registration Request [UE ID = NAI, reverse  tunnel request ]  

8. Indication of IP - CAN Session Establishment  

9. Acknowledge IP - CAN Session Establishment  

10. MIPv4 Registration Reply (home address)   

7. Update PDN GW Address  

11. Gateway Control Session Establishment  

14. Acknowledge Gateway Control  Session  Establishment  

12. Policy and Charging Rules Provision  

13. Ack Policy and Charging Rules Provision  

15. MIPv4 Registration Reply (home address)   

 

1 6 . MIP Tunnel  Established  

 


Figure 2: Initial Attach Procedure with MIPv4 FACoA based S2a and Anchoring in PDN GW
[image: image3.emf] 

UE  

S - GW  

3GPP  AAA  Proxy  

P DN   GW  

HS S /   AAA  

3. QoS Request  

8. Create Default Bearer Response    

9 . Proxy Binding  Ack  

v

   

 

PMIP  

 

PMIP  

 

PMIP Tunnel  

   

 

PMIP  

 

PMIP  

 

GTP Tunnel  

2 . Proxy Binding Update  

Trusted Non - 3GPP IP  Access / ePDG  

PCRF  

7. PCRF Interaction  

4. QoS Profile Reques t  

6. Create Default Bearer Request    

3. QoS Response  

Complete Attach  

1. Initial Attach    


Figure 3: Initial Attach Procedure with S2a and Anchoring in Serving GW
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Figure 4: Initial Attach Procedure with S2c
On the other hand, there is an attach procedure for UE accessing EPS from E-UTRAN and there will be an attach procedure for UE accessing EPS from UTRAN/GERAN. So it is proposed to clarify the name of these attach procedures in TR 29.803 to avoid the chaos of the related requirements.
Conclusion

Based on the agreement from SA2, it is proposed to update TR 29.803 as below.
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######################################start of changes#####################################
4.2.1
Initial Attach procedure of Trusted non-3GPP IP accesses using S2a
The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2a interface.
There are two kinds of procedures depending on the position of the anchor.

Initial Attach procedure with S2a and Anchor in PDN GW describes the procedure in which UE accesses EPS via S2a interface and the anchoring is in the PDN GW. In this procedure, the user plan on S8a/b interface is not established.  The later user traffic will not go through the S8a/b interface. The PDN GW can be in the HPLMN (the non roaming scenario and the Home Routed roaming scenario in which the termination of S6c is PDN GW and AAA Server) or in the VPLMN (the Local Breakout roaming scenario in which the termination of S6c is PDN GW and AAA Proxy).
Initial Attach procedure with S2a and Anchor in Serving GW describes the procedure in which UE accesses EPS via S2a interface and the anchoring is in the Serving GW in VPLMN. In this procedure, the user plan on S8a/b interface is established.  The later user traffic will go through the S8a/b interface. This procedure is used only for Home Routed roaming scenario in which PDN GW is in HPLMN and the termination of S6c is PDN GW and AAA Server.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [4] and Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-06 [5]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2a interface is between trusted non-3GPP IP accesses and PDN GW in home network; Ta* interface is between trusted non-3GPP IP accesses and 3GPP AAA Server.
#######################################next change#######################################

6.2.1.1.1
Initial Attach Procedure with S2a and Anchoring in PDN GW
#######################################next change#######################################

6.2.4.1.1
Initial Attach Procedure with S2a and Anchoring in PDN GW
#######################################next change#######################################

6.2.7.1.1
Initial Attach Procedure with S2a and Anchoring in PDN GW
#######################################next change#######################################

6.2.11.1.1
Initial Attach Procedure with S2a and Anchoring in PDN GW
######################################end of changes#####################################




















































































