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1  Introduction

This discussion paper proposes a recommendation on the selection of the solution to restore the terminating service if the P-CSCF fails or resumes.

2  Discussion
There are two possible solutions for P-CSCF restoration as indicated in the clauses 6.2 and 6.4. 
-      The solution in clause 6.2 introduces a second P-CSCF to forward the NOTIFY message from the S-CSCF to trigger a new registration. After the normal registration, the S-CSCF could forward the terminating call to the P-CSCF indicated in the Path. 
-      The solution in clause 6.4 is based on the P-CSCF health monitoring from the UE or the IP GW. If P-CSCF failure is detected, the UE could be triggered to initiate a new registration.
It could be seen that both of the solutions restore the service through triggering the UE to initiate a new registration. The difference between these two solutions lies in the ways to judge the failure of the P-CSCF and the ways to trigger a new registration. 
About the judgement of the failure of the P-CSCF,
-      The first solution judges the failure of the P-CSCF from the S-CSCF point of view when the S-CSCF could not contact the P-CSCF during terminating traffic procedure. 
-      The second solution judges the failure of the P-CSCF from the UE or IP GW point of view by monitoring the transport connection between the P-CSCF and the UE or IP GW.
About the solution to trigger a new registration,
-      The first solution is that the S-CSCF constructs a NOTIFY message and sends it to another P-CSCF to trigger a new registration which needs that the P-CSCF could send the NOTIFY without protection and the UE could trigger a new registration when receiving this unprotected NOTIFY. 
-      The solution in clause 6.4 is that if the P-CSCF failure is detected by the UE or IP GW, the UE could trigger or be triggered by IP GW(e.g. through removing IP connectivity which could force a new IP connection) a new registration.

The following lists the disadvantages and advantages of the two solutions. 
For the first solution, 

-      Disadvantages: This solution needs that the P-CSCF could forward a NOTIFY unprotected even if it has not the related user information and the UE could trigger a new registration when receiving such a NOTIFY, which may have potential security problem and needs to be checked by the CT1 and SA3. 
-      Advantages: This solution could detect and restore the failure of the P-CSCF from the IMS signalling layer without depending on the transport layer.
For the second solution, 

-      Disadvantages: This solution depends on the transport layer between the UE or IP GW and the P-CSCF and has restricted requirement to the transport layer. In addition, the monitoring result may not be available for some reason as indicated in the clause 6.4 and may not be reliable for judgement of whether the P-CSCF fails or not because that the result may be different from the view of the UE or IP GW point and from the view of the IMS CN point.
-      Advantages: In some degrees, this solution could detect and restore the failure of the P-CSCF with little impact to the IMS signalling.

From the comparison to the above two solutions, it is better to select the first solution to solve the problem indicated in the clause 5.3.3 of the TR if the new requirement could be accepted by CT1 and SA3. In this solution, the detection and restoration of the P-CSCF are all lie in the IMS signalling layer without depending on access network and the transport layer. Especially in the future, IMS will be accessed from various kinds of access network. It will be difficult to ask all of the access networks and transport layer protocols to support failure detection and restoration of the IMS CN entities.
3  Recommendation/Proposal

According to the above discussion, it is proposed to make the following changes to TR 23.820 v0.4.0.
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7.X
Recommendations

7.X.X
P-CSCF Restoration
The procedure described in clause 6.2 has been selected as the way to ensure terminating service restoration if the P-CSCF fails or resumes. This will require some security problem clarification by SA3 and changes to 3GPP TS 24.229, so LS needs to be sent to SA3 and contributions need to be submitted to CT1 in order to complete this task.
