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INTRODUCTION

TR 23.820 “Study on IMS Restoration Procedures” indicates a possible procedure to overcome and a way to avoid the HSS Interruption Scenario. This contribution proposes a conclusion on the topic. 

CONCLUSION

Given the increase in traffic and the complexity of the solution in clause 6.6, this contribution proposes to conclude that any IMS Core Network implementing IMS Restoration Procedures should include an HSS that provides sufficient redundancy so that it is possible to assume that critical data is always available. In order to avoid the scenario in clause 5.7, the S-CSCF name and IMS registration status of the user should be part of those critical data. However, as highlighted in clause 6.9 there could be information in the HSS (such as Sh subscriptions to notifications) that is not critical for routing purposes and could be made volatile in the HSS. For such cases, it would be beneficial to implement a notification from the HSS to the other network elements in order to inform them that they need to subscribe again. In order to comply with the requirement in clause 4.7 “Avoidance of Massive Signalling”, the renewal of subscriptions must be done in an extended period of time so that normal traffic is not affected by an overload in the HSS or the SIP-AS.
The proposed text for the TR is the following:

7.X
HSS Service Interruption
This Technical Report recommends that in order to avoid the problem scenarios in clause 5.7 the HSS should be implemented in a way that critical information can be assumed to be always available. Permanent data and also some temporary data such as the S-CSCF name and IMS registration status of a user will be considered critical information.
For an HSS that stores some information relevant to the other network elements as volatile, it is recommended to implement a notification such as the one described in clause 6.9 to inform the other network elements of a loss of that volatile information. Upon reception of this notification, the other network elements should refresh the information in the HSS avoiding massive signalling in a short period of time. The only current use case for this procedure is the subscriptions to notifications in the Sh Interface.
