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Introduction
TR 23.820 defines in section 6.1.2 the content of S-CSCF-Information that is stored in the HSS as backup data. This contribution proposes to add the flexibility for S-CSCFs to optionally store additional proprietary S-CSCF data that are transparent to the HSS.
Proposal
It is proposed to modify chapter 6.1.2 as shown below:
6.1
Backup of S-CSCF Information in the HSS

6.1.1
Introduction

This solution for processing of SIP requests after a S-CSCF restart or during a S-CSCF downtime is based in the principle that S-CSCF information is stored in the HSS. There is a set of basic information that would be required for an S-CSCF to handle the requests for a user; it comprises the list of SIP Proxies (usually the P-CSCF address), list of Public User Identities, Contact Addresses and Contact Header parameters. In order to request the user to authenticate, the information of the UE’s subscription to the reg-event package may also be required to be stored in the HSS. Other information, such as active subscriptions using the SIP reg-event package could be refreshed by the clients of the subscription after take over. The following clauses describe the modifications required for this solution.

6.1.2
Normal Registration

In order for the information to be available later, the S-CSCF would be required to store it in the HSS. This could be done during the registration process with an additional information element in the SAR request. In addition to the basic set of information required to handle traffic. The changes to the protocol would be in the form of an additional information element in table 6.1.2.1 of 3GPP TS 29.228 [10]:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	O
	If Server-Assignment-Type is REGISTRATION or RE_REGISTRATION, the S-CSCF may optionally send this information element to the HSS. This information allows a later retrieval in case of an S-CSCF service interruption. 


The detailed behavior in clause 6.1.2.1 should also indicate that the HSS shall store this information if it implements IMS Restoration Procedures. The information will be associated to the Private User Identity and the Implicit Registration Set that is affected by the SAR request, and it will contain:

· the list of SIP proxies in the path (normally it would be just the P-CSCF address), 

· the Contact Information (Contact Addresses and Contact Header parameters),
· the UE’s subscription information (Call-ID, From, To, Record-Route).
· optionally proprietary S-CSCF data.
Note: To avoid frequent storing of the subscription information in the HSS, the CSeq should not be included in the S-CSCF Information. 
As the following figure 6.1.2.1 shows, the S-CSCF backups user registration related data such as the content of Path, Contact address in the HSS during the initial registration procedure. When the S-CSCF sends SAR to request the user profile from the HSS in step 14 after successful authentication, the backup data are carried in the message to the HSS at the same time. 
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Figure 6.1.2.1  Backup of registration data during initial registration procedure

1-13. The UE initiates the registration towards the network and the normal registration procedure follows.

14. The S-CSCF name is changed and the S-CSCF sends the SAR with these registration related data.

15. The HSS stores the registration related data and returns the SAA to the S-CSCF with service profile.

16-18. Normal registration procedure.

Note 1: In the above step 14, it is needed to extend the function of the HSS and the S-CSCF and enhance the Cx interface to make it possible that the S-CSCF could backup registration data such as Path and Contact address of the user in the HSS during the registration procedure. 

Note 2: It will be possible for the S-CSCF to update the S-CSCF Information in the HSS at any time using an SAR with Server Assignment Type RE_REGISTRATION or a new Server Assignment Type specific for this purpose. This could be used, for example to update the value of Temporary GRUUs assigned in the S-CSCF.

Editor’s Note: If multiple registrations from the same UE and public user identity need to be taken into account, then there could be a need to consider the update of this information in the re-registration case. In addition to that, the S-CSCF will have to combine the information of all the Contact Addresses when updating S-CSCF information in the HSS (also for initial registration).

Editor’s Note: It is FFS if GRUU (part of the Contact Header Information) needs to be stored in the HSS and how this fact affects the described procedure.
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