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This discussion paper proposes some changes for the alternative described in clause 6.1. The proposed principles of the solution close some of the open points and are the following:
· The method for the detection of a S-CSCF failure will be left as an implementation option. Two examples of possibilities for this are the interaction with the O&M system and decision based on lack of response are two possibilities.
· The network element that will be responsible for the decision to change S-CSCF will be the I-CSCF in all cases. Assuming that S-CSCF reassignment may take place, the SIP-AS should direct all requests through the I-CSCF, since the S-CSCF may have changed without any notification to the SIP-AS. This also enables the reassignment of S-CSCF for the AS originating case.
· It will be possible for the S-CSCF to store in the HSS the information to route terminating SIP requests (in initial registrations or re-registrations). 

· If the S-CSCF receives any originating SIP request for a user that is not known to that S-CSCF, it will send a request to the HSS in order to retrieve the routing information.

· If the HSS receives an SAR with Server Assignment Type UNREGISTERED_USER for a user that is stored with state Registered in the HSS, it will send back this routing information to the S-CSCF. The S-CSCF will take this information into account and consider the user as Registered.
The proposed changes to the 3GPP TR are the following:

· The text indicating that the HSS should check whether the SAR is for an initial registration and Editor’s note under Figure 6.1.2.1 are removed. The reason is that if the update of routing information by the S-CSCF is also allowed in the re-registration case, the problem indicated in the Editor’s note is covered. Since the S-CSCF will be in any case responsible for the information that it stores in the HSS, there seems to be no problem in allowing the update of this information also in the re-registration case. In addition to that, if multiple contacts per Public User Identity and Private User Identity are agreed, then there should be a corresponding change to the routing information stored in the HSS to allow multiple instances of this information.
· The Editor’s note under figure 6.1.2.1 about the GRUU is replaced with a Note stating that it will be possible for the S-CSCF to update the Contact Header parameters in the HSS at any time using an SAR (e.g. with Server Assignment Type RE_REGISTRATION).

· Text is added to state that the method for the detection of S-CSCF failure is left as an implementation option in the I-CSCF. The corresponding Editor’s notes are removed.

· The Editor’s note stating that the restoration indication is FFS under figure 6.1.3.2 is replaced with a note stating that this is left for Stage 3 decision. 

· A new paragraph is added under figure 6.1.3.2 stating that this procedure can also be applied to the AS originating traffic case, and that when reassignment may take place, the SIP-AS should direct all its originating requests through the I-CSCF.

· The Editor’s note on whether to add routing information to SAA with Server Assignment Type NO_ASSIGNMENT in all cases or add a new Server Assignment Type to request this information is changed to a Note. This decision doesn’t seem to be a relevant point for the conclusion and the proposal is to leave it for when the results of the study are taken into Technical Specifications.

· The clause on “Restoration during re-registration procedure” is moved from its current position (6.2.2.3) to the end of 6.1, since it does not fit in clause 6.2.

6.1
Backup of S-CSCF Information in the HSS

6.1.1
Introduction

This solution for processing of SIP requests after a S-CSCF restart or during a S-CSCF downtime is based in the principle that S-CSCF information is stored in the HSS. There is a set of basic information that would be required for an S-CSCF to handle the requests for a user; it comprises the list of SIP Proxies (usually the P-CSCF address), list of Public User Identities, Contact Addresses and Contact Header parameters. Other information, such as active subscriptions using the SIP reg-event package could be refreshed by the clients of the subscription after take over. The following clauses describe the modifications required for this solution.

6.1.2
Normal Registration

In order for the information to be available later, the S-CSCF would be required to store it in the HSS. This could be done during the registration process with an additional information element in the SAR request. In addition to the basic set of information required to handle traffic. The changes to the protocol would be in the form of an additional information element in table 6.1.2.1 of 3GPP TS 29.228 [10]:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	O
	If Server-Assignment-Type is REGISTRATION or RE_REGISTRATION, the S-CSCF may optionally send this information element to the HSS. This information allows a later retrieval in case of an S-CSCF service interruption. 


The detailed behavior in clause 6.1.2.1 should also indicate that the HSS shall store this information if it implements IMS Restoration Procedures. The information will be associated to the Private User Identity and the Implicit Registration Set that is affected by the SAR request, and it will contain:

· the list of SIP proxies in the path (normally it would be just the P-CSCF address), 

· the Contact Information (Contact Addresses and Contact Header parameters), 
As the following figure 6.1.2.1 shows, the S-CSCF backups user registration related data such as the content of Path, Contact address in the HSS during the initial registration procedure. When the S-CSCF sends SAR to request the user profile from the HSS in step 14 after successful authentication, the backup data are carried in the message to the HSS at the same time. 
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Figure 6.1.2.1  Backup of registration data during initial registration procedure

1-13. The UE initiates the registration towards the network and the normal registration procedure follows.

14. The S-CSCF name is changed and the S-CSCF sends the SAR with these registration related data.

15. The HSS stores the registration related data and returns the SAA to the S-CSCF with service profile.

16-18. Normal registration procedure.

Note 1: In the above step 14, it is needed to extend the function of the HSS and the S-CSCF and enhance the Cx interface to make it possible that the S-CSCF could backup registration data such as Path and Contact address of the user in the HSS during the registration procedure. 

Note 2: It will be possible for the S-CSCF to update the S-CSCF Information in the HSS at any time using an SAR with Server Assignment Type RE_REGISTRATION or a new Server Assignment Type specific for this purpose. This could be used, for example to update the value of Temporary GRUUs assigned in the S-CSCF.


6.1.3
Retrieval of S-CSCF Information

According to the analysis in clause 5.2, the most relevant case in which the S-CSCF might need this information is when processing a terminating SIP Request. In this case, when the HSS believes the identity to be Registered, the SAA response will be either DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the request is originated in a different S-CSCF or DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if it comes from the same S-CSCF.

For DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, the proposal is to add the information stored in the HSS to the response so that the S-CSCF has the possibility to forward the request to the P-CSCF that attends the user. The other error code covers the case of a double S-CSCF assignment. To avoid that situation, the proposal is to create a new value for Server-Assignment-Type in order to overwrite the S-CSCF name stored in the HSS and to allow this operation only if there was a previous request for capabilities from the I-CSCF. The I-CSCF should also be allowed to request REGISTRATION_AND_CAPABILITIES in the terminating case. The changes to the protocol would be in table 6.1.2.2 adding the information element with S-CSCF information:

	S-CSCF Information (See 7.X)
	SCSCF-Information
	C
	The HSS shall send this information element if it implements the IMS Restoration Procedures and Experimental-Result is DIAMETER_ERROR_IN_ASSIGNMENT_TYPE or the value of Server-Assignment-Type in the request is NO_ASSIGNMENT or REASSIGNMENT. 


The following figure shows the traffic flow for retrieval of information from the same S-CSCF:
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Figure 6.1.3.1. Retrieval from the previous S-CSCF

Note 1:  In the above steps 2 and 3, it is needed to send the S-CSCF information from the HSS to the S-CSCF. This means an enhancement of both HSS and S-CSCF and it can be done in two ways. One is enhancing the S-CSCF, so that when it receives the SAA with Experimental-Result-Code value set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE, it is able to send SAR with a new Server Assignment Type as RESTORE to request backuped data from the HSS. The other is represented in figure 6.1.3.1 and it is enhancing the HSS to add the information in the SAA for this error code.
Note 2: The decision of when to assign a new S-CSCF for the user is taken in the I-CSCF and how to make that decision is left as an implementation option.
The following figure shows the traffic flow for retrieval of information from a different S-CSCF:
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Figure 6.1.3.2. Retrieval from a different S-CSCF

Note 1:  The failure of the S-CSCF1 may be detected before the I-CSCF forwards the INVITE to the S-CSCF1.


Note 2:  In the above step 2, it is needed to enhance the I-CSCF to be able to explicitly request S-CSCF capabilities and re-select the S-CSCF during terminating procedure.

Note 3:  In the above step 4, the I-CSCF may carry an indication for restoration in the terminating SIP request to indicate the S-CSCF it is a new assigned server caused by the failure of the originally assigned S-CSCF. The way in which this indication might be put into the SIP signalling is out of the scope of this document
.
Editor’s note: The feasibility of the restoration indication in the SIP request needs to be checked by CT1.

Note 4:  In the above step 5, it is needed to extend the SAR with a new Server Assignment Type as REASSIGNMENT to request backuped data from the HSS.

Note 5:  In the above step 6, it is needed to enhance the HSS to be able to send the user profile even if the requesting S-CSCF is different from the stored S-CSCF.

Note 6:  In the above step 6, it is needed to extend the SAA and enhance the HSS to be able to send the backuped data together with the user profile after receiving REASSIGNMENT indication from the S-CSCF, even if the requesting S-CSCF is different from the stored S-CSCF.



6.1.4
Removal of S-CSCF Information

The S-CSCF information that is stored in the HSS during the registration needs to be deleted when the identity is no longer in Registered State. Deregistration may be user-initiated or network-initiated. The following figures shows the traffic flow for removal of the S-CSCF Information in the two deregistration cases:
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Figure 6.1.4.1. Removal of S-CSCF information during user-initiated deregistration
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Figure 6.1.4.2. Removal of S-CSCF information during network-initiated deregistration

6.1.5
Handling of Originating SIP Request for an Unknown User in the S-CSCF

Since we are working with the assumption that the S-CSCF could lose the information related with some identities, it may also happen that the S-CSCF receives an originating request for a user that is not known in that S-CSCF. If that is the case, the S-CSCF should check if there is any information related to that user in the HSS. The proposal is to perform this checking using the NO_ASSIGNMENT Server-Assignment-Type, which will also return the S-CSCF information.

The following figure shows the traffic flow for retrieval of information when processing an originating SIP Request:
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Figure 6.1.5.1. Retrieval of information for an unknown user during originating SIP request

Note 1:  In the above steps 2 and 3 the S-CSCF information is not needed to process the originating SIP request, but it could be used by the S-CSCF in subsequent terminating SIP requests.
Note 2:  The above step 3 assumes that S-CSCF information is always sent in the responses to an SAR with Server Assignment Type NO_ASSIGNMENT. The decision on whether it would be more appropriate to have a new Server Assignment Type to request this information is out of the scope of this document.

6.1.X
Restoration during re-registration procedure
When the I-CSCF receives a re-registration session, but the assigned S-CSCF retrieved from the HSS can not be contacted, one possible restoration solution is as the following.
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Figure 6.2.2.3.1 Restoration during re-registration procedure

1. The UE sends a re-REGISTER request to the P-CSCF.

2. The P-CSCF forwards the re-REGISTER request to the I-CSCF.

3. The I-CSCF sends UAR to the HSS to request the S-CSCF name.

4. The HSS sends back the UAA with the S-CSCF1 name. 

5. The I-CSCF forwards the re-REGISTER to the S-CSCF1, but does not receive any response from the S-CSCF1. 

Note 1:  The failure of the S-CSCF1 may be detected before the I-CSCF forwards the re-REGISTER to the S-CSCF1. 

6. The I-CSCF sends UAR to the HSS to explicitly queries the S-CSCF capabilities.
7. The HSS sends back the UAA with the S-CSCF capabilities.
8. The I-CSCF re-selects a new S-CSCF2 for the user.
9. The I-CSCF forwards the re-REGISTER to the S-CSCF2.

10. The S-CSCF2 sends MAR to request the user’s authentication data.

11. The HSS sends back the MAA with the authentication data.

12. The S-CSCF2 sends 401 towards the UE.

13. Normal authentication and registration procedure.

Note 2:  In the above step 6, it is needed to extend the function of the I-CSCF to be able to explicitly request S-CSCF capabilities and re-select the S-CSCF during re-Registration procedure, just as it does during the initial registration procedure. In other words, the I-CSCF could re-select the S-CSCF without checking whether this is an initial registration or re-registration.

Note 3: The failure scenario corresponding to the procedure above will be handled with the current procedures with the return of an error, requiring a new initial registration by the user, which also restores the network to a consistent state. This change avoids the need to return that error and the subsequent initial registration.

6.2
Triggering of initial registration from the S-CSCF or P-CSCF 

6.2.1
Introduction

This procedure addresses the processing of originating SIP requests after a S-CSCF restart or during a S-CSCF downtime. It is based on the use of a specific SIP error code that shall trigger the initial registration of the user. 

6.2.2
Originating Traffic Restoration

6.2.2.1
When the Assigned S-CSCF Is Unavailable
When the P-CSCF receives an originating session request, but the S-CSCF in the Route can not be contacted, one possible restoration solution is as the following.
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Figure 6.2.2.1.1 Restoration during originating procedure
1. The UE sends an originating SIP Request to the P-CSCF.

2. The P-CSCF forwards the originating SIP Request to the S-CSCF1 according to the Route header, but does not receive any response from the S-CSCF1.

Note 1:  The failure of the S-CSCF1 may be detected before the P-CSCF forwards the Originating SIP Request to the S-CSCF1. 

Note 2:  How the P-CSCF takes the decision to consider that the S-CSCF has failed and to return the error is left as an implementation option. 


3. The P-CSCF returns a specific error response such as 502 (Bad Gateway) to the UE.
4. The UE receives the specific error response, and it shall initiate a new registration towards the network immediately. 

5. The P-CSCF forwards the message to the I-CSCF as normal.

6. The I-CSCF interacts with the HSS and re-selects a new S-CSCF2 for the user.

7-9. The I-CSCF forwards the message to the S-CSCF2 and the normal registration procedure follows.

10. After receiving the 200 OK for the registration request, the UE may decide to send the originating SIP Request again.

11. The P-CSCF forwards the Originating SIP Request to the S-CSCF2.

12.  Normal originating procedure.

Note 2:  In the above step 3 and step 4, the P-CSCF returns a specific error response indicating that the UE shall initiate a registration towards the network, which may need to extend the function of the P-CSCF and the UE.
6.2.2.2
Restoration When the Assigned S-CSCF Resumes
When the P-CSCF receives an originating session request, but the S-CSCF in the Route restarted before and has not the user data or the data is not available, one possible restoration solution is as the following. 
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Figure 6.2.2.2.1  Restoration during originating procedure 

1. The UE initiates an originating SIP Request request. 

2. The P-CSCF forwards the originating SIP Request to the S-CSCF according to the Route header.

3. The S-CSCF does not have the user’s data or the user data is not available, returns a specific error response such as 502 (Bad Gateway) to the P-CSCF.

3a-3c.   Another way to do this is according to 6.1.5.

4. The P-CSCF forwards the error response to the UE.

5. The UE receives the error response, and it shall initiate a new registration towards the network immediately. 

6-11. Normal authentication and registration procedure.

12. After receiving the 200 OK for the registration request, the UE may decide to initiate the originating SIP Request again.

13. The P-CSCF forwards the originating SIP Request to the S-CSCF.
14. Normal originating procedure.
15. The S-CSCF sends the originating SIP Request towards the terminating network.
Note:  In the above step 3, 4 and 5, the S-CSCF returns a specific error response indicating that the UE shall initiate a registration towards the network, which may need to extend the function of the S-CSCF and the UE.
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