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Introduction

The service interruption scenarios documented in this TR are based on a working assumption that the S-CSCF may not be able to trust any data after it resumes operation. However in case of practical deployments, a network should always be engineered to absorb a given node failure without consequently exceeding the engineered capacity of the network. Post resumption from a failure, there are several ways in which nodes can ensure that the recovered data is trustworthy and all the updates have been taken into account(for example; Georedundancy). 
Keeping this in mind, the changes proposed are as follows:
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5.2
S-CSCF Service Interruption

5.2.1 Introduction

This clause will analyse the impacts of a S-CSCF service interruption in the network and in the service to the user in order to highlight the problems that need to be covered by the alternative solutions in this technical report. The initial state that will be considered is an IMS Core Network working properly with several S-CSCFs and with ongoing traffic (a certain amount of users are registered and unregistered in the S-CSCFs). At one point one S-CSCF stops operation, this may imply either a lack of response from that S-CSCF or potential loss of the information of some subscribers in that S-CSCF. The assumption will be that the S-CSCF does not trust any data after it resumes operation, due to the fact that it could have lost profile updates from the HSS in the service interruption period. Problem scenarios outlined in this section are not valid for mplementations in which S-CSCF is able to trust the data after it resumes operation. The following clauses cover the outcome in several different cases. 
Note: Mechanisms to ensure validity of data post S-CSCF failure are out of scope of this WID
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