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Introduction

Now it is agreed that the HSS/AAA will store the PDN GW address for inter 3GPP/non-3GPP handover. This contribution proposes to clarify some detail about the PDN GW address information.
Analysis
It was proved that GTP protocol had built a flexible architecture to support variant implementation options. One of these characters is control plane (CP) and user plane (UP) separation. GTP protocol allows a GTP node to use different IP addresses in its control plane access point and user plane access point respectively. By this way, the vendors can select the most suitable product architecture based on their particular platforms, for example, integrated mode, tight coupled mode or loose coupled mode between CP and UP. Furthermore, the GTP-C and GTP-U addresses of GGSN will not be bound with a particular PDN, i.e. the GTP-C and GTP-U interfaces of GGSN will serve for all PDN connections. And the GTP-C and GTP-U addresses will usually not be the same with the Gi address of a particular PDN. For security consideration, the GTP-C and GTP-U interfaces will be physically or logically isolated from Gi interface.
For the Mobile IP protocol, the situation is a little different. The MIP was designed based on the architecture of IP router. It has no CP and UP separation concept. Each PDN shall have a home agent on its link and the HA address is an IP address of the home agent on this link. The Binding Update message will be sent to the HA address, and the encapsulated uplink user plane packets will also be sent to the HA address. Further, the HA address will usually act as a interface address towards external PDN in which case the downlink user plane packets will also be firstly sent to the HA address. Comparing to the GTP architecture, the home agent address can be regarded as a GTP-C, GTP-U and Gi/SGi “three-combined-one” address.
The definition of home agent in RFC 3775 Mobility Support in IPv6 is as follows:

home agent (HA)
 A router on a mobile node's home link with which the mobile node has registered its current care-of address.  While the mobile node is away from home, the home agent intercepts packets on the home link destined to the mobile node's home address, encapsulates them, and tunnels them to the mobile node's registered care-of address.
The definition of LMA and LMA Address in the draft-ietf-netlmm-proxymip6 Proxy Mobile IPv6 is as follows:

Local Mobility Anchor (LMA)

Local Mobility Anchor is the home agent for the mobile node in the Proxy Mobile IPv6 domain.  It is the topo logical anchor point for the mobile node's home network prefix and is the entity that manages the mobile node's reachability state.
LMA Address (LMAA)
The address that is configured on the interface of the local  mobility anchor and is the transport endpoint of the tunnel      between the local mobility anchor and the mobile access gateway.  This is the address to where the mobile access gateway sends the Proxy Binding Update messages.
When using PMIPv6/DSMIPv6 as mobility management protocol, the anchor address for control plane is the HA address, whereas when using GTP as mobility management protocol, the anchor address for control plane is the GTP-C address. Then for a PDN GW supporting both GTP and PMIPv6/DSMIPv6 protocol stack, to provide it with the same flexibility level of implementation as legacy architecture, the case should be allowed that the PDN GW’s GTP-C address and its HA address can be different. The HSS/AAA server needs to store these two addresses to support inter mobility protocol handover (e.g. GTP <-> PMIPv6/DSMIPv6). 
The HSS/AAA server can get both the PGW-GTP-C and PGW-HA address via “Update Location” procedure in S6a or ”update PDN GW address” procedure in S6c. For example, for non-3GPP access when the PDN GW supports inter mobility protocol handover, the PDN GW shall update the HA address and the corresponding GTP-C address to the AAA server. For 3GPP access, the PDN GW can deliver the GTP-C address and the corresponding HA address to the MME in the “Create Default Bearer Response” message, then the MME can update them to the HSS. 
For multiple PDN scenarios, the HA is deployed for each PDN, i.e. the HA address is available only for the corresponding PDN, and the GTP-C address can be same or different for different PDNs. Then the corresponding PDN information i.e. APN, needs to be stored in the HSS/AAA server together with the anchor address. Furthermore, it has agreed in SA2 in TS23.402 v1.4.0 as below:
Once the selection has occurred, the PDN Gateway registers its association with a UE and the APN to the AAA/HSS. This permits the 3GPP AAA Server or Proxy to provide association of the PDN Gateway address and the related APN subsequently.
Proposal
***********************  First Change **************************

6.1.3
Serving Gateway – PDN Gateway (S5) (GTP based) Interface

Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.1.3.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID for the user plane;

-  PDN Gateway TEID for the control plane;

-  PDN Address for the UE;

-  Home Agent Address;

Note: Home agent address is optional. When the PDN GW supports HA function for this PDN, this IE is needed.

***********************  First Change End **************************
***********************  Second Change  ***************************
6.1.4
MME – HSS (S6a) Interface

6.1.4.1.1 Attach Procedure

6.1.4.1.1.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

-  PDN GW address and corresponding APN;
Note: PDN GW address is optional. When MME perform PDN GW address registration by Update Location message, this IE is needed. 
Note: The PDN GW address includes the GTP address for control plane when the PDN GW supports GTP based anchor, and the home agent address when the PDN GW supports HA function.

***********************  Second Change End *************************
**************************  Third Change ***************************
6.1.5
hPDN Gateway – vServing Gateway (S8a) Interface

6.1.5.1 Requirements

6.1.5.1.1 Attach Procedure

6.1.5.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

-  Home Agent Address;

Note: Home agent address is optional. When the PDN GW supports HA function for this PDN, this IE is needed.

************************** Third Change End *************************
************************** Fourth Change **************************
6.1.7
MME – Serving Gateway (S11) Interface

6.1.7.1 Requirements

6.1.7.1.1 Attach Procedure

6.1.7.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for the user plane;

-  Serving Gateway TEID for the user plane;

-  PDN Address for the UE;

-  Serving SAE GW Context ID;
-  Home Agent Address;

Note: Home agent address is optional. When the PDN GW supports HA function for this PDN, this IE is needed.

************************* Fourth Change End ************************

************************** Fifth Change *************************

6.2.4
hPDN Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Requirements
6.2.4.1.1 Attach Procedure
6.2.4.1.1.1 Update PDN GW Address Request
The parameters for Update PDN GW Address Request message are, but not exclusively, listed as below:

- user-id

-PDN GW address and corresponding APN;
Note: The PDN GW address includes the GTP address for control plane when the PDN GW supports GTP based anchor, and the home agent address when the PDN GW supports HA function.
Editor’s notes: It is FFS whether the user-id will match the MN-ID value in the format of a NAI supplied in the MIP signaling or the user-id NAI value supplied during user authentication or other.


************************* Fifth Change End ************************

************************** Sixth Change *************************

9.2
IP Fragmentation

Editor’s notes: the background information and the detailed mechanism are to be clarified.
9.3 PDN GW address parameter registered in HSS/AAA
It was proved that GTP protocol had built a flexible architecture to support variant implementation options. One of these characters is control plane (CP) and user plane (UP) separation. GTP protocol allows a GTP node to use different IP addresses in its control plane access point and user plane access point respectively. By this way, the vendors can select the most suitable product architecture based on their particular platforms, for example, integrated mode, tight coupled mode or loose coupled mode between CP and UP. Furthermore, the GTP-C and GTP-U addresses of GGSN will not be bound with a particular PDN, i.e. the GTP-C and GTP-U interfaces of GGSN will serve for all PDN connections. And the GTP-C and GTP-U addresses will usually not be the same with the Gi address of a particular PDN. For security consideration, the GTP-C and GTP-U interfaces will be physically or logically isolated from Gi interface.

For the Mobile IP protocol, the situation is a little different. The MIP was designed based on the architecture of IP router. It has no CP and UP separation concept. Each PDN shall have a home agent on its link and the HA address is an IP address of the home agent on this link. The Binding Update message will be sent to the HA address, and the encapsulated uplink user plane packets will also be sent to the HA address. Further, the HA address will usually act as a interface address towards external PDN in which case the downlink user plane packets will also be firstly sent to the HA address. Comparing to the GTP architecture, the home agent address can be regarded as a GTP-C, GTP-U and Gi/SGi “three-combined-one” address.

When using PMIPv6/DSMIPv6 as mobility management protocol, the anchor address for control plane is the HA address, whereas when using GTP as mobility management protocol, the anchor address for control plane is the GTP-C address. Then for a PDN GW supporting both GTP and PMIPv6/DSMIPv6 protocol stack, to provide it with the same flexibility level of implementation as legacy architecture, the case should be allowed that the PDN GW’s GTP-C address and its HA address can be different. The HSS/AAA server needs to store these two addresses to support inter mobility protocol handover (e.g. GTP <-> PMIPv6/DSMIPv6). 

The HSS/AAA server can get both the PGW-GTP-C and PGW-HA address via “Update Location” procedure in S6a or ”update PDN GW address” procedure in S6c. For example, for non-3GPP access when the PDN GW supports inter mobility protocol handover, the PDN GW shall update the HA address and the corresponding GTP-C address to the AAA server. For 3GPP access, the PDN GW can deliver the GTP-C address and the corresponding HA address to the MME in the “Create Default Bearer Response” message, then the MME can update them to the HSS. 

For multiple PDN scenarios, the HA is deployed for each PDN, i.e. the HA address is available only for the corresponding PDN, and the GTP-C address can be same or different for different PDN. Then the corresponding PDN information i.e. APN, needs to be stored in the HSS/AAA server together with the anchor address.

************************** Sixth Change End*************************
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