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1 Introduction
This document will give some solutions for continuing S-CSCF service when S-CSCF fails.
When an S-CSCF has been assigned to a user, the service may fail at the following conditions: 
(1) The assigned S-CSCF is no response to any request
(2) The assigned S-CSCF has no user data because of restart or recovery
And the solution should consider the following cases:

(1) unregistered user

(2) originating traffic from registered user

(3) terminating traffic to registered user
(4) network initiated procedure
Some solutions have been submitted by Huawei in the CT4#36 meeting, here another solution for originating traffic from register user will be discussed. 
2 Discussion
This document will discuss a possible solution for service continuity of originating traffic from registered user when the assigned S-CSCF loss user data because of restart or recovery.
2.1 Solution for originating traffic from registered user
Since the S-CSCF can obtain the UE’s contact address and P-CSCF’s address, also S-CSCF can download user profile from HSS, it provide the possibility of  the S-CSCF continuing the service with the related data.
The S-CSCF requires the PUI’s registered state together with the user profile from the HSS. According to judge the registered state of the PUI, the S-CSCF can judge whether the request from the UE is from a registered user.

2.2 Impacts to the current mechanism
Since the S-CSCF need to request the special PUI’s related data from the HSS, it can use the SAR command of Cx interface. Currently the SAR command is designed for registration or authentication, if the S-CSCF want to use it to require data from HSS, a little modification should be done.
The modification could be considered as following: 
(1) Cx interface:

In order to notify the HSS that it is a special SAR command for user register state and user profile, an indicator should be included in the command. If no special indicator is prepared, the HSS would regard the SAR command as a normal command, and would not return the expired data.

There are two methods to indicate the special purpose: 
· Server-Assignment-Type: A new Server-Assignment-Type should be introduced, it can be called RESORATION. If the SAR command uses the current Server-Assignment-Type of NO_ASSIGNMENT, the HSS would not return the expired data. 
· Restoration-Tag AVP: Another method is to use an AVP named Restoration-Tag in the command.
(2) HSS behaviour: After the HSS received the special SAR command sent from S-CSCF, it would check the special Server-Assignment-Type or Restoration-Tag, if the tag is presented, then the HSS would return the user register state and the user profile.
3  Proposal

It is proposed to add the following text to TR 23.820 v0.2.0.
*** BEGIN CHANGE ****
6         Alternative solutions 

Editor’s note: This section will contain all the possible solutions presented and the changes required in the specifications to implement them. 
6.X Restoration of S-CSCF

6.X.1 Restoration When the Assigned S-CSCF Is Unavailable
6.X.1.1 Restoration during originating procedure

When the P-CSCF receives an originating session, but the S-CSCF in the Route loses user data due to restart or recovery. The S-CSCF needs to obtain essential data to continue the session. 

As the S-CSCF receives an originating request, it finds no user data, so the S-CSCF needs to require data from HSS. Restore procedure as following.
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Figure 6.X.1.1 Restoration during originating procedure

1. The UE initiates an INVITE request. 

2. The P-CSCF forwards the INVITE to the S-CSCF according to the Route header.

3. The S-CSCF obtains some parameters from INVITE request, such as UE’s contact address, PUI, P-CSCF’s address and P-CSCF’s network ID.

4. The S-CSCF does not have the user’s data or the user data is not available, it will send an SAR request with a new Restoration-Tag AVP in the command or a new RESTORATION AVP of Server-Assignment-Type to the HSS for requesting the user profile and the register state of the PUI.

Note: Since the SAR command is designed for registration or authentication, a little modification should be done if the S-CSCF wants to use it to require data from the HSS. The HSS should recognize that the special SAR command is used for restoration.

5. The HSS will check the SAR request. If the PUI in the request has been registered, the user profile data and registered state related to the PUI will be returned in the SAA command. 

6. The S-CSCF forwards the INVITE request to the terminal network for getting enough information to continue the session. 

*** END OF CHANGE ****
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