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As indicated in clause 5.7.4 of the Technical Report, loss of temporary data in the HSS could cause the undesirable effect of losing terminating SIP requests while the user believes that everything should be working properly. One of solutions that are proposed be applied for this problem was already presented in CT4#36 (C4-071014). This contribution also introduces some new procedures that could be used to overcome this situation.
The proposed additions to the 3GPP TR are the following:
6
Alternative solutions


6.X
Update of S-CSCF Name in the HSS after Loss of Data
6.X.1
Introduction

This chapter focuses in the recovery of temporary data, since the HSS is assumed to have mechanisms that ensure data persistency of permanent data. The temporary information that will pose the most difficulties for processing traffic once lost is the S-CSCF name. As indicated in clause 5.7.4, loss of the S-CSCF name could cause double S-CSCF assignment and processing of SIP requests as unregistered when the user is in registered state. There are two ways in which the S-CSCF name can be restored in the HSS:

- With a request from the HSS when it resumes operation. The HSS could send a Diameter request similar to the MAP RESET so that all S-CSCFs refresh their state for all users. This needs to be done in a gradual way so that it does not create a burst of traffic in the network.


- Adding some procedures to find out which is the S-CSCF serving the user when processing each SIP request for a user potentially affected by the loss of data in the HSS. This will also create some additional traffic, which might be larger in volume (it implies searching in all possible S-CSCFs), but it is distributed in time.
It should also be possible to combine both alternatives (the Diameter Restart indication could be sent so that the S-CSCF name is updated in the HSS by the S-CSCF as soon as possible, and still for those users whose S-CSCF name hasn’t been updated the procedure to find out the S-CSCF is triggered). The following clauses provide a description of these two options. Clause 6.X.2 describes the use of the Diameter Restart indication, clause 6.X.3 describes the handling in the HSS of a new flag to indicate when to search for the S-CSCF serving the user and clause 6.X.4 describes the searching procedure.
6.X.2
Restart Indication
The principle is very similar to that of the MAP RESET indication. The HSS will send a message to all configured S-CSCFs, and these will mark all users from that HSS as “Not Confirmed in HSS”. For all users marked as “Not Confirmed in the HSS”, the S-CSCF will update the S-CSCF name in the HSS upon any activity for that user.
This solution alone does not cover the problem in clause 5.7.4, which was the most serious case. Since terminating SIP requests and REGISTER requests go through the I-CSCF before reaching the S-CSCF, they may still go to the wrong S-CSCF. A change in the procedure so that the S-CSCF does not wait for any activity for the users and refreshes the S-CSCF name immediately will create a burst of massive traffic in the network and still allow for a considerable window of time in which the problem could happen.
6.X.3
S-CSCF Name Check Required Flag
The procedures that search for the correct S-CSCF, are based on the knowledge of when this search should be performed. The proposal is to store this in the form of a flag in the HSS. The HSS will set this flag for all users after the restart, and the flag will be cleared when the S-CSCF name is set for the user or after a period of time that should be a bit larger than the re-registration timer in the S-CSCF. 
6.X.4
S-CSCF Name Check by the HSS

This means that for all users with the S-CSCF Name Check Required flag, the HSS will send a request to all S-CSCFs where the user could be located before answering a UAR request from the I-CSCF. If one of the S-CSCFs was serving that identity or any other identity of the same IMS subscription, the concerned S-CSCF will respond indicating this. The HSS will then send a response to the I-CSCF with the name of the S-CSCF. If none of the S-CSCFs was serving that identity or any other identity of the user or any user of the same IMS subscription, the HSS will also receive an indication and it will send the capabilities to the I-CSCF so that a new S-CSCF is selected.

In order to avoid double allocation of S-CSCF if the identity in the SIP request is Not Registered, but it belongs to an IMS Subscription that has other identities in Unregistered or Registered State, the S-CSCF must have knowledge of the relationship between all Private User Identities in the IMS Subscription (e.g. by mandatory use of Associated- Identities AVP). The S-CSCF will be required to check if any of those Private User Identities are being handled (and not just the Private User Identities with an associated Public User Identity that is in Registered or Unregistered State), and respond with the corresponding indication to the HSS.
The following figure shows an example traffic flow with this proposal:
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Figure 6.X.4.1. S-CSCF Name Check by the HSS
The figure proposes the use of PPR to locate the S-CSCF. This will also update the profile in the S-CSCF with whatever is stored in the HSS (which should be done before processing any requests).
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Destination identity is registered in S-CSCF 1 but data is lost in the HSS 












































