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This paper introduces some requirements for Wm* reference point.
1. Discussion
Currently, the authentication and authorization procedure between ePDG and 3GPP AAA server has been described in TS23.402 as follows:

“After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234. The PDN GW address is determined at this point as described in section 5.4.2.1  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the ePDG.  This may entail an additional name resolution step, issuing a request to a DNS Server.”
In I-WLAN network, the PDG is a PDN gateway, but in SAE network, the ePDG is an access gateway for untrusted non-3GPP access network, we think this may result some differences of message parameters between Wm and Wm*, and need to be analysed. The authentication and authorization procedure described in TS 33.234, the messages of which are described in detail in TS 29.234.
In authentication request/answer message, the user identity and EAP payload is necessary for the user authentication base on EAP. And in roaming case, the ePDG shall provide the VPLMN identifier to the 3GPP AAA server to indicate the 3GPP VPLMN where the user is roaming. And if the user may access to the EPC in multi-type access network, the access type is needed for authentication.
For authorization request/answer message, the user identity and W-APN is necessary for authorize an user to access to the APN, and in roaming case, the VPLMN identifier is also needed. It is FFS that the information elements about QoS authorized is needed or not.
2. Proposal

Based on the discussion above, it is proposed to add the text below in TR 29.803.
*** Start of change ***

6.2.9
3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Requirements
The Wm* reference point is defined between the 3GPP AAA Server/Proxy and the ePDG. The Wm* reference point is an evolution of the existing Wm and respects backwards compatibility. The Wm* reference point inherits existing Wm procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8] for users accessing SAE via an Untrusted Non-3GPP IP Access.
6.2.9.1.1 Initial Attach procedure

6.2.9.1.1.1 Authentication Request

The parameters for Authentication Request message are, but not exclusively, listed as below:
· User Identity in the format of NAI;

· EAP payload;
· Visited PLMN Identifier for roaming case;
· Access Type;

6.2.9.1.1.2 Authentication Response

The parameters for Authentication Response message are, but not exclusively, listed as below:
· EAP payload;


6.2.9.1.1.3 Authorization Request

The parameters for Authorization Request message are, but not exclusively, listed as below:

· User Identity in the format of NAI;
· W-APN;
· Visited PLMN Identifier for roaming case;

6.2.9.1.1.4 Authorization Response

The parameters for Authorization Response message are, but not exclusively, listed as below:

-
PDN GW Selection Information； 

Editor’s note: The content of PDN GW Selection Information is FFS.

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
*** End of change ***
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